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1. XLCHIC
COIZVIE. B RINY Z R —/\HA8000V V') —XZ=CRIABUVEREEHICHONEDS CXVNET,
CIBRICIZBEIIC. MWTFARNBSECHERIIES0),

1.1 WHPABEMICKT T DR

Microsoft 8 Windows Server |3, KE Microsoft Corporation DKE R KX VZFDHDEICHRIT DEIRBIE
FICIEBIETY,

Intel. 7>, Xeon [F. PAIANAERERIVZDMDEICHITD Intel Corporation DEEFIZTI,
Linux [3. Linus Torvalds RDBARDBKIVOZDHODEICHITDEHRBIZKICIIBIECI,

Red Hat (&, KERKXUVZDMDET Red Hat, Inc. DEFRFIZE UL IIBIETT,

iLO [&. Hewlett Packard Enterprise Development LP DESIETI,

VMware (&, KERKIUZDHDMIRICHRITD VMware, Inc. DERBIEXCIEIHIRTI,

12 I==E

(1) AEEIREDEY, FERUICEEITDCENDHDZET,

(2) Service Pack for HA8000V (D C{ERAICHIZ D TIE. <CD FS5 IJ>¥EULA [CI8fiSNE TTY -1
—BAFFERNE ] ZRFTIHITUN,

(3) Service Pack for HA8000V [CIRIEAYENC EEIRFET DEDTIIDDFEE A

(4) Service Pack for HA8000V (3. 3 BEAMENRUVOS IEEHNDTS Y D7 —ATIERBUERITET,

(5) XK, A, SBHEET Service Pack for HA8000V BADPICERNMIINT T EV AT AEBNIERICE)
ELRBRLBRBCENDDEIDTHDICKENIT TS,

(6) BEHRIZL. Service Pack for HA000V I N CAZE DTN [F—ZEZEIR TR (FHDIBRE A EHE.
BEXEEEICUTICZEITIMRNET DIHE. HNEABRUNRER] ORGIRUKEHEBE
IBRFIENE DI EEEREER L. BERFRESETOUENDD XTI,

HHIDES,

CBANFBHE I EE,

SEBEBNREHLU. XIFEASEIEE,

o FERICEDDIEFD. MIERBRUNEBSE] XISHBDHLEEERICEDNDHDES,

(7) ¥Z2 )L [HA8000V V) —X BBBERKIUHE R ICIE SV PILECEEEL
R, BAICCIBRRVVERENEARABZRHE L CNET, CHESHEENT TSRS, Y227
W TRFaAXYER=F)L] @ TZa”)L > HY—/\J - THA8000v V=X KOSRNEE
PRS-

RIPAIVCEFNTND, LWAIEDT 71 IVORBDEEFCIEIZD—8Z, EECBIHICEIIE—
IR LEEBLELIET,
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2. Service Pack for HASOOOV (SPH)ICDUT

Service Pack for HA8000V(IM SPH LITUET)E. 1 BFCIFEEE D HA8000V B —/N\DT » —AD T 77/
VATV DT PO EBHRIEITDVY )1 -3V T,

SPH ICIE. T —=/N/DY FO—3/ARU—=YDIT P —LADIP/RSAIN/A—FT« UT 1)\ T—=INEX
NZEI., F/Z. SPH [CINERNNTL\D Smart Update Manager(Mf& SUM EIFOET)IE. BFIicSNZ T 7 —
AIDIPRIOVATAVI FOxPE7TTJO41IDHEEY—)LTT,

SPH/SUM ZEDCET. JP—AD I PREKUOVRTAVYI DI POAYSA VP Yy TT— DT
BOFEY, PyITT—MRIEEZ SUM ICIRET D EICKD, BROD HA8000V T —/\XD7P vy TF—FHR
RICIZD, YZRTLAEERDP v TT— FFEERERBIDCENTEET,

SPH (FREHABIIC U U —RXSNET . RHTRD SPH 2B LU TEH IS E2HELIT,

3. ERMERUOS

3.1 ERE
*HA8000V/DL20 Gen10
*HA8000V/DL360 Gen10
*HA8000V/DL380 Gen10
*HA8000V/DL580 Gen10
*HA8000V/ML30 Gen10
*HA8000V/ML350 Gen10

32 BEOS
® Microsoft® Windows Server® 2019
® Microsoft® Windows Server® 2016
o Microsoft® Windows Server® 2012 R2
eRed Hat® Enterprise Linux® Server 7.6
eRed Hat® Enterprise Linux® Server 7.5
eRed Hat® Enterprise Linux® Server 6.10
eRed Hat® Enterprise Linux® Server 6.9
eVMware vSphere® ESXi™ 6.7
eVMware vSphere® ESXi™ 6.5
eVVMware vSphere® ESXi™ 6.0
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4. EBAE
AZETCE SEDY ) -ADEEANSZEH L CUNET,

41 FRYR—-LAB
(1) BNYIR— HEERUOS
 BIIY TR — ~i#i&E
AN,
< ENYR—FOS
» Red Hat® Enterprise Linux® Server 7.6
(2) BIOYIR—EFT/N1 R
AN,

42 BHANB

[6.3 NI —IDEBARNB] 2RI,
5 FRZEE

AETII, SPHEZCEAICEDLET, FRBE<LABESRH LU CULET,
51 RSA4/NN A= UT+sBEDBERAICDINT

BHORSA/IN Dp—ADxP - A—FT 1T r5E%, B2 F/NYZ EH—/\N HA8000V /1) —
X Ih=IR=Y | TRHLTRDFT,
BPvIT—rTOTSLADOBRICDODNTIEREBREECTERRUCVELEZTEIN, YRTLEES

ZELUCTHEARNEESEDICEIIR—AR=ID] UR—k |- FDOr0-F ] [CEHERCFPOEIL
T BRHDOESANDP—ADT7P « A=T 1 UTAA\BH U WEELZEZRBH LT,

52 OSD¥FHK - By Py ITNRENITEE

0S D - Bzy P wTDIR. A SPHEATIE. 77 —AD T PIVIR—RY ZERHN L. BS
AN/ A—=FT 1 )T« DINR—RI DA VA S—=)LEHRICEELTIZEN, CNICKD, F/INA 2ADE
BROD 7 —AD I POESAMSENR ESA/IN/A—FT 1 T4 DA YR E=)LSNFET, FS51/V/
A—FT 1 UT1D1YRAL—)UEL 0s ZBikcg L. BE SUM ZETU I 7 —AD T POEHZITD
T<rZaEby,

SUM TP —ADTPIVR—RYLZFENU. FSAINDA—=FT 1 T« IVNR—RY FDHDT VR
F—ILEEET DICIE. ROFIRICKDTNNET,

GUI DIBE :
SUM =@ L. B8~ ') —(Deployment summary)] BIEG D[ 7723 3 Y(Actions) ]-[ 7 R/\YV
2 7T 3 Y(Advanced Options) |05 17 R/NY 2 4T3 3 Y(Avanced Options) | BE &R, “A
Y2 +—)UZA T 3 V(Installation Options) “DIBE T D T PDFP v I L — B(Upgrade

Software) “ZER L, “OK“NIVEBLTLIIZE0)N,
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CLl DIFE -
“setattributes“ C firmware=false Z85E L C<Z2=0),

f5ll) # ./smartupdate setattributes --nodes localhost firmware=false

53 SUMICKBPvTT— FROIBEER
(1) DP—=LDTP/ B30 NDOEREFRERICDONT

Py IT=EAKRDT 7 —LAD TP/ RSANCIIRERERRER DHBENHD. —ED SUM ORI TS
ECEH CERNBED DD ET, COIZH. SUM Py TF— &, @’C@%%ﬁi]‘%b“?‘yj?— k=n
TNBILZERBLUTIESH, Bl Py TTF—hENTORNWNYT —IN'HDIHE. BE SUM ZEETT
LTLEEW, ETPYTT—hNEDE. ROFIEICKIDERTEET,

GUI DIFE :
SUM Zi&E#E) L. BB Y'J —(Deployment summary) | BIEICC. MEEINLEIVR—XRY ] #X
U__\Z‘)\\\ "0"(\:_7;3_Cl/\5(‘:(\:_éﬁﬁmuL/_C<7_ é(/\

CLI DIBE -
“Inventory” & CODFIBZER1T getneededupdates” &7 L. "Component” 227 3 Y DRI INZL)
CezEmRLT<IEE0,

(2) BAN—=Y3VI[CDNT
SUM ZER U CEFFRZ1T DHBG. BRANKRE U TEI;MERSINDTDIE, FRICA VA ~—)len
BDED. BKU SPH BER/N—Y 3 YDBRABH/N—I 3 VXDHFLNWEDEBZDET,

Ry RD=DOPHFTIROI 7 A INN=F v RIVIKZ EINZPHTHIE, SPHBERD RS A /N D P2 —AD

I P DHABEDETTHERNZESTEEZHELUTCNET, BRBEMH/N—I 3 VD SPHIERE M/ N —T 3
YEDFHUNEE. ZEIVR—RY SOEEARE L CEEEIRSNI B A, TOHBE. MTOFIET
XIRIVN—RY L ZFETERL, BALTIES0,

(FENBEADE]

SUM =it L. REIT~ ') —(Deployment summary)] BE C. [ DVIR—RY FOZIRIRAE ] HY MHEIR
RIOK)EROD>TNBDIVR—RY FZEER U Ry bD—=DOPITHTp—AD T PEEIF. T2 /\—
FrRIVRZANZAPETIDT 7 —LAD T PDHFEE. HBZIVIR—RY FEBRX) LT "B
(Deploy)’ NI V=ML TS0,
¥ OVYM—RY ENEBIRESNDE. TDVR—RY FOZBIRIRRE D NHEIREH ] BULIE Mafll &

RNSNFT,

CE=)
TINA RCKo>TUSGBRAN=Y 3 VICEBUT BRICT RN FUDRITSNTNDHREDHDET,
ARIP—ADTPOBERICHIZOTIE, PENAFUESRLUTIES0),
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54 SUM TOSVT—=I/NN\yDON—=Y 3 VRGEEBRICET DHIREIR

SUM(Smart Update Manager) CRMaND. BADPDS VT —I/\v D D/IN—=I 3 UHDIE U RRSNSE
WBEDDDFT, IELWN=I 3 VEERITDCHICIE. iLOWEB 1 VT T —2ADEIR] > [SFEBINX—
IXDIREEARPDEE/NYy IVDIN—I3 V=R TISU,

X2, LEERDER. BRID/N—I3 VDS VT —I /Ny IOWNBREHTH D> TE. SUM ZETRD MR
YV —] BET. SVT—IN\NvIOMERANRE UTBINISERSNTNDBZBENDDET., D
BE. DVT=INVDDBARISARETIDT, EREZBFUCOSENY VED )y DL TLIES
(AR

CXR)
ABIRDZH. 5.3 [CHIERFIE T, ST —INy INEANRE LTEDBEDDHDET .,

55 ASR(Automatic Server Recovery)lCDU\T

ASR(Automatic Server Recovery)ld )L —XX D) — >V EDHBAGE 0S DTS —HREE L2 ESICEEIMNIC
V2T ADEIBZETIN Y —/N—DBERIHZTRCIRDOMEETT, IP(version 3.10 MUF) ZfE>/Z 0S D1
2 | —)UX[Z SPH(version 3.00 IMBF)DEA. ZDHDTTEICEKD ASR ES 1 /N\—D1 VX +—)UICKD ASR
NEEMICEMICTDFET ., ASR HARBXIHEXD Alive Monitor, IPMI WDT EDHED 0S FLFEREEDIBS
(& ASR ZEIDE LT TEE0),

551 ASRIEBER®D PowerShell 22 7 ~OAFICDUNT
ASR DBEN/ENDERLONCEI DB ZIE ASR RS0 /N\—D/\w/T —I([CEABSNTLD PowerShell X2
DT REE>TITUVET, FeES8B LU T PowersShell 2O T REAF LT IEE0),

(1) ASR RSA/N—DNw T —IEREILES
SPH (D packages 7« L2 R RICHD I 71 ILEEDPH S, RRECHE DS 0S (XTI LIZ Filename D
D7 AN EEGFUTLEEN, NyT =3Ity Py THEE T 2D THRRETERL, EFEDT « L
DRIy T—IZREEEULTIIZEN,

Description Version Filename

iLO 5 Automatic Server Recovery Driver for Windows Server 2012 R2 4.4.0.0 cp035137.exe

iLO 5 Automatic Server Recovery Driver for Windows Server 2016 and

Server 2019

4.4.0.0 (B) cp035140.exe

(2) PowerShell 2D T ~ &R LT EE0)
BB UIZ/ Ny T —I DD scripts T« L2~ TRICREED 3 DD PowerShell 22 T <A ENT
NBBZEER L TCESN, MEBICMUTERDT « LD FUICOE-LUTZES0N,
Get-AsrSettings.psl
Set-AsrPreTimeoutNMl.psl
Set-AsrTimeout.psl
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552 ASR OWERIIE
Windows (D PowerShell KD Get-AsrSettings.ps1 Z3R17 L C< /20, TimeoutinMinutes 2'0 X[&, IV
RORGHNIS—ERZSIZIHBE ASR (FEMCZ>TUNET,

E17HF D 1(TimeoutInMinutes A 0 DB E)
PS C:¥Users¥Administrator¥Desktop> .¥Get-AsrSettings.ps1
Active : True

EnablePreTimeoutNMI : True

InstanceName - PCI¥VEN_103C&DEV_3306&SUBSYS_00E41590&REV_07¥4&154b2d14&0&00E4_0
TimeoutinMinutes :0
PSComputerName

EITHIED 2(3T Y FORFTALS— L L H5HE)

PS C:¥Users¥Administrator¥Desktop> .¥Get-AsrSettings.ps1

Get-CimlInstance : #&5)7c 7 7 A T¥

FAHT C:¥Users¥Administrator¥Desktop¥Get-AsrTimeout.ps1:25 L1

+ Get-Cimlnstance -Namespace "root¥wmi" -ClassName "HP_iLO_ASR_Settings ...

+

+ Categorylnfo : MetadataError: (root¥wmi:HP_iLO_ASR_Settings:String) [Get-CimInstance], CimException

+ FullyQualifiedErrorld : HRESULT 0x80041010,Microsoft.Management.Infrastructure.CimCmdlets.GetCiminstanc

eCommand

553 ASR OEMETTE
Windows D PowerShell &) RE2DA T 3 T Set-AsrTimeout.psl 1T L TLIZE),
Set-AsrTimeout.ps1 -Disable

E1T744
PS C:¥Users¥Administrator¥Desktop> .¥Set-AsrTimeout.ps1 -Disable

554 ASR OBIETIE
Windows 0D PowerShell &) RE2DZ TS 3 T Set-AsrTimeout.psl T L TLIZE),
Set-AsrTimeout.ps1 -Default

E1T74
PS C:¥Users¥Administrator¥Desktop> .¥Set-AsrTimeout.ps1 -Default

56 RSANPyIF—HEBOIREE
Ry RD=DOPITHIRSANEP Yy ITFT—FUEHBE. RSIAN\PyITT— & JEBDIEES
NI3IBEDDDFT, FSAN\PyITT—FRIICEREBZZEA. Py IT—FRICBHRELTIES,

57 VMware ZCBRAICHIE > TOERER
571 JD7—ADxPOERBICDUNT
VAT NEBELZTE U CTHAVNEELEDICE. CERAD VMware /N\—I 3 VICEDBRID 7 —A7D
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I P EEREIMENDDET,

VMware IRIECDD 7 —AD T POBRAICHIE>TIE SUIMDUE—FAYSAY BEE—RFROAD
SOy BETE—RHAIFABTEZEI, (VMware /N—I 3 YV EFRIATERER SPH OB TE— RICDUTIE.
[Service Pack for HA8000V ##E &l (Readme) | D [HUR— FEFT/L/0S —&] &SR, )

(VE—hrZVS1Y BHE-RFEFERIIBES
AE—RTIRH. IJ7—ADTPICNATESA/N\DOP Y TF7—~ETEETT,
F70(C TiSUT) D VR +—=)URU ESXi TR ~ X T BERENINETT,
[SUT] DR VR +—)LDIBE. [5.7.2iSUT D1 VR +—)Ul EeEDFIBICHK > Tr VA —=)LLTL
20\, ESXiRRA RICX U TIE, FEesREZP Y J7— MMEERICERU TR,

(VD) I7—=ALADxP/RSANDPvTITFT—MEEZTDOEIE EXiTRA R EXY TV IE— RIZERTE
LTLIZE0N,

(2Q)EXi ThRRA &/ —FELTENTDHE. XIR/—FEUTIRATAEEDILO ZEN(/ —FDIP
PRURICILODIP PRUREEE. /—RY1TICil0 ZEIR) LT IZE0N,

B) I P—=LDxTP/RSANDP Y TFT— ZaBE T DIZHICIE VMware ESXi DFBFREININE T,
PvIT— MEBEINICHERISEDESE. BREZITYa vaBR L TIIES0,

(FDO21Y ERE—FZERIIHS
SPH D iso ¥ X —I =8I LT EERZT —/NICEDA T, BEKD T —/NZET -~ UET,

BH. B VMware /N\—I 3V ¢& SPH HYi— RBIROEMIE. TH17)7 F/\YZ RS —/\ HA8000vV /) —
2 IR—=IR—=I | D[EIG]—[0S. ISV IELRICHD [VMware] [CIBEH L TCI\DIBBIBECSIBOL., #
BRSANN=—I3VECHERIIEX),

572 iSUT DAY RAR—=)U

VMware ¥/ 27 AICXT U T, SPH/SUM ZBR LD 7 —AD T P/ RS5A/ND7P Yy T — FZTDICIE. ESXi
MARICISUTZA YA R—=ILTDUEBDHDET, iSUT 1 VA +—)LEIF. UE—FPC A5 SUM®D [
E-rAVSAVIRBRE—RZEFERALUTCEXI MA DI P —LAD TP/ RSA/N\NDP Yy TF—rETDC
ENTEFXT,

ESXi MA I iSUTZT VYR =)L BDFIBZRICHILUET, RDAVAL—=ILFIETIE. T—HFRALT7
¥% [datastorel| & UTCUVNET, BRIREBICOHNDE CEHRARZ TSN,

(1) iSUT [ SPH @ packages 7« L' B UJICIRERSNCUVNE T, FRICTT zip 7 71 ILEEBIL. iSUT
DA IS4 I\ B)U(sut-esxi*. *-bundle-*.* * *-** zip) ZERD H LT IZS0),

No. | VMware /N\—I 3/ SPH package 7 7?1 )L | Z0SA4 VNI RILD 71L&
1 | VMware vSphere® ESXi™ 6.0 cp035737.zip sut-esxi6.0-offline-bundle-2.4.0.0-45.zip
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2 | VMware vSphere® ESXi™ 6.5 cp035739.zip sut-esxi6.5-offline-bundle-2.4.0.0-36.zip

3 | VMware vSphere® ESXi™ 6.7 cp035738.zip sut-esxi6.7-offline-bundle-2.4.0.0-31.zip

(2) ROB UTIZ iSUT DA TS+ /N R)LZ VMware ESXi D [datastorel ] B ’A(CEmX L TLEEL),
(3) VMware ESXi DIV —)VBIE T [F2] F—ZBT & Login BENRISNDDT, root 1—F—T
aJ+4>LFET,
(4) [System Customization] BENDRNISNDD T, [Troubleshooting Options] ZEIR L. [Enter] F—
2 RUET,
(5) TEnable ESXi Shell] ZEIRU.. lEnter] F=—Z R~ LT ESXi Shell Z ”Enable” ICEELFT,
(6) TAIt] + TF1] F—ZT L. VMware ESXi D Shell BEZRIE. root 1—H—TOT1 YV LZET,
(7) "DV Y RZEERTUA VA R=)LULET,
esxcli software vib install -d /vmfs/volumes/datastore1/<#zik L7=/N2 RV 7 7 A V4>
(8) VMware ESXi ZEiERgI L TS0,
(9) BEcENE. BE VMware ESXi D Shell BEZRE. root 1——TOJ1 >V LET,
(10) TFEEDIVY RZEZE{TL. iSUT & AutoDeployReboot E— FICERELF T,

sut —set mode=autodeployreboot

573 RSA/ININSA—FIBEHRFEICDNT

A SPH ZFA LT VMware RSA/NEP Y ITT— L URBE. X171 RSAN\DBRASINZET, C
{EAD VMware IRIZET VMKLinux RS /N\EZCFERDIEE. ROA/N\HDEEIN. BESNTND RS/
INDX—=IDEESINE T, CORBEELORETDCHIC. RSIA/N\PyvTIF—rE RST/N/VSX—

HadEHRELTIIZS,
(MRERRU RS /\&)
TRICEB LU TNDIRBERIOIC TP v TT— IO R SA/N\BECERDBENTRERDET,
XTSR&63 RS /\iE
B2 noe Pw?’v‘-‘— ~a0 7\)7_’7‘-‘— k&
(VMKLinux) (R1T 1)

TQ-N[J[J-817745-B21 Ethernet 10Gb 2 7R— |~ 562FLR-T

Ry D—=DOPHTH— ,

net-ixgbe Ixgben

TQ-N[J[J-817738-B21 Ethernet 10Gb 2 7R— |~ 562T

Ry D —=DOPHFTH—
TQ-N[-665240-B21 Ethernet 1Gb 4 7R— I~ 366FLR

Ry D —=DOPFTH—
TQ-N[-652497-B21 Ethernet 1Gb 2 7R— |~ 361T _ .

2y kD= P T — & 8on
TQ-N[-811546-B21 Ethernet 1Gb 4 7R— |~ 366T

Ry D —=DOPFTH—
TQ-N[1-727054-B21 Ethernet 10Gb 2 7R — |~ 562FLR-SFP+

Ry D —=DOPFTH— i40e i40en
TQ-N[[1-727055-B21 Ethernet 10Gb 2 7R— |~ 562SFP+
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Ry FD—DOPH T —
(*1) : OCIBRBREECLDRBSEREFHNADET,

(BREFIE]
(1) BSANNSA-HDHERRUECHF
RSANDPYTF—Failc, MFIVY RERTU. RSA/NINSA—FEEEZTIES.
esxcfg-module -g <driver name>

<driver name> : 7w JF— R RS/ \f&

IUTRZETHEID loption ='yyyy' | D Tyyyy | [CHREBARTSNEIINDT, BERZ TSV, BORT
SNBSS FSANNSX=HIRBETIDT, UEOFERLIARETY,
(3217151) net-ixgbe DBE
# esxcfg-module -g net-ixgbe

net-ixgbe enabled = 1 options = ‘yyyy*

FIZ. TEEDRTERDHBE. netixgbe F S /NEREATI DT, UFOEZEIAETT,
(3217f51) net-ixgbe DBE
# esxcfg-module -g net-ixgbe

Unknown module name net-ixgbe

2) BSANINSA—HDOBEETE
FSANDP Yy TFT—RRIIC. URIVY REET U BAL RS NS A =S ZBEREL TR,
esxcfg-module -s "yyyy” <driver name>
yyyy [ BRI RSAININDS X =S
<driver name> : v JTF— R RS /\i&

IURZEITHID Toption ='yyyy' ] [CHEEZIZ RSN A ZEBELET,
(E21711) ixgben DIBE
# esxcfg-module -s "yyyy” ixgben

(3) VMware ESXi DB
TEEBWCT DI, VMware ESXi ZBEEFI LT EE0),

574 Qlogic I 74 /N\—=FvRIVINZASNZAPETTH—-HBBICHIZ> TDERFIE

VMware IRIBIC RV T, Qlogic I 71 N—=F v RILIRZA RINZAPEI TH—DEBED RSA /NS A= &
FRELUTUVNDIRRET SPH [CIEFSNTND RSANICP Y ITTF—hrTDE, PHTI-—N@E TSR
NI,

151C. SAN T — R/NZICER L TNDPY TH—THRIRENHRE ULIHBE. os s TteRa<an, &
[CIINYDPyTNEDI) A SPHIUBERDET, ASPHZRNZRESA/\DP Yy TT—HFEilC. 8
INDA=BEBEZTO>THSRSANEP Yy ITT—FUTLEE0N,
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8B TIAIETRINSA-DEIRESNTRS T RIRRIIEELFIE A,

INDX=DEEFTESE., 5483 TB1777 R/NY XY —/\ HA8000v ¥V —X ] D TRRICREITBDEERR
RFRSE] BHED VMware IREBICHUNT Qlogic D 71 IN—F v RILINZARINZAPHITH—DRS1/\
HZPw IT—rEPHTHI—DRE TSR RBIRRIC DV TEERSES © CRI-2020-0005) | SR L TLE
=0\,

58 SUMZD54 VERE— FCERROIESE

SPH M IS0 1 X—=I & IO REBAT + PT/INA ATV IV ELTSUM DA DS+ VREEE— RTERD
B8, LoD [Ry FD—DA4 V=114 ZEBE] N [HERY D —OM—F] #BREBZ>TNDE,
SUM DREEMEP TLT S —[CRDCEN DD XY,

LoD [Ry FD=DA4 V=T 2AEE] & [HERY FD—OM— K] B TTERADIBS. 150
I X—IEETALCEAEAZCARICIZE. AEE ULIZ USB ##5dD DVD B S JZ&{EA LT SsuM D
2754 VRBE—RFERBILTIES),

CEE)
DL20/ML30 Tl iLO D [RY D —=DA4 I =D 1+ AEBEI] DT T2 )V REBED [HERY KD =R
— k] EZOTVNET, SUM Z D054 VEBT— RTERESIZ. SPHISO ¥ X—IBZZAAREAEN 5
FLTLIEE0N,

59 RHEL BREICHRITD Qlogic I 71 /N\N=F v RIVIKZA NAPEFTH—-DRSAINET P —
LD TPICDNT
Qlogic D 7 1 )N—F v RIUINR ~/\NRPAH TAH —7% RHEL7.5, RHEL6.9/6.10 ECC{BRAICEDIEE.
SPH5.00 [CUNERSNTCNDB FESANED P —AD T POEER T, UV DI D INDRE UZIBEIC/INARE
YT DT PICKDNRAREBNDERENEDRIENRE T DAREMEN DN KT,
FFABI B2 BNV 2 B —/YHA8o00V V) =] D TRRICETDIEERRRSE I 28R T
20\,

RHEL7.5. RHEL6.9/6.10 & ERAICRDIFSIE. FRORSANEDP—ADxPE (B P2F/NNVY R
S —/VHA8000V V' =1 D TRSA/Ne Tp—ADx P« A—FT 1T 1] OR=IHBSFH>O-R
LU CCEARENET,

2 (*1) R kS N=Yay | 20 DPET
N—=3>

TQ-c[1-P9D93A SN1100Q 16Gb Single Port 2 77 1 /\— RHEL7.5 :

Fr RV IhRR~ N2 PEFTH— 8.08.00.08.07.5_k1 01.70.85
TQ-CCI[J-P9D94A | SN1100Q 16Gb Dual Port 2 77 /N\—3F | RHEL6.9/6.10 :

YRV IRZA K INR PHTH— 8.08.00.08.06.0_k1
TQ-CCI-POM75A | SN1600Q 32Gb 1port J 71 /N—F v =R | RHEL7.5 : 01.70.85

I IR~ N2 PETH— 8.08.00.08.07.5_k1
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TQ-CLI[1-POM76A

SN1600Q 32Gb 2port 7 71 /\—F v X
U IR N PHTH—

RHEL6.9/6.10
8.08.00.08.06.0_k1

(*1) : OCIEBBRSEICIDER >LEEHFNADET,

5.10

Intel R w RO —OPHFTHTERICDINT

Intel BIRw R D —DOPAHTHETFRICIEDHES. RERD SPH5.00 [CIERSINTUND I 7 —AD T PN
—I3Vid AOVTLU—RICIEXm L TRDEE A,

Fa(*1) or BEI AT LAEE

Koo

P —=ADTPIN=I3Y

TQ-N[1J-817745-B21

Ethernet 10Gb 2 7N— I~ 562FLR-T
Ry RD—=DOPHTH—

TQ-NJ[-817738-B21 Ethernet 10Gb 2 7R— I 562T 1044
Ry cD—=DPHTH—
TQ-N[[J-727054-B21 Ethernet 10Gb 2 7R— b 562FLR-SFP+
Ry cD—=DPHTH— 1043
TQ-N[J[-727055-B21 Ethernet 10Gb 2 7R— I~ 562SFP+
Ry cD—=DPHTH—
HA8000V / ML350 Gen10 Ethernet 1Gb 4-port 369
7> 7R— R NIC Ry kD= PITH— 120280

(*1) ! OCIIEBBRREICIDERB O EEAFNADET,
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6. SPHREI>YFVY—&
SPHDiso ¥ XA—=IICEBFNDFSA/N, Tr—ADzxRP, A—FT«UFT«4 (VI DI P)EamLET,
SPH ICI3. BADEICKID RO 2EDIYTYYZEZZSATNET,

M#, ZN2N0IVTYYICDNTERIBLET,

0SS Zv Py THE. REHKBSTERICERBED
eSmart Update Manager(SUM)Z1{E > CBRTOEERED

6.1 RERICKIXVEBEANKEZRIVFTIY
RFRICHIT I 71 )UIE. SPH ICSEND SUM WY — )L TOBBXIRTIID D FEE A, Windows Server 0S D
¥FiR-Bty Py T(TU1 YR E=bty FRL)DBEIR. SPH BRRBICSY—ILERT LTS,

No. | W—JU 5% 88 iso NTSHNIZP m B
1 IT Report Utility Y —/\NOEEKIBEHR. KU | ¥software¥Hitachi¥ITRU
(ITRU) [FEEDBREFEIMLUET
2 | 2PRxDursettings | (LI X FJERE)R W FD | ¥software¥Hitachi¥RegTool | Broadcom 2¢ 1Gb LAN
—DPHTHICEET D% P T IEEERD
EZEmRULET S UES
3 LargeRxRing (LYRXEUSRE)R Y BT | ¥software¥Hitachi¥RegTool
settings — DO PHTHICRET 255
EZEmRLUET

(Broadcom & 1Gb LAN P45 T 5]
o 7F 7R — R LAN(Ethernet 1Gb 4-port 331i Adapter)
oHP Ethernet 1Gb 4-port 331FLR Adapter

oHP Ethernet 1Gb 4-port 331T Adapter

oHP Ethernet 1Gb 2-port 332T Adapter
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(1) IMTRU D1 >R =)L
ITRU Z« V2 ~—)LI BICIF. Administrator #EFRIC T DOS 7OV T XKD REED/N\NYF I 71 )L EET
LTLIEE0)N,

<CD RS54 T>:¥software¥Hitachi¥ITRU¥setup.bat

BR. IMTRU D VA —)UICEET DEFBIBHITIRD WEB R—
https://www.hitachi.co.jp/cgi-bin/soft/sjst/select open.cgi
([CIBEINTL\D Windows ki ITRU EXIRERBAZE D 3 & CHEREELNE T,

2 Ry bD—=DOPHFTH UIREUREDER
Ry RD=OPHFTH UIZFIBREZEART DCICIE Administrator #IRICT Dos OV T KO
DNy FIPAIIbEeRTUTIES),

<CD RS- T>:¥software¥Hitachi¥RegTool¥2PRxDur.bat
< CD RS+ T>:¥software¥Hitachi¥RegTool¥LargeRxRing.bat

\y—)bi?i?é\ (0N E@EE}] L/T< Eél/\o
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6.2 SUMY— )V CERIBERI 71U

RICHI RSAN/ TP —=—LDTP/A—=FT«UT (YT D7) SUM Y —)UICKDBRATELRD 7
{)UCT, SUM D GUI E— RTERTIDHS. 0SRIDERTIDIVY FETRRICTUET, (BESHER
TERITLTLIESN, )

Windows IRIE :
¥launch_sum.bat
Linux IRIE :

JJlaunch_sum.sh

TR SUM DEFABISIRIETTAIS. https://www.hitachi.co.jp/ha8000v/ICIBE, N TL)D [Smart Update
Manager 11— =771 Rl Z2RIES0),

Category —&
eApplication - System Management
#BIOS - System ROM
eDriver — Chipset

eDriver — Network

eDriver — Storage
eDriver - Storage Controller

eDriver - Storage Fibre Channel and Fibre Channel over Ethernet

eDriver - System Management

eDriver — Video

eFirmware - Lights-Out Management

eFirmware — Network

eFirmware - PCle NVMe Storage Disk

eFirmware - Power Management

eFirmware - SAS Storage Disk

eFirmware - SATA Storage Disk

eFirmware - Storage Controller

eFirmware - Storage Fibre Channel

eFirmware — System

eSoftware - Lights-Out Management

eSoftware - Management

eSoftware - Network

eSoftware - Storage Controller

eSoftware - Storage Fibre Channel

eSoftware - Storage Fibre Channel HBA

eSoftware - System Management

o Utility - Tools
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6.2.1 Application - System Management

No. | Description Package filename Device Pack'age Flrmwafre/Dnv Update
Version er version
1 Integrated Smart Update Tools cp035737.zip - 2019.03.00 6.0.0.2.4.0.0-5 | ¥
2.4.0 for ESXi 6.0 5
2 Integrated Smart Update Tools cp035739.zip - 2019.03.00 | 6.5.0.2.4.0.0-4 | BBH
2.4.0 for ESXi 6.5 2
3 Integrated Smart Update Tools cp035738.zip - 2019.03.00 6.7.0.2.4.0-33 | 8B
2.4.0 for ESXi 6.7
4 Integrated Smart Update Tools sut-2.4.0-61.linux.x86_6 | - 2.4.0.0 2.4.0-61.linux | ¥
for Linux x64 4.rpm
5 Integrated Smart Update Tools cp035075.exe - 2.4.0.0 2.4.0.0 B
for Windows x64
6.22 BIOS - System ROM
No. | Description Package filename Device Pack'age Flrmwafre/Dnv Update
Version er version
6 Online ROM Flash Component firmware-system-oem-u | System BIOS-U34 | 2.00_02-02- | v2.00 B
for Linux - OEM System ROM 34-2.00_ 2019 02_02-1. 2019 (02/02/2019)
u34 1.x86_64.rpm
7 Online ROM Flash Component firmware-system-oem-u | System BIOS - U30 | 2.00_02-02- | v2.00 BH
for Linux - System ROM U30 30-2.00_2019_02_02-1. 2019 (02/02/2019)
1.x86_64.rpm
8 Online ROM Flash Component firmware-system-oem-u | System BIOS-U32 | 2.00_02-02- | v2.00 BH
for Linux - System ROM U32 32-2.00_2019_02_02-1. 2019 (02/02/2019)
1.x86_64.rpm
9 Online ROM Flash Component firmware-system-oem-u | System BIOS-U41 | 2.00_02-02- | v2.00 B
for Linux - System ROM U41 41-2.00 2019 02_02-1. 2019 (02/02/2019)
1.x86_64.rpm
10 Online ROM Flash Component firmware-system-oem-u | System BIOS-U43 | 1.20_02-02- | v1.20 BH
for Linux - System ROM U43 43-1.20_2019_02_02-1. 2019 (02/02/2019)
1.x86_64.rpm
11 Online ROM Flash Component firmware-system-oem-u | System BIOS-U44 | 1.20_02-02- | v1.20 B
for Linux - System ROM U44 44-1.20_2019_02_02-1. 2019 (02/02/2019)
1.x86_64.rpm
12 Online ROM Flash Component cp036685.exe System BIOS - U34 | 2.00_02-02- | v2.00 BH
for Windows x64 - OEM System 2019 (02/02/2019)
ROM U34
13 Online ROM Flash Component cp036072.exe System BIOS - U30 | 2.00_02-02- | v2.00 T
for Windows x64 - System ROM 2019 (02/02/2019)
U30
14 Online ROM Flash Component cp036070.exe System BIOS - U32 | 2.00_02-02- | v2.00 EH
for Windows x64 - System ROM 2019 (02/02/2019)
u32
15 Online ROM Flash Component cp036007.exe System BIOS - U41 | 2.00_02-02- | v2.00 B
for Windows x64 - System ROM 2019 (02/02/2019)
u41
16 Online ROM Flash Component cp037525.exe System BIOS - U43 | 1.20_02-02- | v1.20 B
for Windows x64 - System ROM 2019 (02/02/2019)
u4a3
17 Online ROM Flash Component cp037482.exe System BIOS - U44 | 1.20_02-02- | v1.20 BH
for Windows x64 - System ROM 2019 (02/02/2019)
uaa
18 ROM Flash Firmware Package - OEM.U30_2.00_02_02_ | System BIOS - U30 | 2.00_02-02- | v2.00 B
System ROM U30 2019.fwpkg 2019 (02/02/2019)
19 ROM Flash Firmware Package - OEM.U32_2.00_02_02_ | System BIOS - U32 | 2.00_02-02- | v2.00 BH
System ROM U32 2019.fwpkg 2019 (02/02/2019)
20 ROM Flash Firmware Package - OEM.U34_2.00_02_02_ | System BIOS - U34 | 2.00_02-02- | v2.00 B
System ROM U34 2019.fwpkg 2019 (02/02/2019)
21 ROM Flash Firmware Package - OEM.U41_2.00_02_02_ | System BIOS - U41 | 2.00_02-02- | v2.00 B
System ROM U41 2019.fwpkg 2019 (02/02/2019)
22 ROM Flash Firmware Package - OEM.U43_1.20_02_02_ | System BIOS - U43 | 1.20_02-02- | v1.20 BH
System ROM U43 2019.fwpkg 2019 (02/02/2019)
23 ROM Flash Firmware Package - | OEM.U44_1.20 _02_02_ | System BIOS - U44 | 1.20_02-02- | v1.20 BH
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No. | Description Package filename Device Pack_age Flrmwzfre/Dnv Update
Version er version
System ROM U44 2019.fwpkg 2019 (02/02/2019)
6.2.3 Driver — Chipset
No. | Description Package filename Device Pack.age Flrmwa.re/Dnv Update
Version er version
24 Identifiers for Intel Xeon cp035803.exe - 10.1.17861. | 10.1.17861.81 | 8BH
Processor Scalable Family for 8101 01
Windows Server 2012 R2 to
Server 2019
6.2.4 Driver — Network
No. | Description Package filename Device Pack.age Flrmwa.re/Dnv Update
Version er version
25 HPE Broadcom NX1 1Gb Driver cp036186.exe HP Ethernet 1Gb 214.0.0.0 214.0.0.0 (B) BH
for Windows Server x64 2-port 332i (B)
Editions Adapter (22E8)
26 HPE Broadcom NX1 1Gb Driver cp036186.exe HP Ethernet 1Gb 214.0.0.0 214.0.0.0 (B) B
for Windows Server x64 2-port 332T (B)
Editions Adapter
27 HPE Broadcom NX1 1Gb Driver cp036186.exe HP Ethernet 1Gb 214.0.0.0 214.0.0.0 (B) B
for Windows Server x64 4-port 331FLR (B)
Editions Adapter
28 HPE Broadcom NX1 1Gb Driver cp036186.exe HP Ethernet 1Gb 214.0.0.0 214.0.0.0 (B) BH
for Windows Server x64 4-port 331i (B)
Editions Adapter (22BE)
29 HPE Broadcom NX1 1Gb Driver cp036186.exe HP Ethernet 1Gb 214.0.0.0 214.0.0.0 (B) B
for Windows Server x64 4-port 331T (B)
Editions Adapter
30 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel BH
Drivers for Red Hat Enterprise 6ul0.x86_64.rpm 2-port 332i 6ul0
Linux 6 x86_64 Adapter (22E8)
31 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 6u10.x86_64.rpm 2-port 332T 6ul0
Linux 6 x86_64 Adapter
32 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel BH
Drivers for Red Hat Enterprise 6ul10.x86_64.rpm 4-port 331FLR 6ul0
Linux 6 x86_64 Adapter
33 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 6u10.x86_64.rpm 4-port 331T 6ul0
Linux 6 x86_64 Adapter
34 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 6u10.x86_64.rpm 4-port 331i 6ul0
Linux 6 x86_64 Adapter (22BE)
35 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 6u9.x86_64.rpm 2-port 332i 6u9
Linux 6 x86_64 Adapter (22E8)
36 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel | 8B¥f
Drivers for Red Hat Enterprise 6u9.x86_64.rpm 2-port 332T 6u9
Linux 6 x86_64 Adapter
37 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel BH
Drivers for Red Hat Enterprise 6u9.x86_64.rpm 4-port 331FLR 6u9
Linux 6 x86_64 Adapter
38 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 6u9.x86_64.rpm 4-port 331T 6u9
Linux 6 x86_64 Adapter
39 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel | 8B¥f
Drivers for Red Hat Enterprise 6u9.x86_64.rpm 4-port 331i 6u9
Linux 6 x86_64 Adapter (22BE)
40 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 7u5.x86_64.rpm 2-port 332i 7u5
Linux 7 x86_64 Adapter (22E8)
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41 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 7u5.x86_64.rpm 2-port 332T 7u5
Linux 7 x86_64 Adapter
42 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel | BB
Drivers for Red Hat Enterprise 7u5.x86_64.rpm 4-port 331FLR 7u5
Linux 7 x86_64 Adapter
43 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 7u5.x86_64.rpm 4-port 331T 7u5
Linux 7 x86_64 Adapter
44 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel | EB¥f
Drivers for Red Hat Enterprise 7u5.x86_64.rpm 4-port 331i 7u5
Linux 7 x86_64 Adapter (22BE)
45 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 7u6.x86_64.rpm 2-port 332i 7u6
Linux 7 x86_64 Adapter (22E8)
46 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 7u6.x86_64.rpm 2-port 332T 7u6
Linux 7 x86_64 Adapter
47 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel B
Drivers for Red Hat Enterprise 7u6.x86_64.rpm 4-port 331FLR 7u6
Linux 7 x86_64 Adapter
48 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel &
Drivers for Red Hat Enterprise 7u6.x86_64.rpm 4-port 331T 7u6
Linux 7 x86_64 Adapter
49 HPE Broadcom tg3 Ethernet kmod-tg3-3.137y-1.rhel | HP Ethernet 1Gb 3.137y-1 3.137y-1.rhel BH
Drivers for Red Hat Enterprise 7u6.x86_64.rpm 4-port 331i 7u6
Linux 7 x86_64 Adapter (22BE)
50 HPE Broadcom tg3 Ethernet cp035307.zip HP Ethernet 1Gb 2018.09.00 3.1371.v60.1-1
Drivers for VMware vSphere 6.0 2-port 332T OEM.600.0.0.
Adapter 2494585
51 HPE Broadcom tg3 Ethernet cp035307.zip HP Ethernet 1Gb 2018.09.00 3.1371.v60.1-1
Drivers for VMware vSphere 6.0 4-port 331T OEM.600.0.0.
Adapter 2494585
52 HPE Broadcom tg3 Ethernet cp035307.zip HP Ethernet 1Gb 2018.09.00 3.1371.v60.1-1
Drivers for VMware vSphere 6.0 4-port 331FLR OEM.600.0.0.
Adapter 2494585
53 HPE Broadcom tg3 Ethernet cp035307.zip HP Ethernet 1Gb 2018.09.00 3.1371.v60.1-1
Drivers for VMware vSphere 6.0 4-port 331i OEM.600.0.0.
Adapter (22BE) 2494585
54 HPE Broadcom tg3 Ethernet cp035307.zip HP Ethernet 1Gb 2018.09.00 3.1371.v60.1-1
Drivers for VMware vSphere 6.0 2-port 332i OEM.600.0.0.
Adapter (22E8) 2494585
55 HPE Intel E1R Driver for cp037767.exe HP Ethernet 1Gb 12.14.8.0 12.14.8.0 (B) 38800
Windows Server 2012 R2 2-port 361T (B)
Adapter
56 HPE Intel E1R Driver for cp037767.exe HP Ethernet 1Gb 12.14.8.0 12.14.8.0 (B) HFRIEBN
Windows Server 2012 R2 4-port 366FLR (B)
Adapter
57 HPE Intel E1R Driver for cp037767.exe HP Ethernet 1Gb 12.14.8.0 12.14.8.0 (B) H38:8100
Windows Server 2012 R2 4-port 366T (B)
Adapter
58 HPE Intel E1R Driver for cp037389.exe HP Ethernet 1Gb 12.15.184.0 | 12.15.184.0
Windows Server 2016 2-port 361T (C) (C)
Adapter
59 HPE Intel E1R Driver for cp037389.exe HP Ethernet 1Gb 12.15.184.0 | 12.15.184.0
Windows Server 2016 4-port 366FLR (C) (C)
Adapter
60 HPE Intel E1R Driver for cp037389.exe HP Ethernet 1Gb 12.15.184.0 | 12.15.184.0
Windows Server 2016 4-port 366T (C) (C)
Adapter
61 HPE Intel E1R Driver for cp037757.exe HP Ethernet 1Gb 12.15.184.1 | 12.15.184.1 H3R:8100
Windows Server 2019 2-port 361T
Adapter
62 HPE Intel E1R Driver for cp037757.exe HP Ethernet 1Gb 12.15.184.1 | 12.15.184.1 R8N0

Windows Server 2019

4-port 366FLR
Adapter
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63 HPE Intel E1R Driver for cp037757.exe HP Ethernet 1Gb 12.15.184.1 | 12.15.184.1 388100
Windows Server 2019 4-port 366T
Adapter
64 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 1Gb | 2.7.12-1 2.7.12-1.rhel6 | EB¥f
Hat Enterprise Linux 6 x86_64 rhel6ul0.x86_64.rpm 4-port 369i ulo
Adapter
65 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 2.7.12-1 2.7.12-1.rhel6 | ¥
Hat Enterprise Linux 6 x86_64 rhel6ul0.x86_64.rpm 10Gb 2-port ulo
562FLR-SFP+
Adapter
66 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 2.7.12-1 2.7.12-1.rhel6 | 8
Hat Enterprise Linux 6 x86_64 rhel6ul0.x86_64.rpm 10Gb 2-port ulo
562SFP+ Adapter
67 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 1Gb | 2.7.12-1 2.7.12-1.rhel6 | ¥
Hat Enterprise Linux 6 x86_64 rhel6u9.x86_64.rpm 4-port 369i u9
Adapter
68 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 2.7.12-1 2.7.12-1.rhel6 | ¥
Hat Enterprise Linux 6 x86_64 rhel6u9.x86_64.rpm 10Gb 2-port u9
562FLR-SFP+
Adapter
69 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 2.7.12-1 2.7.12-1.rhel6 | 8B8¥f
Hat Enterprise Linux 6 x86_64 rhel6u9.x86_64.rpm 10Gb 2-port u9
562SFP+ Adapter
70 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 1Gb | 2.7.12-1 2.7.12-1.rhel7 | ¥
Hat Enterprise Linux 7 x86_64 rhel7u5.x86_64.rpm 4-port 369i us
Adapter
71 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 2.7.12-1 2.7.12-1.rhel7 | EB¥f
Hat Enterprise Linux 7 x86_64 rhel7u5.x86_64.rpm 10Gb 2-port us
562FLR-SFP+
Adapter
72 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 2.7.12-1 2.7.12-1.rhel7 | 8%
Hat Enterprise Linux 7 x86_64 rhel7u5.x86_64.rpm 10Gb 2-port us
562SFP+ Adapter
73 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 1Gb | 2.7.12-1 2.7.12-1.rhel7 | ¥
Hat Enterprise Linux 7 x86_64 rhel7u6.x86_64.rpm 4-port 369i ué
Adapter
74 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 2.7.12-1 2.7.12-1.rhel7 | E¥f
Hat Enterprise Linux 7 x86_64 rhel7u6.x86_64.rpm 10Gb 2-port ué
562FLR-SFP+
Adapter
75 HPE Intel i40e Drivers for Red kmod-hp-i40e-2.7.12-1. | HPE Ethernet 2.7.12-1 2.7.12-1.rhel7 | 8B¥f
Hat Enterprise Linux 7 x86_64 rhel7u6.x86_64.rpm 10Gb 2-port ué
562SFP+ Adapter
76 HPE Intel i40ea Driver for cp036337.exe HPE Ethernet 1.9.221.0 1.9.221.0 T
Windows Server 2012 R2 10Gb 2-port
562FLR-SFP+
Adapter
77 HPE Intel i40ea Driver for cp036337.exe HPE Ethernet 1.9.221.0 1.9.221.0 EH
Windows Server 2012 R2 10Gb 2-port
562SFP+ Adapter
78 HPE Intel i40ea Driver for cp036338.exe HPE Ethernet 1.9.221.0 1.9.221.0 B
Windows Server 2016 10Gb 2-port
562FLR-SFP+
Adapter
79 HPE Intel i40ea Driver for cp036338.exe HPE Ethernet 1.9.221.0 1.9.221.0 B
Windows Server 2016 10Gb 2-port
562SFP+ Adapter
80 HPE Intel i40ea Driver for cp037752.exe HPE Ethernet 1.9.230.0 1.9.230.0 R8N0
Windows Server 2019 10Gb 2-port
562FLR-SFP+
Adapter
81 HPE Intel i40ea Driver for cp037752.exe HPE Ethernet 1.9.230.0 1.9.230.0 R8N0
Windows Server 2019 10Gb 2-port
562SFP+ Adapter
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82 HPE Intel i40eb Driver for cp036339.exe HPE Ethernet 1Gb | 1.9.221.0 1.9.221.0 BH
Windows Server 2012 R2 4-port 369i
Adapter
83 HPE Intel i40eb Driver for cp036340.exe HPE Ethernet 1Gb | 1.9.221.0 1.9.221.0 B
Windows Server 2016 4-port 369i
Adapter
84 HPE Intel i40eb Driver for cp037753.exe HPE Ethernet 1Gb | 1.9.230.0 1.9.230.0 H3R:8100
Windows Server 2019 4-port 369i
Adapter
85 HPE Intel i40en Driver for cp037484.zip HPE Ethernet 1Gb | 2019.03.11 1.7.11-10EM. | BH
VMware vSphere 6.0 4-port 369i 600.0.0.27688
Adapter a7
86 HPE Intel i40en Driver for cp037484.zip HPE Ethernet 2019.03.11 1.7.11-10EM. B
VMware vSphere 6.0 10Gb 2-port 600.0.0.27688
562FLR-SFP+ 47
Adapter
87 HPE Intel i40en Driver for cp037484.zip HPE Ethernet 2019.03.11 1.7.11-10EM. B
VMware vSphere 6.0 10Gb 2-port 600.0.0.27688
562SFP+ Adapter 47
88 HPE Intel i40en Driver for cp036872.zip HPE Ethernet 1Gb | 2019.03.11 1.7.11-10EM. | BH
VMware vSphere 6.5 4-port 369i 650.0.0.45986
Adapter 73
89 HPE Intel i40en Driver for cp036872.zip HPE Ethernet 2019.03.11 1.7.11-10EM. BE
VMware vSphere 6.5 10Gb 2-port 650.0.0.45986
562FLR-SFP+ 73
Adapter
90 HPE Intel i40en Driver for cp036872.zip HPE Ethernet 2019.03.11 1.7.11-10EM. B
VMware vSphere 6.5 10Gb 2-port 650.0.0.45986
562SFP+ Adapter 73
91 HPE Intel i40en Driver for cp036700.zip HPE Ethernet 1Gb | 2019.03.11 1.7.11-10EM. | BH
VMware vSphere 6.7 4-port 369i 670.0.0.81699
Adapter 22
92 HPE Intel i40en Driver for cp036700.zip HPE Ethernet 2019.03.11 1.7.11-10EM. B
VMware vSphere 6.7 10Gb 2-port 670.0.0.81699
562FLR-SFP+ 22
Adapter
93 HPE Intel i40en Driver for cp036700.zip HPE Ethernet 2019.03.11 1.7.11-10EM. | B3
VMware vSphere 6.7 10Gb 2-port 670.0.0.81699
562SFP+ Adapter 22
94 HPE Intel i40evf Drivers for Red kmod-hp-i40evf-3.6.15- | HPE Ethernet 1Gb | 3.6.15-1 3.6.15-1.rhel6 | SB¥f
Hat Enterprise Linux 6 x86_64 1.rhel6ul0.x86_64.rpm | 4-port 369i ulo
Adapter
95 HPE Intel i40evf Drivers for Red | kmod-hp-i40evf-3.6.15- | HPE Ethernet 3.6.15-1 3.6.15-1.rhel6 | S
Hat Enterprise Linux 6 x86_64 1.rhel6ul0.x86_64.rpm | 10Gb 2-port ulo
562FLR-SFP+
Adapter
96 HPE Intel i40evf Drivers for Red | kmod-hp-i40evf-3.6.15- | HPE Ethernet 3.6.15-1 3.6.15-1.rhel6 | SE¥f
Hat Enterprise Linux 6 x86_64 1.rhel6ul0.x86_64.rpm | 10Gb 2-port ulo
562SFP+ Adapter
97 HPE Intel i40evf Drivers for Red kmod-hp-i40evf-3.6.15- | HPE Ethernet 1Gb | 3.6.15-1 3.6.15-1.rhel6 | SB¥f
Hat Enterprise Linux 6 x86_64 1.rhel6u9.x86_64.rpm 4-port 369i u9
Adapter
98 HPE Intel i40evf Drivers for Red | kmod-hp-i40evf-3.6.15- | HPE Ethernet 3.6.15-1 3.6.15-1.rhel6 | BB
Hat Enterprise Linux 6 x86_64 1.rhel6u9.x86_64.rpm 10Gb 2-port u9
562FLR-SFP+
Adapter
99 HPE Intel i40evf Drivers for Red | kmod-hp-i40evf-3.6.15- | HPE Ethernet 3.6.15-1 3.6.15-1.rhel6 | BB¥f
Hat Enterprise Linux 6 x86_64 1.rhel6u9.x86_64.rpm 10Gb 2-port u9
562SFP+ Adapter
100 | HPE Intel i40evf Drivers for Red kmod-hp-i40evf-3.6.15- | HPE Ethernet 1Gb | 3.6.15-1 3.6.15-1.rhel7 | ¥
Hat Enterprise Linux 7 x86_64 1.rhel7u5.x86_64.rpm 4-port 369i u5
Adapter
101 | HPE Intel i40evf Drivers for Red | kmod-hp-i40evf-3.6.15- | HPE Ethernet 3.6.15-1 3.6.15-1.rhel7 | 8B¥f
Hat Enterprise Linux 7 x86_64 1.rhel7u5.x86_64.rpm 10Gb 2-port us
562FLR-SFP+
Adapter
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102 | HPE Intel i40evf Drivers for Red kmod-hp-i40evf-3.6.15- | HPE Ethernet 3.6.15-1 3.6.15-1.rhel7 | ¥
Hat Enterprise Linux 7 x86_64 1.rhel7u5.x86_64.rpm 10Gb 2-port us
562SFP+ Adapter
103 | HPE Intel i40evf Drivers for Red | kmod-hp-i40evf-3.6.15- | HPE Ethernet 1Gb | 3.6.15-1 3.6.15-1.rhel7 | BB
Hat Enterprise Linux 7 x86_64 1.rhel7u6.x86_64.rpm 4-port 369i ué
Adapter
104 | HPE Intel i40evf Drivers for Red kmod-hp-i40evf-3.6.15- | HPE Ethernet 3.6.15-1 3.6.15-1.rhel7 | ¥
Hat Enterprise Linux 7 x86_64 1.rhel7u6.x86_64.rpm 10Gb 2-port u6
562FLR-SFP+
Adapter
105 | HPE Intel i40evf Drivers for Red kmod-hp-i40evf-3.6.15- | HPE Ethernet 3.6.15-1 3.6.15-1.rhel7 | &
Hat Enterprise Linux 7 x86_64 1.rhel7u6.x86_64.rpm 10Gb 2-port ué
562SFP+ Adapter
106 | HPE Intel igb Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | 8§
Hat Enterprise Linux 6 x86_64 .rhel6ul0.x86_64.rpm 2-port 361T 16ul0
Adapter
107 | HPE Intel igh Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | ¥
Hat Enterprise Linux 6 x86_64 .rhel6ul0.x86_64.rpm 4-port 366FLR 16ul0
Adapter
108 | HPE Intel igb Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | EB¥f
Hat Enterprise Linux 6 x86_64 .rhel6u10.x86_64.rpm 4-port 366T I6ul0
Adapter
109 | HPE Intel igb Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | EB¥f
Hat Enterprise Linux 6 x86_64 .rhel6u9.x86_64.rpm 2-port 361T 16u9
Adapter
110 | HPE Intel igb Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | 8%
Hat Enterprise Linux 6 x86_64 .rhel6u9.x86_64.rpm 4-port 366FLR 16u9
Adapter
111 | HPE Intel igb Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | ¥
Hat Enterprise Linux 6 x86_64 .rhel6u9.x86_64.rpm 4-port 366T 16u9
Adapter
112 | HPE Intel igb Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | &5
Hat Enterprise Linux 7 x86_64 .rhel7u5.x86_64.rpm 2-port 361T I7u5
Adapter
113 | HPE Intel igb Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | EB¥f
Hat Enterprise Linux 7 x86_64 .rhel7u5.x86_64.rpm 4-port 366FLR I7u5
Adapter
114 | HPE Intel igh Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | &5
Hat Enterprise Linux 7 x86_64 .rhel7u5.x86_64.rpm 4-port 366T I7u5
Adapter
115 | HPE Intel igb Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | EB%
Hat Enterprise Linux 7 x86_64 .rhel7u6.x86_64.rpm 2-port 361T 17u6
Adapter
116 | HPE Intel igh Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | ¥
Hat Enterprise Linux 7 x86_64 .rhel7u6.x86_64.rpm 4-port 366FLR I7u6
Adapter
117 | HPE Intel igb Drivers for Red kmod-hp-igh-5.3.5.22-1 | HP Ethernet 1Gb 5.3.5.22-1 5.3.5.22-1.rhe | 5B%
Hat Enterprise Linux 7 x86_64 .rhel7u6.x86_64.rpm 4-port 366T 17u6
Adapter
118 | HPE Intel ighn Driver for cp038023.zip HP Ethernet 1Gb 2019.03.11 1.4.7-10EM.6 | BEf
VMware vSphere 6.0 2-port 361T 00.0.0.276884
Adapter 7
119 | HPE Intel igbn Driver for cp038023.zip HP Ethernet 1Gb 2019.03.11 | 1.4.7-10EM.6 | 8BH
VMware vSphere 6.0 4-port 366FLR 00.0.0.276884
Adapter 7
120 | HPE Intel igbn Driver for cp038023.zip HP Ethernet 1Gb 2019.03.11 1.4.7-10EM.6 | BEf
VMware vSphere 6.0 4-port 366T 00.0.0.276884
Adapter 7
121 | HPE Intel igbn Driver for cp038024.zip HP Ethernet 1Gb 2019.03.11 1.4.7-10EM.6 | EB¥f
VMware vSphere 6.5 2-port 361T 00.0.0.276884
Adapter 7
122 | HPE Intel igbn Driver for cp038024.zip HP Ethernet 1Gb 2019.03.11 1.4.7-10EM.6 | 8BH
VMware vSphere 6.5 4-port 366FLR 00.0.0.276884
Adapter 7
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123 | HPE Intel igbn Driver for cp038024.zip HP Ethernet 1Gb 2019.03.11 1.4.7-10EM.6 | EB¥f
VMware vSphere 6.5 4-port 366T 00.0.0.276884
Adapter 7
124 | HPE Intel igbn Driver for cp038025.zip HP Ethernet 1Gb 2019.03.11 1.4.7-10EM.6 | BBH
VMware vSphere 6.7 2-port 361T 70.0.0.816992
Adapter 2
125 | HPE Intel igbn Driver for cp038025.zip HP Ethernet 1Gb 2019.03.11 1.4.7-10EM.6 | BFf
VMware vSphere 6.7 4-port 366FLR 70.0.0.816992
Adapter 2
126 | HPE Intel igbn Driver for cp038025.zip HP Ethernet 1Gb 2019.03.11 1.4.7-10EM.6 | BBH
VMware vSphere 6.7 4-port 366T 70.0.0.816992
Adapter 2
127 | HPE Intel ixgbe Drivers for Red kmod-hp-ixgbe-5.5.2-1. HPE Ethernet 5.5.2-1 5.5.2-1.rhel6u | S8
Hat Enterprise Linux 6 x86_64 rhel6ul0.x86_64.rpm 10Gb 2-port 10
562FLR-T Adapter
128 | HPE Intel ixgbe Drivers for Red kmod-hp-ixgbe-5.5.2-1. HPE Ethernet 5.5.2-1 5.5.2-1.rhel6u | 87
Hat Enterprise Linux 6 x86_64 rhel6ul0.x86_64.rpm 10Gb 2-port 562T 10
Adapter
129 | HPE Intel ixgbe Drivers for Red kmod-hp-ixgbe-5.5.2-1. HPE Ethernet 5.5.2-1 5.5.2-1.rhel6u | ¥
Hat Enterprise Linux 6 x86_64 rhel6u9.x86_64.rpm 10Gb 2-port 9
562FLR-T Adapter
130 | HPE Intel ixgbe Drivers for Red kmod-hp-ixgbe-5.5.2-1. HPE Ethernet 5.5.2-1 5.5.2-1.rhel6u | SB¥f
Hat Enterprise Linux 6 x86_64 rhel6u9.x86_64.rpm 10Gb 2-port 562T 9
Adapter
131 | HPE Intel ixgbe Drivers for Red kmod-hp-ixgbe-5.5.2-1. | HPE Ethernet 5.5.2-1 5.5.2-1.rhel7u | ¥
Hat Enterprise Linux 7 x86_64 rhel7u5.x86_64.rpm 10Gb 2-port 5
562FLR-T Adapter
132 | HPE Intel ixgbe Drivers for Red kmod-hp-ixgbe-5.5.2-1. HPE Ethernet 5.5.2-1 5.5.2-1.rhel7u | SB¥f
Hat Enterprise Linux 7 x86_64 rhel7u5.x86_64.rpm 10Gb 2-port 562T 5
Adapter
133 | HPE Intel ixgbe Drivers for Red kmod-hp-ixgbe-5.5.2-1. HPE Ethernet 5.5.2-1 5.5.2-1.rhel7u | 8%
Hat Enterprise Linux 7 x86_64 rhel7u6.x86_64.rpm 10Gb 2-port 6
562FLR-T Adapter
134 | HPE Intel ixgbe Drivers for Red kmod-hp-ixgbe-5.5.2-1. HPE Ethernet 5.5.2-1 5.5.2-1.rhel7u | ¥
Hat Enterprise Linux 7 x86_64 rhel7u6.x86_64.rpm 10Gb 2-port 562T 6
Adapter
135 | HPE Intel ixgben Driver for cp037707.zip HPE Ethernet 2019.03.11 | 1.7.10-10EM. | &%
VMware vSphere 6.0 10Gb 2-port 600.0.0.27688
562FLR-T Adapter 47
136 | HPE Intel ixgben Driver for cp037707.zip HPE Ethernet 2019.03.11 1.7.10-10EM. | SB%f
VMware vSphere 6.0 10Gb 2-port 562T 600.0.0.27688
Adapter 47
137 | HPE Intel ixgben Driver for cp037708.zip HPE Ethernet 2019.03.11 1.7.10-10EM. | EB%7
VMware vSphere 6.5 10Gb 2-port 600.0.0.27688
562FLR-T Adapter 47
138 | HPE Intel ixgben Driver for cp037708.zip HPE Ethernet 2019.03.11 1.7.10-10EM. | SB%f
VMware vSphere 6.5 10Gb 2-port 562T 600.0.0.27688
Adapter 47
139 | HPE Intel ixgben Driver for cp037709.zip HPE Ethernet 2019.03.11 1.7.10-10EM. | BFf
VMware vSphere 6.7 10Gb 2-port 670.0.0.81699
562FLR-T Adapter 22
140 | HPE Intel ixgben Driver for cp037709.zip HPE Ethernet 2019.03.11 1.7.10-10EM. | %[
VMware vSphere 6.7 10Gb 2-port 562T 670.0.0.81699
Adapter 22
141 | HPE Intel ixgbevf Drivers for kmod-hp-ixgbevf-4.5.1- | HPE Ethernet 45.1-1 4.5.1-1.rhel6u | EBHT
Red Hat Enterprise Linux 6 1.rhel6ul0.x86_64.rpm | 10Gb 2-port 10
x86_64 562FLR-T Adapter
142 | HPE Intel ixgbevf Drivers for kmod-hp-ixgbevf-4.5.1- | HPE Ethernet 4.5.1-1 4.5.1-1.rhel6u | BBHT
Red Hat Enterprise Linux 6 1.rhel6ul0.x86_64.rpm | 10Gb 2-port 562T 10
x86_64 Adapter
143 | HPE Intel ixgbevf Drivers for kmod-hp-ixgbevf-4.5.1- | HPE Ethernet 45.1-1 4.5.1-1.rhel6u | BB¥T
Red Hat Enterprise Linux 6 1.rhel6u9.x86_64.rpm 10Gb 2-port 9
x86_64 562FLR-T Adapter
144 | HPE Intel ixgbevf Drivers for kmod-hp-ixgbevf-4.5.1- | HPE Ethernet 4.5.1-1 4.5.1-1.rhel6u | BBFT
Red Hat Enterprise Linux 6 1.rhel6u9.x86_64.rpm 10Gb 2-port 562T 9

x86_64

Adapter
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145 | HPE Intel ixgbevf Drivers for kmod-hp-ixgbevf-4.5.1- | HPE Ethernet 45.1-1 4.5.1-1.rhel7u | EBHT
Red Hat Enterprise Linux 7 1.rhel7u5.x86_64.rpm 10Gb 2-port 5
x86_64 562FLR-T Adapter
146 | HPE Intel ixgbevf Drivers for kmod-hp-ixgbevf-4.5.1- | HPE Ethernet 4.5.1-1 4.5.1-1.rhel7u | B3
Red Hat Enterprise Linux 7 1.rhel7u5.x86_64.rpm 10Gb 2-port 562T 5
x86_64 Adapter
147 | HPE Intel ixgbevf Drivers for kmod-hp-ixgbevf-4.5.1- | HPE Ethernet 45.1-1 4.5.1-1.rhel7u | ¥
Red Hat Enterprise Linux 7 1.rhel7u6.x86_64.rpm 10Gb 2-port 6
x86_64 562FLR-T Adapter
148 | HPE Intel ixgbevf Drivers for kmod-hp-ixgbevf-4.5.1- | HPE Ethernet 4.5.1-1 4.5.1-1.rhel7u | B3
Red Hat Enterprise Linux 7 1.rhel7u6.x86_64.rpm 10Gb 2-port 562T 6
x86_64 Adapter
149 HPE Intel ixs Driver for cp037943.exe HPE Ethernet 3.14.132.0 3.14.132.0 B
Windows Server 2012 R2 10Gb 2-port
562FLR-T Adapter
150 HPE Intel ixs Driver for cp037943.exe HPE Ethernet 3.14.132.0 3.14.132.0 BH
Windows Server 2012 R2 10Gb 2-port 562T
Adapter
151 | HPE Intel ixs Driver for cp037945.exe HPE Ethernet 4,1.131.0 4,1.131.0 B
Windows Server 2016 10Gb 2-port
562FLR-T Adapter
152 | HPE Intel ixs Driver for cp037945.exe HPE Ethernet 4.1.131.0 4.1.131.0 B
Windows Server 2016 10Gb 2-port 562T
Adapter
153 | HPE Intel ixs Driver for cp037755.exe HPE Ethernet 4.1.143.0 4.1.143.0 HFRIEBN
Windows Server 2019 10Gb 2-port
562FLR-T Adapter
154 | HPE Intel ixs Driver for cp037755.exe HPE Ethernet 4.1.143.0 4.1.143.0 HHEREN
Windows Server 2019 10Gb 2-port 562T
Adapter
155 | HPE Intel v40e Driver for cp036342.exe - 1.5.86.2 1.5.86.2 BH
Windows Server 2012 R2
156 HPE Intel v40e Driver for cp036343.exe - 1.5.86.2 1.5.86.2 B
Windows Server 2016
157 | HPE Intel v40e Driver for cp037756.exe - 1.6.215.0 1.6.215.0 HFRIEBN
Windows Server 2019
158 | HPE Intel vxn Driver for cp032568.exe - 1.0.16.1 1.0.16.1
Windows Server 2012 R2
159 | HPE Intel vxn Driver for cp037390.exe - 2.0.210.0 2.0.210.0 (C)
Windows Server 2016 (C)
160 | HPE Intel vxn Driver for cp037758.exe - 2.1.138.0 2.1.138.0 HFRIEBN
Windows Server 2019
161 | HPE Intel vxs Driver for cp037942.exe - 1.2.131.0 1.2.131.0 HFRIEBN
Windows Server 2012 R2
162 | HPE Intel vxs Driver for cp037941.exe - 2.1.133.0 2.1.133.0 H38:8100
Windows Server 2016
163 | HPE Intel vxs Driver for cp037944.exe - 2.1.138.0 2.1.138.0 HFRIEBN
Windows Server 2019
164 HPE Mellanox CX4LX and CX5 cp036711.exe HPE InfiniBand 2.0.19824.0 2.0.19824.0 BE
Driver for Windows Server 2012 EDR/Ethernet
R2 100Gb 2-port
841QSFP28
Adapter
165 | HPE Mellanox CX4LX and CX5 cp036711.exe HPE Ethernet 2.0.19824.0 | 2.0.19824.0 B
Driver for Windows Server 2012 25Gb 2-port 640
R2 FLR-SFP28
Adapter
166 | HPE Mellanox CX4LX and CX5 cp036711.exe HPE Ethernet 2.0.19824.0 | 2.0.19824.0 B
Driver for Windows Server 2012 25Gb 2-port
R2 640SFP28
Adapter
167 HPE Mellanox CX4LX and CX5 cp036712.exe HPE InfiniBand 2.0.19824.0 2.0.19824.0 BH
Driver for Windows Server 2016 EDR/Ethernet
100Gb 2-port
841QSFP28
Adapter

24 / 188



168 HPE Mellanox CX4LX and CX5 cp036712.exe HPE Ethernet 2.0.19824.0 | 2.0.19824.0 B
Driver for Windows Server 2016 25Gb 2-port 640
FLR-SFP28
Adapter
169 | HPE Mellanox CX4LX and CX5 cp036712.exe HPE Ethernet 2.0.19824.0 | 2.0.19824.0 B
Driver for Windows Server 2016 25Gb 2-port
640SFP28
Adapter
170 | HPE Mellanox CX4LX and CX5 cp037704.exe HPE InfiniBand 2.0.19824.0 | 2.0.19824.0 HEREN0
Driver for Windows Server 2019 EDR/Ethernet
100Gb 2-port
841QSFP28
Adapter
171 | HPE Mellanox CX4LX and CX5 cp037704.exe HPE Ethernet 2.0.19824.0 | 2.0.19824.0 HEREN0
Driver for Windows Server 2019 25Gb 2-port 640
FLR-SFP28
Adapter
172 | HPE Mellanox CX4LX and CX5 cp037704.exe HPE Ethernet 2.0.19824.0 | 2.0.19824.0 H3R:8100
Driver for Windows Server 2019 25Gb 2-port
640SFP28
Adapter
173 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE InfiniBand 4.4 4.4 HHREBN
over Converged Ethernet) 4.4-OFED.4.4.2.0.8.1.ge | EDR/Ethernet
Driver for Red Hat Enterprise e7aale.rhel6ul0.x86_6 | 100Gb 2-port
Linux 6 Update 10 (x86_64) 4.rpm 841QSFP28
Adapter
174 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE Ethernet 4.4 4.4 HHEREN
over Converged Ethernet) 4.4-OFED.4.4.2.0.8.1.ge | 25Gb 2-port 640
Driver for Red Hat Enterprise e7aale.rhel6ul0.x86_6 | FLR-SFP28
Linux 6 Update 10 (x86_64) 4.rpm Adapter
175 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE Ethernet 4.4 4.4 HHEREN
over Converged Ethernet) 4.4-OFED.4.4.2.0.8.1.ge | 25Gb 2-port
Driver for Red Hat Enterprise e7aale.rhel6ul0.x86_6 | 640SFP28
Linux 6 Update 10 (x86_64) 4.rpm Adapter
176 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.4-OF | HPE InfiniBand 4.4 4.4 HFRIEBN
over Converged Ethernet) ED.4.4.2.0.8.1.gee7aa0e | EDR/Ethernet
Driver for Red Hat Enterprise .1.rhel6u10.x86_64.rpm | 100Gb 2-port
Linux 6 Update 10 (x86_64) 841QSFP28
Adapter
177 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.4-OF | HPE Ethernet 4.4 4.4 HFRIEBN
over Converged Ethernet) ED.4.4.2.0.8.1.gee7aa0e | 25Gb 2-port 640
Driver for Red Hat Enterprise .1.rhel6u10.x86_64.rpom | FLR-SFP28
Linux 6 Update 10 (x86_64) Adapter
178 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.4-OF | HPE Ethernet 4.4 4.4 HFRIEBN
over Converged Ethernet) ED.4.4.2.0.8.1.gee7aale | 25Gb 2-port
Driver for Red Hat Enterprise .1.rhel6ul0.x86_64.rpm | 640SFP28
Linux 6 Update 10 (x86_64) Adapter
179 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE InfiniBand 4.4 4.4 B
over Converged Ethernet) 4.4-0OFED.4.4.2.0.8.1.ge | EDR/Ethernet
Driver for Red Hat Enterprise e7aale.rhel6u9.x86_64. | 100Gb 2-port
Linux 6 Update 9 (x86_64) rom 841QSFP28
Adapter
180 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE Ethernet 4.4 4.4 B
over Converged Ethernet) 4.4-OFED.4.4.2.0.8.1.ge | 25Gb 2-port 640
Driver for Red Hat Enterprise e7aale.rhel6u9.x86_64. | FLR-SFP28
Linux 6 Update 9 (x86_64) rpm Adapter
181 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE Ethernet 4.4 4.4 BH
over Converged Ethernet) 4.4-OFED.4.4.2.0.8.1.ge | 25Gb 2-port
Driver for Red Hat Enterprise e7aale.rhel6u9.x86_64. | 640SFP28
Linux 6 Update 9 (x86_64) rpm Adapter
182 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.4-OF | HPE InfiniBand 4.4 4.4 B
over Converged Ethernet) ED.4.4.2.0.8.1.gee7aa0e | EDR/Ethernet
Driver for Red Hat Enterprise .1.rhel6u9.x86_64.rpm 100Gb 2-port
Linux 6 Update 9 (x86_64) 841QSFP28
Adapter
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183 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.4-OF | HPE Ethernet 4.4 4.4 BH
over Converged Ethernet) ED.4.4.2.0.8.1.gee7aa0e | 25Gb 2-port 640
Driver for Red Hat Enterprise .1.rhel6u9.x86_64.rpm FLR-SFP28
Linux 6 Update 9 (x86_64) Adapter
184 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.4-OF | HPE Ethernet 4.4 4.4 B
over Converged Ethernet) ED.4.4.2.0.8.1.gee7aale | 25Gb 2-port
Driver for Red Hat Enterprise .1.rhel6u9.x86_64.rpm 640SFP28
Linux 6 Update 9 (x86_64) Adapter
185 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE InfiniBand 4.4 4.4 HEREN0
over Converged Ethernet) 4.4-OFED.4.4.2.0.8.1.ge | EDR/Ethernet
Driver for Red Hat Enterprise e7aale.rhel7u5.x86_64. | 100Gb 2-port
Linux 7 Update 5 (x86_64) rpm 841QSFP28
Adapter
186 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE Ethernet 4.4 4.4 HEREN0
over Converged Ethernet) 4.4-OFED.4.4.2.0.8.1.ge | 25Gb 2-port 640
Driver for Red Hat Enterprise e7aale.rhel7u5.x86_64. | FLR-SFP28
Linux 7 Update 5 (x86_64) rpm Adapter
187 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE Ethernet 4.4 4.4 H3R:8100
over Converged Ethernet) 4.4-OFED.4.4.2.0.8.1.ge | 25Gb 2-port
Driver for Red Hat Enterprise e7aale.rhel7u5.x86_64. | 640SFP28
Linux 7 Update 5 (x86_64) rpm Adapter
188 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.4-OF | HPE InfiniBand 4.4 4.4 HHREBN
over Converged Ethernet) ED.4.4.2.0.8.1.gee7aa0e | EDR/Ethernet
Driver for Red Hat Enterprise .1.rhel7u5.x86_64.rpm 100Gb 2-port
Linux 7 Update 5 (x86_64) 841QSFP28
Adapter
189 | HPE Mellanox RoCE (RDMA mlinx-ofa_kernel-4.4-OF | HPE Ethernet 4.4 4.4 HHEREN
over Converged Ethernet) ED.4.4.2.0.8.1.gee7aal0e | 25Gb 2-port 640
Driver for Red Hat Enterprise .1.rhel7u5.x86_64.rpm FLR-SFP28
Linux 7 Update 5 (x86_64) Adapter
190 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.4-OF | HPE Ethernet 4.4 4.4 HHEREN
over Converged Ethernet) ED.4.4.2.0.8.1.gee7aa0e | 25Gb 2-port
Driver for Red Hat Enterprise .1.rhel7u5.x86_64.rpm 640SFP28
Linux 7 Update 5 (x86_64) Adapter
191 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE InfiniBand 45 4.5 HFRIEBN
over Converged Ethernet) 4.5-OFED.4.5.1.0.1.1.gb | EDR/Ethernet
Driver for Red Hat Enterprise 4fdfac.rhel7u6.x86_64.r | 100Gb 2-port
Linux 7 Update 6 (x86_64) pm 841QSFP28
Adapter
192 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE Ethernet 4.5 4.5 HFRIEBN
over Converged Ethernet) 4.5-OFED.4.5.1.0.1.1.gb | 25Gb 2-port 640
Driver for Red Hat Enterprise 4fdfac.rhel7u6.x86_64.r | FLR-SFP28
Linux 7 Update 6 (x86_64) pm Adapter
193 | HPE Mellanox RoCE (RDMA kmod-minx-ofa_kernel- | HPE Ethernet 4.5 4.5 HFRIEBN
over Converged Ethernet) 4.5-OFED.4.5.1.0.1.1.gb | 25Gb 2-port
Driver for Red Hat Enterprise 4fdfac.rhel7u6.x86_64.r | 640SFP28
Linux 7 Update 6 (x86_64) pm Adapter
194 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.5-OF | HPE InfiniBand 4.5 4.5 HFRIEBN
over Converged Ethernet) ED.4.5.1.0.1.1.gb4fdfac. | EDR/Ethernet
Driver for Red Hat Enterprise rhel7u6.x86_64.rpm 100Gb 2-port
Linux 7 Update 6 (x86_64) 841QSFP28
Adapter
195 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.5-OF | HPE Ethernet 4.5 45 H3R:8100
over Converged Ethernet) ED.4.5.1.0.1.1.gb4fdfac. | 25Gb 2-port 640
Driver for Red Hat Enterprise rhel7u6.x86_64.rpm FLR-SFP28
Linux 7 Update 6 (x86_64) Adapter
196 | HPE Mellanox RoCE (RDMA minx-ofa_kernel-4.5-OF | HPE Ethernet 4.5 45 H38:8100
over Converged Ethernet) ED.4.5.1.0.1.1.gb4fdfac. | 25Gb 2-port
Driver for Red Hat Enterprise rhel7u6.x86_64.rpm 640SFP28
Linux 7 Update 6 (x86_64) Adapter
197 | HPE Qlogic FastLinQ 10/25/50 kmod-qlgc-fastling-8.37 | HPE Ethernet 8.37.31.0-2 | 8.37.31.0-2.rh | EB¥f
GbE Drivers for Red Hat .31.0-2.rhel6ul0.x86_6 | 10Gb 2-port 521T el6ul0
Enterprise Linux 6 x86_64 4.rpm Adapter
198 | HPE Qlogic FastLinQ 10/25/50 kmod-qlgc-fastling-8.37 | HPE Ethernet 8.37.31.0-2 8.37.31.0-2.rh | BB¥f7
GbE Drivers for Red Hat .31.0-2.rhel6u9.x86_64. | 10Gb 2-port 521T el6u9

Enterprise Linux 6 x86_64

rom

Adapter
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199 | HPE Qlogic FastLinQ 10/25/50 kmod-qlgc-fastling-8.37 | HPE Ethernet 8.37.31.0-2 8.37.31.0-2.rh | EBH
GbE Drivers for Red Hat .31.0-2.rhel7u5.x86_64. | 10Gb 2-port 521T el7u5
Enterprise Linux 7 x86_64 rpm Adapter

200 | HPE Qlogic FastLinQ 10/25/50 kmod-qlgc-fastling-8.37 | HPE Ethernet 8.37.31.0-2 | 8.37.31.0-2.rh | EB¥f
GbE Drivers for Red Hat .31.0-2.rhel7u6.x86_64. | 10Gb 2-port 521T el7u6
Enterprise Linux 7 x86_64 rpm Adapter

201 | HPE Qlogic FastLinQ 10/25/50 cp035071.exe HPE Ethernet 8.37.37.0 8.37.37.0 B
GbE Drivers for Windows Server 10Gb 2-port 521T
x64 Editions Adapter

202 | HPE Qlogic FastLinQ 10/25/50 cp035084.zip HPE Ethernet 2019.03.11 | 3.10.23.1-10E | 1R800
GbE Multifunction Driver for 10Gb 2-port 521T M.600.0.0.27
VMware vSphere 6.0 Adapter 68847

203 | HPE Qlogic FastLinQ 10/25/50 cp035085.zip HPE Ethernet 2019.03.11 3.10.23.1-10F | &3R80
GbE Multifunction Driver for 10Gb 2-port 521T M.650.0.0.45
VMware vSphere 6.5 Adapter 98673

204 | HPE Qlogic FastLinQ 10/25/50 cp036789.zip HPE Ethernet 2019.03.11 3.10.23.1-10F | E3REN0
GbE Multifunction Driver for 10Gb 2-port 521T M.670.0.0.81
VMware vSphere 6.7 Adapter 69922

205 | HPE Qlogic FastLinQ RoCE glgc-libgedr-8.37.0.0-1. | HPE Ethernet 8.37.0.0-1 8.37.0.0-1.rhe | 8%
Library for Red Hat Enterprise rhel6ul0.x86_64.rpm 10Gb 2-port 521T 16ul0
Linux 6 Update 10 Adapter

206 | HPE Qlogic FastLinQ RoCE glgc-libgedr-8.37.0.0-1. | HPE Ethernet 8.37.0.0-1 8.37.0.0-1.rhe | 8%
Library for Red Hat Enterprise rhel6u9.x86_64.rpm 10Gb 2-port 521T 16u9
Linux 6 Update 9 Adapter

207 | HPE QLogic NX2 10/20 GbE cp036344.zip HP Ethernet 10Gb | 2019.03.11 2.713.70.v60. BH
Multifunction Driver for 2-port 530SFP+ 6-10EM.600.0
VMware vSphere 6.0 Adapter .0.2494585

208 | HPE QLogic NX2 10/20 GbE cp036344.zip HP Ethernet 10Gb | 2019.03.11 2.713.70.v60. B
Multifunction Driver for 2-port 530T 6-10EM.600.0
VMware vSphere 6.0 Adapter .0.2494585

209 | HPE Qlogic NX2 10/20 GbE cp036344.zip HPE FlexFabric 2019.03.11 2.713.70.v60. BH
Multifunction Driver for 10Gb 2-port 6-10EM.600.0
VMware vSphere 6.0 533FLR-T Adapter .0.2494585

210 | HPE QLogic NX2 10/20 GbE cp036345.zip HP Ethernet 10Gb | 2019.03.11 1.0.77.2-10E B
Multifunction Driver for 2-port 530SFP+ M.650.0.0.45
VMware vSphere 6.5 Adapter 98673

211 | HPE Qlogic NX2 10/20 GbE cp036345.zip HP Ethernet 10Gb | 2019.03.11 1.0.77.2-10E BH
Multifunction Driver for 2-port 530T M.650.0.0.45
VMware vSphere 6.5 Adapter 98673

212 | HPE QLogic NX2 10/20 GbE cp036345.zip HPE FlexFabric 2019.03.11 1.0.77.2-10E BH
Multifunction Driver for 10Gb 2-port M.650.0.0.45
VMware vSphere 6.5 533FLR-T Adapter 98673

213 | HPE Qlogic NX2 10/20 GbE cp036346.zip HP Ethernet 10Gb | 2019.03.11 1.0.77.2-10E B
Multifunction Driver for 2-port 530SFP+ M.670.0.0.81
VMware vSphere 6.7 Adapter 69922

214 | HPE QLogic NX2 10/20 GbE cp036346.zip HP Ethernet 10Gb | 2019.03.11 1.0.77.2-10E BH
Multifunction Driver for 2-port 530T M.670.0.0.81
VMware vSphere 6.7 Adapter 69922

215 | HPE QLogic NX2 10/20 GbE cp036346.zip HPE FlexFabric 2019.03.11 1.0.77.2-10E BE
Multifunction Driver for 10Gb 2-port M.670.0.0.81
VMware vSphere 6.7 533FLR-T Adapter 69922

216 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HP Ethernet 10Gb | 7.14.54-1 7.14.54-1.rhel | 8%
Multifunction Drivers for Red 54-1.rhel6ul0.x86_64.r | 2-port 530SFP+ 6ul0
Hat Enterprise Linux 6 x86_64 pm Adapter

217 | HPE QLogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HP Ethernet 10Gb | 7.14.54-1 7.14.54-1.rhel | 81
Multifunction Drivers for Red 54-1.rhel6ul0.x86_64.r | 2-port 530T 6ul0
Hat Enterprise Linux 6 x86_64 pm Adapter

218 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HPE FlexFabric 7.14.54-1 7.14.54-1.rhel | 8%
Multifunction Drivers for Red 54-1.rhel6ul0.x86_64.r | 10Gb 2-port 6ul0
Hat Enterprise Linux 6 x86_64 pm 533FLR-T Adapter

219 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HP Ethernet 10Gb | 7.14.54-1 7.14.54-1.rhel | ¥
Multifunction Drivers for Red 54-1.rhel6u9.x86_64.rp | 2-port 530SFP+ 6u9
Hat Enterprise Linux 6 x86_64 m Adapter

220 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HP Ethernet 10Gb | 7.14.54-1 7.14.54-1.rhel | 8%
Multifunction Drivers for Red 54-1.rhel6u9.x86_64.rp | 2-port 530T 6u9
Hat Enterprise Linux 6 x86_64 m Adapter
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221 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HPE FlexFabric 7.14.54-1 7.14.54-1.rhel | 81
Multifunction Drivers for Red 54-1.rhel6u9.x86_64.rp | 10Gb 2-port 6u9
Hat Enterprise Linux 6 x86_64 m 533FLR-T Adapter
222 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HP Ethernet 10Gb | 7.14.54-1 7.14.54-1.rhel | 8B8¥
Multifunction Drivers for Red 54-1.rhel7u5.x86_64.rp | 2-port 530SFP+ 7u5
Hat Enterprise Linux 7 x86_64 m Adapter
223 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HP Ethernet 10Gb | 7.14.54-1 7.14.54-1.rhel | ¥
Multifunction Drivers for Red 54-1.rhel7u5.x86_64.rp | 2-port 530T 7u5
Hat Enterprise Linux 7 x86_64 m Adapter
224 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HPE FlexFabric 7.14.54-1 7.14.54-1.rhel | 8B8¥
Multifunction Drivers for Red 54-1.rhel7u5.x86_64.rp | 10Gb 2-port 7u5
Hat Enterprise Linux 7 x86_64 m 533FLR-T Adapter
225 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HP Ethernet 10Gb | 7.14.54-1 7.14.54-1.rhel | ¥
Multifunction Drivers for Red 54-1.rhel7u6.x86_64.rp | 2-port 530SFP+ 7u6
Hat Enterprise Linux 7 x86_64 m Adapter
226 | HPE QLogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HP Ethernet 10Gb | 7.14.54-1 7.14.54-1.rhel | 81
Multifunction Drivers for Red 54-1.rhel7u6.x86_64.rp | 2-port 530T 7u6b
Hat Enterprise Linux 7 x86_64 m Adapter
227 | HPE Qlogic NX2 10/20 GbE kmod-netxtreme2-7.14. | HPE FlexFabric 7.14.54-1 7.14.54-1.rhel | ¥
Multifunction Drivers for Red 54-1.rhel7u6.x86_64.rp | 10Gb 2-port 7u6
Hat Enterprise Linux 7 x86_64 m 533FLR-T Adapter
228 HPE QLogic NX2 10/20 GbE cp036669.exe HP Ethernet 10Gb | 7.13.161.0 7.13.161.0 B
Multifunction Drivers for 2-port 530SFP+
Windows Server x64 Editions Adapter
229 HPE QlLogic NX2 10/20 GbE cp036669.exe HP Ethernet 10Gb | 7.13.161.0 7.13.161.0 BH
Multifunction Drivers for 2-port 530T
Windows Server x64 Editions Adapter
230 | HPE QLlogic NX2 10/20 GbE cp036669.exe HPE FlexFabric 7.13.161.0 7.13.161.0 B
Multifunction Drivers for 10Gb 2-port
Windows Server x64 Editions 533FLR-T Adapter
231 | net-mst kernel module driver cp036991.zip HPE Ethernet 2018.07.06 | 4.10.0.302-10 | i#R:EN0
component for VMware 6.0 25Gb 2-port 640 EM.600.0.0.2
FLR-SFP28 768847
Adapter
232 | net-mst kernel module driver cp036991.zip HPE Ethernet 2018.07.06 | 4.10.0.302-10 | FFRIEH0
component for VMware 6.0 25Gb 2-port EM.600.0.0.2
640SFP28 768847
Adapter
233 | net-mst kernel module driver cp036991.zip HPE InfiniBand 2018.07.06 | 4.10.0.302-10 | F#RBH0
component for VMware 6.0 EDR/Ethernet EM.600.0.0.2
100Gb 2-port 768847
841QSFP28
Adapter
234 | net-mst kernel module driver cp036992.zip HPE Ethernet 2018.07.06 | 4.10.0.302-10 | F#RBH0
component for VMware ESXi 25Gb 2-port 640 EM.650.0.0.4
6.5and 6.7 FLR-SFP28 598673
Adapter
235 | net-mst kernel module driver cp036992.zip HPE Ethernet 2018.07.06 | 4.10.0.302-10 | ¥AiR:8M00
component for VMware ESXi 25Gb 2-port EM.650.0.0.4
6.5and 6.7 640SFP28 598673
Adapter
236 | net-mst kernel module driver cp036992.zip HPE InfiniBand 2018.07.06 | 4.10.0.302-10 | (1R800
component for VMware ESXi EDR/Ethernet EM.650.0.0.4
6.5and 6.7 100Gb 2-port 598673
841QSFP28
Adapter
237 | nmlIx5_en driver component for | cp038033.zip HPE Ethernet 2018.10.30 | 4.15.13.2-10E | (1R800
VMware ESXi 6.0 25Gb 2-port 640 M.600.0.0.27
FLR-SFP28 68847
Adapter
238 | nmlx5_en driver component for | cp038033.zip HPE Ethernet 2018.10.30 | 4.15.13.2-10F | ¥#REN0
VMware ESXi 6.0 25Gb 2-port M.600.0.0.27
640SFP28 68847
Adapter
239 | nmlIx5_en driver component for | cp038033.zip HPE InfiniBand 2018.10.30 | 4.15.13.2-10E | B8N0
VMware ESXi 6.0 EDR/Ethernet M.600.0.0.27
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100Gb 2-port 68847
841QSFP28
Adapter
240 | nmlx5_en driver component for | cp036946.zip HPE Ethernet 2018.07.06 | 4.16.13.5-10F | #iiR:&00
VMware ESXi 6.5 25Gb 2-port 640 M.650.0.0.45
FLR-SFP28 98673
Adapter
241 | nmlx5_en driver component for | cp036946.zip HPE Ethernet 2018.07.06 | 4.16.13.5-10F | ¥#REND
VMware ESXi 6.5 25Gb 2-port M.650.0.0.45
640SFP28 98673
Adapter
242 | nmlIx5_en driver component for | cp036946.zip HPE InfiniBand 2018.07.06 | 4.16.13.5-10E | iR:8100
VMware ESXi 6.5 EDR/Ethernet M.650.0.0.45
100Gb 2-port 98673
841QSFP28
Adapter
243 | nmlIx5_en driver component for | cp035113.zip HPE Ethernet 2018.06.07 | 4.17.13.8-10E | iR:8100
VMware ESXi 6.7 25Gb 2-port 640 M.670.0.0.81
FLR-SFP28 69922
Adapter
244 | nmlx5_en driver component for | cp035113.zip HPE Ethernet 2018.06.07 | 4.17.13.8-10E | E73RB1H0
VMware ESXi 6.7 25Gb 2-port M.670.0.0.81
640SFP28 69922
Adapter
245 | nmlx5_en driver component for | cp035113.zip HPE InfiniBand 2018.06.07 | 4.17.13.8-10E | E73RB10
VMware ESXi 6.7 EDR/Ethernet M.670.0.0.81
100Gb 2-port 69922
841QSFP28
Adapter
6.25 Driver — Storage
No. | Description Package filename Device Pack'age F|rmwa'\re/Dr|v Update
Version er version
246 | HPE Smart Array S100i SR cp036435.exe - 106.12.4.0 106.12.4.0 EH
Gen10 SW RAID Driver for
Windows Server 2012 R2,
Windows Server 2016, and
Windows Server 2019
6.2.6 Driver - Storage Controller
No. | Description Package filename Device Pack'age Flrmwa?re/Dnv Update
Version er version
247 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BEf
Array Controller (64-bit) Driver 65.rhel6ul0.x86_64.rp P408i-a SR Gen10 6ul0
for Red Hat Enterprise Linux 6 m Controller
(64-bit)
248 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | 583
Array Controller (64-bit) Driver 65.rhel6ul0.x86_64.rp P408i-p SR Gen10 6ul0
for Red Hat Enterprise Linux 6 m Controller
(64-bit)
249 | HPE Proliant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BB8%H7
Array Controller (64-bit) Driver 65.rhel6ul0.x86_64.rp P816i-a SR Gen10 6ul0
for Red Hat Enterprise Linux 6 m Controller
(64-bit)
250 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | SBEf
Array Controller (64-bit) Driver 65.rhel6ul0.x86_64.rp E208e-p SR Gen10 6ul0
for Red Hat Enterprise Linux 6 m Controller
(64-bit)
251 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | SBEf
Array Controller (64-bit) Driver 65.rhel6ul0.x86_64.rp E208i-a SR Gen10 6ul0

for Red Hat Enterprise Linux 6
(64-bit)

m

Controller
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252 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | EB¥f
Array Controller (64-bit) Driver 65.rhel6ul0.x86_64.rp E208i-p SR Gen10 6ul0
for Red Hat Enterprise Linux 6 m Controller
(64-bit)

253 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BBH
Array Controller (64-bit) Driver 65.rhel6u9.x86_64.rom | P408i-a SR Gen10 6u9
for Red Hat Enterprise Linux 6 Controller
(64-bit)

254 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BBH7
Array Controller (64-bit) Driver 65.rhel6u9.x86_64.rom | P408i-p SR Genl0 6u9
for Red Hat Enterprise Linux 6 Controller
(64-bit)

255 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BEf
Array Controller (64-bit) Driver 65.rhel6u9.x86_64.rom | P816i-a SR Gen10 6u9
for Red Hat Enterprise Linux 6 Controller
(64-bit)

256 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BEf
Array Controller (64-bit) Driver 65.rhel6u9.x86_64.rom | E208e-p SR Genl0 6u9
for Red Hat Enterprise Linux 6 Controller
(64-bit)

257 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | SBEf
Array Controller (64-bit) Driver 65.rhel6u9.x86_64.rom | E208i-a SR Gen10 6u9
for Red Hat Enterprise Linux 6 Controller
(64-bit)

258 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | SBEf
Array Controller (64-bit) Driver 65.rhel6u9.x86_64.rom | E208i-p SR Gen10 6u9
for Red Hat Enterprise Linux 6 Controller
(64-bit)

259 | HPE Proliant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BBH7
Array Controller (64-bit) Driver 65.rhel7u5.x86_64.rom | P408i-a SR Gen10 7u5
for Red Hat Enterprise Linux 7 Controller
(64-bit)

260 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BEf
Array Controller (64-bit) Driver 65.rhel7u5.x86_64.rom | P408i-p SR Genl0 7u5
for Red Hat Enterprise Linux 7 Controller
(64-bit)

261 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | S83f
Array Controller (64-bit) Driver 65.rhel7u5.x86_64.rpm | P816i-a SR Genl0 7u5
for Red Hat Enterprise Linux 7 Controller
(64-bit)

262 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | 583
Array Controller (64-bit) Driver 65.rhel7u5.x86_64.rpm | E208e-p SR Genl0 7u5
for Red Hat Enterprise Linux 7 Controller
(64-bit)

263 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | 8%
Array Controller (64-bit) Driver 65.rhel7u5.x86_64.rpm | E208i-a SR Gen10 7u5
for Red Hat Enterprise Linux 7 Controller
(64-bit)

264 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BEf
Array Controller (64-bit) Driver 65.rhel7u5.x86_64.rpm | E208i-p SR Gen10 7u5
for Red Hat Enterprise Linux 7 Controller
(64-bit)

265 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | EB¥f
Array Controller (64-bit) Driver 65.rhel7u6.x86_64.rpm | P408i-a SR Gen10 7u6b
for Red Hat Enterprise Linux 7 Controller
(64-bit)

266 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BB8%H7
Array Controller (64-bit) Driver 65.rhel7u6.x86_64.rpm | P408i-p SR Gen10 7u6b
for Red Hat Enterprise Linux 7 Controller
(64-bit)

267 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BB8%H7
Array Controller (64-bit) Driver 65.rhel7u6.x86_64.rpm | P816i-a SR Gen10 7u6b

for Red Hat Enterprise Linux 7
(64-bit)

Controller
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268 | HPE ProLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | EB¥f
Array Controller (64-bit) Driver 65.rhel7u6.x86_64.rpm | E208e-p SR Gen10 7u6b
for Red Hat Enterprise Linux 7 Controller
(64-bit)

269 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BBH
Array Controller (64-bit) Driver 65.rhel7u6.x86_64.rom | E208i-a SR Gen10 7ub
for Red Hat Enterprise Linux 7 Controller
(64-bit)

270 | HPE ProlLiant Gen10 Smart kmod-smartpqi-1.2.4-0 HPE Smart Array 1.2.4-065 1.2.4-065.rhel | BBH7
Array Controller (64-bit) Driver 65.rhel7u6.x86_64.rom | E208i-p SR Gen10 7u6
for Red Hat Enterprise Linux 7 Controller
(64-bit)

271 | HPE Proliant Gen10 Smart cp037193.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | BFf
Array Controller Driver for P408i-a SR Gen10 EM.600.0.0.2
VMware vSphere 6.0 (Driver Controller 768847
Component).

272 HPE ProLiant Gen10 Smart cp037193.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | BFf
Array Controller Driver for P408i-p SR Gen10 EM.600.0.0.2
VMware vSphere 6.0 (Driver Controller 768847
Component).

273 | HPE ProlLiant Gen10 Smart cp037193.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | 5B%
Array Controller Driver for P816i-a SR Gen10 EM.600.0.0.2
VMware vSphere 6.0 (Driver Controller 768847
Component).

274 | HPE ProlLiant Gen10 Smart cp037193.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | 5B%
Array Controller Driver for E208e-p SR Gen10 EM.600.0.0.2
VMware vSphere 6.0 (Driver Controller 768847
Component).

275 | HPE ProLiant Gen10 Smart cp037193.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | 8B%H
Array Controller Driver for E208i-a SR Gen10 EM.600.0.0.2
VMware vSphere 6.0 (Driver Controller 768847
Component).

276 HPE ProLiant Gen10 Smart cp037193.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | BFf
Array Controller Driver for E208i-p SR Gen10 EM.600.0.0.2
VMware vSphere 6.0 (Driver Controller 768847
Component).

277 | HPE ProlLiant Gen10 Smart cp037194.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | EB%7
Array Controller Driver for P408i-a SR Gen10 EM.650.0.0.4
VMware vSphere 6.5 (Driver Controller 598673
Component).

278 | HPE ProlLiant Gen10 Smart cp037194.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | EB%7
Array Controller Driver for P408i-p SR Gen10 EM.650.0.0.4
VMware vSphere 6.5 (Driver Controller 598673
Component).

279 | HPE ProLiant Gen10 Smart cp037194.zip HPE Smart Array 2019.03.12 | 1.0.3.2035-10 | &
Array Controller Driver for P816i-a SR Gen10 EM.650.0.0.4
VMware vSphere 6.5 (Driver Controller 598673
Component).

280 HPE ProLiant Gen10 Smart cp037194.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | %
Array Controller Driver for E208e-p SR Gen10 EM.650.0.0.4
VMware vSphere 6.5 (Driver Controller 598673
Component).

281 HPE ProLiant Gen10 Smart cp037194.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | EB¥f
Array Controller Driver for E208i-a SR Gen10 EM.650.0.0.4
VMware vSphere 6.5 (Driver Controller 598673
Component).

282 | HPE ProLiant Gen10 Smart cp037194.zip HPE Smart Array 2019.03.12 | 1.0.3.2035-10 | 8%
Array Controller Driver for E208i-p SR Gen10 EM.650.0.0.4
VMware vSphere 6.5 (Driver Controller 598673
Component).

283 | HPE ProLiant Gen10 Smart cp037195.zip HPE Smart Array 2019.03.12 | 1.0.3.2035-10 | 8%
Array Controller Driver for P408i-a SR Gen10 EM.670.0.0.8
VMware vSphere 6.7 (Driver Controller 169922

Component).
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284 HPE ProLiant Gen10 Smart cp037195.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | ¥
Array Controller Driver for P408i-p SR Gen10 EM.670.0.0.8
VMware vSphere 6.7 (Driver Controller 169922
Component).

285 | HPE ProLiant Gen10 Smart cp037195.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | 8B%H
Array Controller Driver for P816i-a SR Gen10 EM.670.0.0.8
VMware vSphere 6.7 (Driver Controller 169922
Component).

286 | HPE ProlLiant Gen10 Smart cp037195.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | 8B%H
Array Controller Driver for E208e-p SR Genl10 EM.670.0.0.8
VMware vSphere 6.7 (Driver Controller 169922
Component).

287 | HPE ProlLiant Gen10 Smart cp037195.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | BFf
Array Controller Driver for E208i-a SR Gen10 EM.670.0.0.8
VMware vSphere 6.7 (Driver Controller 169922
Component).

288 HPE ProLiant Gen10 Smart cp037195.zip HPE Smart Array 2019.03.12 1.0.3.2035-10 | BFf
Array Controller Driver for E208i-p SR Gen10 EM.670.0.0.8
VMware vSphere 6.7 (Driver Controller 169922
Component).

289 | HPE Smart Array Gen10 cp037197.exe HPE Smart Array 106.84.2.64 | 106.84.2.64 B
Controller Driver for Windows P408i-a SR Gen10
Server 2012 R2, Windows Controller
Server 2016, and Windows
Server 2019

290 | HPE Smart Array Gen10 cp037197.exe HPE Smart Array 106.84.2.64 | 106.84.2.64 &
Controller Driver for Windows P408i-p SR Gen10
Server 2012 R2, Windows Controller
Server 2016, and Windows
Server 2019

291 | HPE Smart Array Gen10 cp037197.exe HPE Smart Array 106.84.2.64 | 106.84.2.64 &
Controller Driver for Windows P816i-a SR Gen10
Server 2012 R2, Windows Controller
Server 2016, and Windows
Server 2019

292 | HPE Smart Array Gen10 cp037197.exe HPE Smart Array 106.84.2.64 | 106.84.2.64 EH
Controller Driver for Windows E208e-p SR Gen10
Server 2012 R2, Windows Controller
Server 2016, and Windows
Server 2019

293 | HPE Smart Array Gen10 cp037197.exe HPE Smart Array 106.84.2.64 | 106.84.2.64 EH
Controller Driver for Windows E208i-a SR Gen10
Server 2012 R2, Windows Controller
Server 2016, and Windows
Server 2019

294 | HPE Smart Array Gen10 cp037197.exe HPE Smart Array 106.84.2.64 | 106.84.2.64 EH
Controller Driver for Windows E208i-p SR Gen10
Server 2012 R2, Windows Controller
Server 2016, and Windows
Server 2019

6.2.7 Driver - Storage Fibre Channel and Fibre Channel over Ethernet

No. | Description Package filename Device Pack‘age F|rmwa?re/Dr|v Update

Version er version

295 | HPE Storage Fibre Channel cp035756.exe HPE StoreFabric 12.0.318.0 12.0.318.0 BH
Adapter Kit for the x64 Emulex SN1200E 16Gb
Storport Driver for Windows Dual Port Fibre
2012, Windows 2012R2 and Channel Host Bus
Windows 2016 Adapter

296 | HPE Storage Fibre Channel cp035756.exe HPE StoreFabric 12.0.318.0 12.0.318.0 BH

Adapter Kit for the x64 Emulex
Storport Driver for Windows
2012, Windows 2012R2 and
Windows 2016

SN1200E 16Gb
Single Port Fibre
Channel Host Bus
Adapter
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297 | HPE Storage Fibre Channel cp035756.exe HPE StoreFabric 12.0.318.0 12.0.318.0 BH
Adapter Kit for the x64 Emulex SN1600E 32Gb
Storport Driver for Windows Dual Port Fibre
2012, Windows 2012R2 and Channel Host Bus
Windows 2016 Adapter
298 | HPE Storage Fibre Channel cp035756.exe HPE StoreFabric 12.0.318.0 12.0.318.0 BH
Adapter Kit for the x64 Emulex SN1600E 32Gb
Storport Driver for Windows Single Port Fibre
2012, Windows 2012R2 and Channel Host Bus
Windows 2016 Adapter
299 | HPE Storage Fibre Channel cp037437.exe HPE StoreFabric 12.0.318.0 12.0.318.0 388100
Adapter Kit for the x64 Emulex SN1200E 16Gb
Storport Driver for Windows Dual Port Fibre
2019 Channel Host Bus
Adapter
300 | HPE Storage Fibre Channel cp037437.exe HPE StoreFabric 12.0.318.0 12.0.318.0 H3R:8100
Adapter Kit for the x64 Emulex SN1200E 16Gb
Storport Driver for Windows Single Port Fibre
2019 Channel Host Bus
Adapter
301 | HPE Storage Fibre Channel cp037437.exe HPE StoreFabric 12.0.318.0 12.0.318.0 R8N0
Adapter Kit for the x64 Emulex SN1600E 32Gb
Storport Driver for Windows Dual Port Fibre
2019 Channel Host Bus
Adapter
302 | HPE Storage Fibre Channel cp037437.exe HPE StoreFabric 12.0.318.0 12.0.318.0 R8N0
Adapter Kit for the x64 Emulex SN1600E 32Gb
Storport Driver for Windows Single Port Fibre
2019 Channel Host Bus
Adapter
303 | HPE Storage Fibre Channel cp035775.exe HPE StoreFabric 9.2.9.22 9.2.9.22 B
Adapter Kit for the x64 QLogic SN1100Q 16Gb
Storport Driver for Windows Dual Port Fibre
Server 2012 and 2012 R2 Channel Host Bus
Adapter
304 | HPE Storage Fibre Channel cp035775.exe HPE StoreFabric 9.2.9.22 9.2.9.22 B
Adapter Kit for the x64 Qlogic SN1100Q 16Gb
Storport Driver for Windows Single Port Fibre
Server 2012 and 2012 R2 Channel Host Bus
Adapter
305 | HPE Storage Fibre Channel cp035775.exe HPE StoreFabric 9.2.9.22 9.2.9.22 B
Adapter Kit for the x64 Qlogic SN1600Q 32Gb
Storport Driver for Windows Dual Port Fibre
Server 2012 and 2012 R2 Channel Host Bus
Adapter
306 | HPE Storage Fibre Channel cp035775.exe HPE StoreFabric 9.2.9.22 9.2.9.22 B
Adapter Kit for the x64 Qlogic SN1600Q 32Gb
Storport Driver for Windows Single Port Fibre
Server 2012 and 2012 R2 Channel Host Bus
Adapter
307 | HPE Storage Fibre Channel cp035776.exe HPE StoreFabric 9.2.9.22 9.2.9.22 B
Adapter Kit for the x64 Qlogic SN1100Q 16Gb
Storport Driver for Windows Dual Port Fibre
Server 2016 Channel Host Bus
Adapter
308 | HPE Storage Fibre Channel cp035776.exe HPE StoreFabric 9.2.9.22 9.2.9.22 BH
Adapter Kit for the x64 Qlogic SN1100Q 16Gb
Storport Driver for Windows Single Port Fibre
Server 2016 Channel Host Bus
Adapter
309 | HPE Storage Fibre Channel cp035776.exe HPE StoreFabric 9.2.9.22 9.2.9.22 BH
Adapter Kit for the x64 Qlogic SN1600Q 32Gb

Storport Driver for Windows
Server 2016

Dual Port Fibre
Channel Host Bus
Adapter
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310 | HPE Storage Fibre Channel cp035776.exe HPE StoreFabric 9.2.9.22 9.2.9.22 BH
Adapter Kit for the x64 QlLogic SN1600Q 32Gb
Storport Driver for Windows Single Port Fibre
Server 2016 Channel Host Bus
Adapter
311 | HPE Storage Fibre Channel cp037397.exe HPE StoreFabric 9.2.9.22 9.2.9.22 BH
Adapter Kit for the x64 QlLogic SN1100Q 16Gb
Storport Driver for Windows Dual Port Fibre
Server 2019 Channel Host Bus
Adapter
312 | HPE Storage Fibre Channel cp037397.exe HPE StoreFabric 9.2.9.22 9.2.9.22 BH
Adapter Kit for the x64 QlLogic SN1100Q 16Gb
Storport Driver for Windows Single Port Fibre
Server 2019 Channel Host Bus
Adapter
313 | HPE Storage Fibre Channel cp037397.exe HPE StoreFabric 9.2.9.22 9.2.9.22 B
Adapter Kit for the x64 QlLogic SN1600Q 32Gb
Storport Driver for Windows Dual Port Fibre
Server 2019 Channel Host Bus
Adapter
314 | HPE Storage Fibre Channel cp037397.exe HPE StoreFabric 9.2.9.22 9.2.9.22 B
Adapter Kit for the x64 QLogic SN1600Q 32Gb
Storport Driver for Windows Single Port Fibre
Server 2019 Channel Host Bus
Adapter
315 | Red Hat Enterprise Linux 6 kmod-qlgc-gla2xxx-8.08 | HPE StoreFabric 8.08.00.08.0 | 8.08.00.08.06. | SBH7
Server (x86-64) FC Driver Kit for | .00.08.06.0_k10-1.rhel6 | SN1100Q 16Gb 6.0-k10 0_k10-1.rhel6
HPE Qlogic and mezzanine Host | ul0.x86_64.rpm Dual Port Fibre ulo
Bus Adapters Channel Host Bus
Adapter
316 | Red Hat Enterprise Linux 6 kmod-glgc-gla2xxx-8.08 | HPE StoreFabric 8.08.00.08.0 | 8.08.00.08.06. | SBH7
Server (x86-64) FC Driver Kit for | .00.08.06.0_k10-1.rhel6 | SN1100Q 16Gb 6.0-k10 0_k10-1.rhel6
HPE Qlogic and mezzanine Host | ul0.x86_64.rpm Single Port Fibre ulo
Bus Adapters Channel Host Bus
Adapter
317 | Red Hat Enterprise Linux 6 kmod-qlgc-gla2xxx-8.08 | HPE StoreFabric 8.08.00.08.0 | 8.08.00.08.06. | SBH
Server (x86-64) FC Driver Kit for | .00.08.06.0_k10-1.rhel6 | SN1600Q 32Gb 6.0-k10 0_k10-1.rhel6
HPE Qlogic and mezzanine Host | u10.x86_64.rpm Dual Port Fibre ulo
Bus Adapters Channel Host Bus
Adapter
318 | Red Hat Enterprise Linux 6 kmod-qlgc-gla2xxx-8.08 | HPE StoreFabric 8.08.00.08.0 | 8.08.00.08.06. | SBH
Server (x86-64) FC Driver Kit for | .00.08.06.0_k10-1.rhel6 | SN1600Q 32Gb 6.0-k10 0_k10-1.rhel6
HPE Qlogic and mezzanine Host | u10.x86_64.rpm Single Port Fibre ulo
Bus Adapters Channel Host Bus
Adapter
319 | Red Hat Enterprise Linux 6 kmod-qlgc-gla2xxx-8.08 | HPE StoreFabric 8.08.00.08.0 | 8.08.00.08.06. | SBH
Server (x86-64) FC Driver Kit for | .00.08.06.0_k10-1.rhel6 | SN1100Q 16Gb 6.0-k10 0_k10-1.rhel6
HPE Qlogic and mezzanine Host | u9.x86_64.rpm Dual Port Fibre u9
Bus Adapters Channel Host Bus
Adapter
320 | Red Hat Enterprise Linux 6 kmod-qlgc-gla2xxx-8.08 | HPE StoreFabric 8.08.00.08.0 | 8.08.00.08.06. | SBH
Server (x86-64) FC Driver Kit for | .00.08.06.0_k10-1.rhel6 | SN1100Q 16Gb 6.0-k10 0_k10-1.rhel6
HPE Qlogic and mezzanine Host | u9.x86_64.rpm Single Port Fibre u9
Bus Adapters Channel Host Bus
Adapter
321 | Red Hat Enterprise Linux 6 kmod-qlgc-qla2xxx-8.08 | HPE StoreFabric 8.08.00.08.0 | 8.08.00.08.06. | EB¥f
Server (x86-64) FC Driver Kit for | .00.08.06.0_k10-1.rhel6 | SN1600Q 32Gb 6.0-k10 0_k10-1.rhel6
HPE Qlogic and mezzanine Host | u9.x86_64.rpm Dual Port Fibre u9
Bus Adapters Channel Host Bus
Adapter
322 | Red Hat Enterprise Linux 6 kmod-qlgc-qla2xxx-8.08 | HPE StoreFabric 8.08.00.08.0 | 8.08.00.08.06. | EB¥f
Server (x86-64) FC Driver Kit for | .00.08.06.0_k10-1.rhel6 | SN1600Q 32Gb 6.0-k10 0_k10-1.rhel6
HPE Qlogic and mezzanine Host | u9.x86_64.rpm Single Port Fibre u9

Bus Adapters

Channel Host Bus
Adapter
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323 | Red Hat Enterprise Linux 6 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 | 12.0.346.15-1. | EB¥f
Server (x86-64) Fibre Channel 15-1.rhel6ul0.x86_64.r | SN1200E 16Gb rhel6ul0
Driver Kit for HPE Emulex Host pm Dual Port Fibre
Bus Adapters and mezzanine Channel Host Bus
Host Bus Adapters Adapter
324 | Red Hat Enterprise Linux 6 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | EB¥f
Server (x86-64) Fibre Channel 15-1.rhel6ul0.x86_64.r | SN1200E 16Gb rhel6ul0
Driver Kit for HPE Emulex Host pm Single Port Fibre
Bus Adapters and mezzanine Channel Host Bus
Host Bus Adapters Adapter
325 | Red Hat Enterprise Linux 6 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | EB¥f
Server (x86-64) Fibre Channel 15-1.rhel6ul0.x86_64.r | SN1600E 32Gb rhel6ul0
Driver Kit for HPE Emulex Host pm Dual Port Fibre
Bus Adapters and mezzanine Channel Host Bus
Host Bus Adapters Adapter
326 | Red Hat Enterprise Linux 6 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | BFf
Server (x86-64) Fibre Channel 15-1.rhel6ul0.x86_64.r | SN1600E 32Gb rhel6ul0
Driver Kit for HPE Emulex Host pm Single Port Fibre
Bus Adapters and mezzanine Channel Host Bus
Host Bus Adapters Adapter
327 | Red Hat Enterprise Linux 6 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | BH
Server (x86-64) Fibre Channel 15-1.rhel6u9.x86_64.rp | SN1200E 16Gb rhel6u9
Driver Kit for HPE Emulex Host m Dual Port Fibre
Bus Adapters and mezzanine Channel Host Bus
Host Bus Adapters Adapter
328 | Red Hat Enterprise Linux 6 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | BH
Server (x86-64) Fibre Channel 15-1.rhel6u9.x86_64.rp | SN1200E 16Gb rhel6u9
Driver Kit for HPE Emulex Host m Single Port Fibre
Bus Adapters and mezzanine Channel Host Bus
Host Bus Adapters Adapter
329 | Red Hat Enterprise Linux 6 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | BH
Server (x86-64) Fibre Channel 15-1.rhel6u9.x86_64.rp | SN1600E 32Gb rhel6u9
Driver Kit for HPE Emulex Host m Dual Port Fibre
Bus Adapters and mezzanine Channel Host Bus
Host Bus Adapters Adapter
330 | Red Hat Enterprise Linux 6 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 | 12.0.346.15-1. | &%
Server (x86-64) Fibre Channel 15-1.rhel6u9.x86_64.rp | SN1600E 32Gb rhel6u9
Driver Kit for HPE Emulex Host m Single Port Fibre
Bus Adapters and mezzanine Channel Host Bus
Host Bus Adapters Adapter
331 | Red Hat Enterprise Linux 7 kmod-qlgc-qla2xxx-10.0 | HPE StoreFabric 10.01.00.33. | 10.01.00.33.0 | 5%
Server FC Driver Kit for HPE 1.00.33.07.6_k2-1.rhel7 | SN1100Q 16Gb 07.6-k2 7.6_k2-1.rhel
QLlogic and mezzanine Host Bus | u6.x86_64.rpm Dual Port Fibre 7u6
Adapters Channel Host Bus
Adapter
332 | Red Hat Enterprise Linux 7 kmod-qlgc-qla2xxx-10.0 | HPE StoreFabric 10.01.00.33. | 10.01.00.33.0 | 5%
Server FC Driver Kit for HPE 1.00.33.07.6_k2-1.rhel7 | SN1100Q 16Gb 07.6-k2 7.6_k2-1.rhel
QLlogic and mezzanine Host Bus | u6.x86_64.rpm Single Port Fibre 7u6
Adapters Channel Host Bus
Adapter
333 | Red Hat Enterprise Linux 7 kmod-qlgc-gla2xxx-10.0 | HPE StoreFabric 10.01.00.33. | 10.01.00.33.0 | &
Server FC Driver Kit for HPE 1.00.33.07.6_k2-1.rhel7 | SN1600Q 32Gb 07.6-k2 7.6_k2-1.rhel
QLlogic and mezzanine Host Bus | u6.x86_64.rpm Dual Port Fibre 7u6b
Adapters Channel Host Bus
Adapter
334 | Red Hat Enterprise Linux 7 kmod-qlgc-qla2xxx-10.0 | HPE StoreFabric 10.01.00.33. | 10.01.00.33.0 | 8B%#
Server FC Driver Kit for HPE 1.00.33.07.6_k2-1.rhel7 | SN1600Q 32Gb 07.6-k2 7.6_k2-1.rhel
QLlogic and mezzanine Host Bus | u6.x86_64.rpm Single Port Fibre 7u6b
Adapters Channel Host Bus
Adapter
335 | Red Hat Enterprise Linux 7 kmod-qlgc-qla2xxx-8.08 | HPE StoreFabric 10.01.00.33. | 8.08.00.08.07. | &%
Server FC Driver Kit for HPE .00.08.07.5_k10-2.rhel7 | SN1100Q 16Gb 07.6-k2 5_k10-2.rhel7
Qlogic and mezzanine Host Bus | u5.x86_64.rpm Dual Port Fibre u5

Adapters

Channel Host Bus
Adapter
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336 | Red Hat Enterprise Linux 7 kmod-qlgc-qla2xxx-8.08 | HPE StoreFabric 10.01.00.33. | 8.08.00.08.07. | &%
Server FC Driver Kit for HPE .00.08.07.5_k10-2.rhel7 | SN1100Q 16Gb 07.6-k2 5_k10-2.rhel7
Qlogic and mezzanine Host Bus | u5.x86_64.rpm Single Port Fibre us
Adapters Channel Host Bus
Adapter
337 | Red Hat Enterprise Linux 7 kmod-glgc-gla2xxx-8.08 | HPE StoreFabric 10.01.00.33. | 8.08.00.08.07. | %
Server FC Driver Kit for HPE .00.08.07.5_k10-2.rhel7 | SN1600Q 32Gb 07.6-k2 5_k10-2.rhel7
Qlogic and mezzanine Host Bus | u5.x86_64.rpm Dual Port Fibre us
Adapters Channel Host Bus
Adapter
338 | Red Hat Enterprise Linux 7 kmod-glgc-gla2xxx-8.08 | HPE StoreFabric 10.01.00.33. | 8.08.00.08.07. | BBH
Server FC Driver Kit for HPE .00.08.07.5_k10-2.rhel7 | SN1600Q 32Gb 07.6-k2 5_k10-2.rhel7
Qlogic and mezzanine Host Bus | u5.x86_64.rpm Single Port Fibre us
Adapters Channel Host Bus
Adapter
339 | Red Hat Enterprise Linux 7 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | BFf
Server Fibre Channel Driver Kit 15-1.rhel7u5.x86_64.rp | SN1200E 16Gb rhel7u5
for HPE Emulex Host Bus m Dual Port Fibre
Adapters and mezzanine Host Channel Host Bus
Bus Adapters Adapter
340 | Red Hat Enterprise Linux 7 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | BH
Server Fibre Channel Driver Kit 15-1.rhel7u5.x86_64.rp | SN1200E 16Gb rhel7u5
for HPE Emulex Host Bus m Single Port Fibre
Adapters and mezzanine Host Channel Host Bus
Bus Adapters Adapter
341 | Red Hat Enterprise Linux 7 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | BBH
Server Fibre Channel Driver Kit 15-1.rhel7u5.x86_64.rp | SN1600E 32Gb rhel7u5
for HPE Emulex Host Bus m Dual Port Fibre
Adapters and mezzanine Host Channel Host Bus
Bus Adapters Adapter
342 | Red Hat Enterprise Linux 7 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 12.0.346.15-1. | BH
Server Fibre Channel Driver Kit 15-1.rhel7u5.x86_64.rp | SN1600E 32Gb rhel7u5
for HPE Emulex Host Bus m Single Port Fibre
Adapters and mezzanine Host Channel Host Bus
Bus Adapters Adapter
343 | Red Hat Enterprise Linux 7 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 | 12.0.346.15-1. | B3
Server Fibre Channel Driver Kit 15-1.rhel7u6.x86_64.rp | SN1200E 16Gb rhel7u6
for HPE Emulex Host Bus m Dual Port Fibre
Adapters and mezzanine Host Channel Host Bus
Bus Adapters Adapter
344 | Red Hat Enterprise Linux 7 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 | 12.0.346.15-1. | B3
Server Fibre Channel Driver Kit 15-1.rhel7u6.x86_64.rp | SN1200E 16Gb rhel7u6
for HPE Emulex Host Bus m Single Port Fibre
Adapters and mezzanine Host Channel Host Bus
Bus Adapters Adapter
345 | Red Hat Enterprise Linux 7 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 | 12.0.346.15-1. | B3
Server Fibre Channel Driver Kit 15-1.rhel7u6.x86_64.rp | SN1600E 32Gb rhel7u6
for HPE Emulex Host Bus m Dual Port Fibre
Adapters and mezzanine Host Channel Host Bus
Bus Adapters Adapter
346 | Red Hat Enterprise Linux 7 kmod-elx-Ipfc-12.0.346. | HPE StoreFabric 12.0.346.15 | 12.0.346.15-1. | 5837
Server Fibre Channel Driver Kit 15-1.rhel7u6.x86_64.rp | SN1600E 32Gb rhel7u6
for HPE Emulex Host Bus m Single Port Fibre
Adapters and mezzanine Host Channel Host Bus
Bus Adapters Adapter
6.2.8 Driver - System Management
No. | Description Package filename Device Pack‘age Flrmwa?re/Dnv Update
Version er version
347 | iLO 5 Automatic Server cp035137.exe - 4.4.0.0 4.4.0.0
Recovery Driver for Windows
Server 2012 R2
348 | iLO 5 Automatic Server cp035140.exe - 4.4.0.0 (B) 4.4.0.0 (B)

Recovery Driver for Windows
Server 2016 and Server 2019
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349 | iLO 5 Channel Interface Driver cp034070.exe - 4.3.0.0 4.3.0.0
for Windows Server 2012 R2
350 | iLO 5 Channel Interface Driver cp035112.exe - 4.3.0.0 (B) 4.3.0.0 (B)
for Windows Server 2016 and
Server 2019
6.29 Driver — Video
No. | Description Package filename Device Pack'age Flrmwafre/Dnv Update
Version er version
351 Matrox G200eH3 Video cp033123.exe - 9.15.1.184 9.15.1.184 (B)
Controller Driver for Windows (B)
Server 2012 R2
352 | Matrox G200eH3 Video cp035106.exe - 9.15.1.218 9.15.1.218
Controller Driver for Windows
Server 2016 and Server 2019
6.2.10 Firmware - Lights-Out Management
No. | Description Package filename Device Pack.age Flrmwa?re/Dnv Update
Version er version
353 | Language Pack - Japanese cp038997.exe Integrated 1.40 (a) 1.40 BH
Lights-Out 5
Language Pack
354 | Language Pack - Japanese firmware-lpk-ilo-1.40-1. | Integrated 1.40 (a) 1.40 B
1.x86_64.rpm Lights-Out 5
Language Pack
355 | Online ROM Flash Component firmware-ilo5-1.40-1.1.x | Integrated 1.40 1.40 B
for Linux -iLO 5 86_64.rpm Lights-Out 5
Firmware
356 | Online ROM Flash Component cp038842.exe Integrated 1.40 1.40 B
for Windows x64 - iLO 5 Lights-Out 5
Firmware
357 | Online ROM Flash Firmware ilo5_140.fwpkg Integrated 1.40 1.40 B
Package - iLO 5 Lights-Out 5
Firmware
6.2.11 Firmware — Network
No. | Description Package filename Device Pack.age Flrmwa.\re/Dnv Update
Version er version
358 | HPE Broadcom NX1 Online firmware-nic-broadcom | HP Ethernet 1Gb 2.23.10 20.14.54 BH
Firmware Upgrade Utility for -2.23.10-1.1.x86_64.rp 2-port 332i
Linux x86_64 m Adapter (22E8)
359 | HPE Broadcom NX1 Online firmware-nic-broadcom | HP Ethernet 1Gb 2.23.10 20.14.54 T
Firmware Upgrade Utility for -2.23.10-1.1.x86_64.rp 2-port 332T
Linux x86_64 m Adapter
360 | HPE Broadcom NX1 Online firmware-nic-broadcom | HP Ethernet 1Gb 2.23.10 20.14.54 BH
Firmware Upgrade Utility for -2.23.10-1.1.x86_64.rp 4-port 331FLR
Linux x86_64 m Adapter
361 | HPE Broadcom NX1 Online firmware-nic-broadcom | HP Ethernet 1Gb 2.23.10 20.14.54 B
Firmware Upgrade Utility for -2.23.10-1.1.x86_64.rp 4-port 331T
Linux x86_64 m Adapter
362 | HPE Broadcom NX1 Online firmware-nic-broadcom | HP Ethernet 1Gb 2.23.10 20.14.54 B
Firmware Upgrade Utility for -2.23.10-1.1.x86_64.rp 4-port 331i
Linux x86_64 m Adapter (22BE)
363 | HPE Broadcom NX1 Online CP036110.zip HP Ethernet 1Gb 1.24.8 20.14.54 B
Firmware Upgrade Utility for 2-port 332i
VMware Adapter (22E8)
364 | HPE Broadcom NX1 Online CP036110.zip HP Ethernet 1Gb 1.24.8 20.14.54 BH
Firmware Upgrade Utility for 2-port 332T
VMware Adapter
365 | HPE Broadcom NX1 Online CP036110.zip HP Ethernet 1Gb 1.24.8 20.14.54 B

Firmware Upgrade Utility for
VMware

4-port 331FLR
Adapter
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366 | HPE Broadcom NX1 Online CP036110.zip HP Ethernet 1Gb 1.24.8 20.14.54 B
Firmware Upgrade Utility for 4-port 331T
VMware Adapter
367 | HPE Broadcom NX1 Online CP036110.zip HP Ethernet 1Gb 1.24.8 20.14.54 B
Firmware Upgrade Utility for 4-port 331i
VMware Adapter (22BE)
368 | HPE Broadcom NX1 Online cp036111.exe HP Ethernet 1Gb 5.1.4.0 20.14.54 B
Firmware Upgrade Utility for 2-port 332i
Windows Server x64 Editions Adapter (22E8)
369 | HPE Broadcom NX1 Online cp036111.exe HP Ethernet 1Gb 5.1.4.0 20.14.54 B
Firmware Upgrade Utility for 2-port 332T
Windows Server x64 Editions Adapter
370 | HPE Broadcom NX1 Online cp036111.exe HP Ethernet 1Gb 5.1.4.0 20.14.54 B
Firmware Upgrade Utility for 4-port 331FLR
Windows Server x64 Editions Adapter
371 | HPE Broadcom NX1 Online cp036111.exe HP Ethernet 1Gb 5.1.4.0 20.14.54 BH
Firmware Upgrade Utility for 4-port 331T
Windows Server x64 Editions Adapter
372 | HPE Broadcom NX1 Online cp036111.exe HP Ethernet 1Gb 5.1.4.0 20.14.54 B
Firmware Upgrade Utility for 4-port 331i
Windows Server x64 Editions Adapter (22BE)
373 | HPE Intel Online Firmware firmware-nic-intel-1.17. | HPE Ethernet 1Gb | 1.17.17 (B) 1.2028.0 B
Upgrade Utility for Linux 17-2.1.x86_64.rpm 4-port 369i
x86_64 Adapter
374 | HPE Intel Online Firmware firmware-nic-intel-1.17. | HP Ethernet 1Gb 1.17.17 (B) 1.2028.0 BH
Upgrade Utility for Linux 17-2.1.x86_64.rpm 2-port 361T
x86_64 Adapter
375 | HPE Intel Online Firmware firmware-nic-intel-1.17. | HP Ethernet 1Gb 1.17.17 (B) 1.2028.0 B
Upgrade Utility for Linux 17-2.1.x86_64.rpm 4-port 366FLR
x86_64 Adapter
376 | HPE Intel Online Firmware firmware-nic-intel-1.17. | HP Ethernet 1Gb 1.17.17 (B) 1.2028.0 BH
Upgrade Utility for Linux 17-2.1.x86_64.rpm 4-port 366T
x86_64 Adapter
377 | HPE Intel Online Firmware firmware-nic-intel-1.17. | HPE Ethernet 1.17.17 (B) 10.4.3 B
Upgrade Utility for Linux 17-2.1.x86_64.rpm 10Gb 2-port
x86_64 562FLR-SFP+
Adapter
378 | HPE Intel Online Firmware firmware-nic-intel-1.17. | HPE Ethernet 1.17.17 (B) 10.4.4 BE
Upgrade Utility for Linux 17-2.1.x86_64.rpm 10Gb 2-port
x86_64 562FLR-T Adapter
379 | HPE Intel Online Firmware firmware-nic-intel-1.17. | HPE Ethernet 1.17.17 (B) 10.4.3 BH
Upgrade Utility for Linux 17-2.1.x86_64.rpm 10Gb 2-port
x86_64 562SFP+ Adapter
380 | HPE Intel Online Firmware firmware-nic-intel-1.17. | HPE Ethernet 1.17.17 (B) 10.4.4 T
Upgrade Utility for Linux 17-2.1.x86_64.rpm 10Gb 2-port 562T
x86_64 Adapter
381 | HPE Intel Online Firmware CP035127.zip HPE Ethernet 1Gb | 3.10.16 1.2028.0 B
Upgrade Utility for VMware 4-port 369i
Adapter
382 | HPE Intel Online Firmware CP035127.zip HP Ethernet 1Gb 3.10.16 1.2028.0 B
Upgrade Utility for VMware 2-port 361T
Adapter
383 | HPE Intel Online Firmware CP035127.zip HP Ethernet 1Gb 3.10.16 1.2028.0 B
Upgrade Utility for VMware 4-port 366FLR
Adapter
384 | HPE Intel Online Firmware CP035127.zip HP Ethernet 1Gb 3.10.16 1.2028.0 B
Upgrade Utility for VMware 4-port 366T
Adapter
385 | HPE Intel Online Firmware CP035127.zip HPE Ethernet 3.10.16 10.4.3 BH
Upgrade Utility for VMware 10Gb 2-port
562FLR-SFP+
Adapter
386 | HPE Intel Online Firmware CP035127.zip HPE Ethernet 3.10.16 10.4.4 BH
Upgrade Utility for VMware 10Gb 2-port

562FLR-T Adapter
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387 | HPE Intel Online Firmware CP035127.zip HPE Ethernet 3.10.16 10.4.3 BH
Upgrade Utility for VMware 10Gb 2-port
562SFP+ Adapter
388 | HPE Intel Online Firmware CP035127.zip HPE Ethernet 3.10.16 10.4.4 B
Upgrade Utility for VMware 10Gb 2-port 562T
Adapter
389 | HPE Intel Online Firmware cp035128.exe HPE Ethernet 1Gb | 5.1.4.0 1.2028.0 B
Upgrade Utility for Windows 4-port 369i
Server x64 Editions Adapter
390 | HPE Intel Online Firmware cp035128.exe HP Ethernet 1Gb 5.1.4.0 1.2028.0 B
Upgrade Utility for Windows 2-port 361T
Server x64 Editions Adapter
391 | HPE Intel Online Firmware cp035128.exe HP Ethernet 1Gb 5.1.4.0 1.2028.0 B
Upgrade Utility for Windows 4-port 366FLR
Server x64 Editions Adapter
392 | HPE Intel Online Firmware cp035128.exe HP Ethernet 1Gb 5.1.4.0 1.2028.0 BH
Upgrade Utility for Windows 4-port 366T
Server x64 Editions Adapter
393 | HPE Intel Online Firmware cp035128.exe HPE Ethernet 5.1.4.0 10.4.3 B
Upgrade Utility for Windows 10Gb 2-port
Server x64 Editions 562FLR-SFP+
Adapter
394 | HPE Intel Online Firmware cp035128.exe HPE Ethernet 5.1.4.0 10.4.4 BE
Upgrade Utility for Windows 10Gb 2-port
Server x64 Editions 562FLR-T Adapter
395 | HPE Intel Online Firmware cp035128.exe HPE Ethernet 5.1.4.0 10.4.3 B
Upgrade Utility for Windows 10Gb 2-port
Server x64 Editions 562SFP+ Adapter
396 | HPE Intel Online Firmware cp035128.exe HPE Ethernet 5.1.4.0 10.4.4 B
Upgrade Utility for Windows 10Gb 2-port 562T
Server x64 Editions Adapter
397 | HPE Qlogic FastLinQ Online firmware-nic-qlogic-flg- | HPE Ethernet 1.6.27 8.37.29 EH
Firmware Upgrade Utility for 1.6.27-1.1.x86_64.rpm 10Gb 2-port 521T
Linux x86_64 Adapter
398 | HPE Qlogic FastLinQ Online CP035082.zip HPE Ethernet 4.9.27 8.37.29 HFRIEBN
Firmware Upgrade Utility for 10Gb 2-port 521T
VMware Adapter
399 | HPE Qlogic FastLinQ Online cp035083.exe HPE Ethernet 5.1.4.0 8.37.29 B
Firmware Upgrade Utility for 10Gb 2-port 521T
Windows Server x64 Editions Adapter
400 | HPE Qlogic NX2 Online firmware-nic-glogic-nx2 | HP Ethernet 10Gb | 2.24.15 7.17.71 B
Firmware Upgrade Utility for -2.24.15-1.1.x86_64.rp 2-port 530SFP+
Linux x86_64 m Adapter
401 | HPE Qlogic NX2 Online firmware-nic-qlogic-nx2 | HP Ethernet 10Gb | 2.24.15 7.17.71 T
Firmware Upgrade Utility for -2.24.15-1.1.x86_64.rp 2-port 530T
Linux x86_64 m Adapter
402 | HPE Qlogic NX2 Online firmware-nic-glogic-nx2 | HPE FlexFabric 2.24.15 7.17.71 B
Firmware Upgrade Utility for -2.24.15-1.1.x86_64.rp 10Gb 2-port
Linux x86_64 m 533FLR-T Adapter
403 HPE Qlogic NX2 Online CP035912.zip HP Ethernet 10Gb | 1.24.16 7.17.71 BH
Firmware Upgrade Utility for 2-port 530SFP+
VMware Adapter
404 | HPE Qlogic NX2 Online CP035912.zip HP Ethernet 10Gb | 1.24.16 7.17.71 B
Firmware Upgrade Utility for 2-port 530T
VMware Adapter
405 HPE Qlogic NX2 Online CP035912.zip HPE FlexFabric 1.24.16 7.17.71 BH
Firmware Upgrade Utility for 10Gb 2-port
VMware 533FLR-T Adapter
406 | HPE QlLogic NX2 Online cp036015.exe HP Ethernet 10Gb | 5.1.4.0 7.17.71 BH
Firmware Upgrade Utility for 2-port 530SFP+
Windows Server x64 Editions Adapter
407 | HPE Qlogic NX2 Online cp036015.exe HP Ethernet 10Gb | 5.1.4.0 7.17.71 B
Firmware Upgrade Utility for 2-port 530T
Windows Server x64 Editions Adapter
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408 | HPE Qlogic NX2 Online cp036015.exe HPE FlexFabric 5.1.4.0 7.17.71 BH
Firmware Upgrade Utility for 10Gb 2-port
Windows Server x64 Editions 533FLR-T Adapter
409 | Online Firmware Upgrade CP038791.zip HPE Ethernet 1.0.9 (A) 14.23.8052 HEREN0
Utility (ESXi 6.0) for HPE 25Gb 2-port 640
Mellanox Ethernet only FLR-SFP28
adapters Adapter
410 | Online Firmware Upgrade CP038791.zip HPE Ethernet 1.0.9 (A) 14.23.8036 HREN
Utility (ESXi 6.0) for HPE 25Gb 2-port
Mellanox Ethernet only 640SFP28
adapters Adapter
411 | Online Firmware Upgrade CP036745.zip HPE InfiniBand 1.0.5 16.24.1000 H3R:8100
Utility (ESXi 6.0) for HPE EDR/Ethernet
Mellanox VPI (Ethernet and 100Gb 2-port
Infiniband mode) ConnectX4 841QSFP28
and ConnectX5 devices on Adapter
VMware ESXi 6.0
412 | Online Firmware Upgrade CP038792.zip HPE Ethernet 1.0.4 (A) 14.23.8036 HREN
Utility (ESXi 6.5) for HPE 25Gb 2-port
Mellanox Ethernet only 640SFP28
adapters Adapter
413 | Online Firmware Upgrade CP038792.zip HPE Ethernet 1.0.4 (A) 14.23.8052 38800
Utility (ESXi 6.5) for HPE 25Gb 2-port 640
Mellanox Ethernet only FLR-SFP28
adapters Adapter
414 | Online Firmware Upgrade CP036746.zip HPE InfiniBand 1.0.4 16.24.1000 HHEREN
Utility (ESXi 6.5) for HPE EDR/Ethernet
Mellanox VPI (Ethernet and 100Gb 2-port
Infiniband mode) ConnectX4 841QSFP28
and ConnectX5 devices on Adapter
VMware ESXi 6.5
415 | Online Firmware Upgrade CP038793.zip HPE Ethernet 1.0.0 (A) 14.23.8052 R8N0
Utility (ESXi 6.7) for HPE 25Gb 2-port 640
Mellanox Ethernet only FLR-SFP28
adapters Adapter
416 | Online Firmware Upgrade CP038793.zip HPE Ethernet 1.0.0 (A) 14.23.8036 R8N0
Utility (ESXi 6.7) for HPE 25Gb 2-port
Mellanox Ethernet only 640SFP28
adapters Adapter
417 | Online Firmware Upgrade CP035249.zip HPE InfiniBand 1.0.0 16.24.1000 HFRIEBN
Utility (ESXi 6.7) for HPE EDR/Ethernet
Mellanox VPI (Ethernet and 100Gb 2-port
Infiniband mode) ConnectX4 841QSFP28
and ConnectX5 devices on Adapter
VMware ESXi 6.7
418 | Online Firmware Upgrade firmware-nic-mellanox- HPE Ethernet 1.0.9 (A) 14.23.8052 BE
Utility (Linux x86_64) for HPE ethernet-only-1.0.9-2.1. | 25Gb 2-port 640
Mellanox Ethernet only x86_64.rpm FLR-SFP28
adapters Adapter
419 | Online Firmware Upgrade firmware-nic-mellanox- | HPE Ethernet 1.0.9 (A) 14.23.8036 B
Utility (Linux x86_64) for HPE ethernet-only-1.0.9-2.1. | 25Gb 2-port
Mellanox Ethernet only x86_64.rpm 640SFP28
adapters Adapter
420 | Online Firmware Upgrade firmware-hca-mellanox- | HPE InfiniBand 1.0.5 16.24.1000 B
Utility (Linux x86_64) for HPE vpi-connectx4-1.0.5-1.1 | EDR/Ethernet
Mellanox VPI (Ethernet and .x86_64.rpm 100Gb 2-port
Infiniband mode) ConnectX4 841QSFP28
and ConnectX5 devices on Adapter
Linux x86_64 platform
421 | Online Firmware Upgrade cp038794.exe HPE Ethernet 1.0.0.9 (A) 14.23.8052 B
Utility (Windows x64) for HPE 25Gb 2-port 640
Mellanox Ethernet only FLR-SFP28
adapters Adapter
422 | Online Firmware Upgrade cp038794.exe HPE Ethernet 1.0.0.9 (A) 14.23.8036 BH
Utility (Windows x64) for HPE 25Gb 2-port
Mellanox Ethernet only 640SFP28
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adapters Adapter
423 | Online Firmware Upgrade cp036747.exe HPE InfiniBand 1.0.0.5 16.24.1000 B
Utility (Windows x64) for HPE EDR/Ethernet
Mellanox VPI (Ethernet and 100Gb 2-port
Infiniband mode) ConnectX4 841QSFP28
and ConnectX5 devices on Adapter
Windows x86_64 platform
6.2.12 Firmware - PCle NVMe Storage Disk
No. | Description Package filename Device Pack.age Flrmwa?re/Dnv Update
Version er version
424 | Supplemental Update / Online firmware-hdd-8e8ddc5 | MTO06400KWHA | HPK1 (B) HPK1 HEREN0
ROM Flash Component for 265-HPK1-2.1.x86_64.r E
Linux (x64) - MTO01600KWHAC, | pm
MTO003200KWHAD and
MTO006400KWHAE Drives
6.2.13 Firmware - Power Management
No. | Description Package filename Device Pack.age Flrmwa.\re/Dnv Update
Version er version
425 | Online Flash for Windows x64 - | cp038067.exe Innovation Engine | 0.2.0.11 0.2.0.11 HFRIEBN
Innovation Engine Firmware for (IE) Fimware
servers using Intel Xeon
Scalable
3100/3200/4100/4200/5100/5
200/6100/6200/8100/8200
series Processors
426 | Online ROM Flash for Linux - firmware-powerpic-1.0. | Advanced Power 1.04 1.04
Advanced Power Capping 4-1.1.x86_64.rpm Capping
Microcontroller Firmware for Microcontroller
servers using Intel Xeon Firmware
Scalable
3100/4100/5100/6100/8100
series Processors
427 | Online ROM Flash for Windows | cp033359.exe Advanced Power 1.0.4 1.04
x64 - Advanced Power Capping Capping
Microcontroller Firmware for Microcontroller
servers using Intel Xeon Firmware
Scalable
3100/4100/5100/6100/8100
series Processors
428 | ROM Flash Firmware Package - PICGen10_1.0.4s.fwpkg | Genl10 Power 1.04 1.04
Advanced Power Capping Management
Microcontroller Firmware for Controller
HPE Gen10 Servers Firmware
6.2.14 Firmware - SAS Storage Disk
No. | Description Package filename Device Pack_age F|rmwa?re/Dr|v Update
Version er version
429 | Online ROM Flash Component CP037949.zip EGO00600JWEBH HPD4 HPD4 B
for VMware ESXi -
EGO00600JWEBH and
EGO00300JWEBF Drives
430 | Online ROM Flash Component CP037949.zip EGO00300JWEBF HPD4 HPD4 B
for VMware ESXi -
EGO00600JWEBH and
EGO00300JWEBF Drives
431 | Online ROM Flash Component CP037555.zip EG002400JWINT HPD2 HPD2 BH

for VMware ESXi -
EGO01800JWJNR and
EG002400JWINT Drives
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432

Online ROM Flash Component
for VMware ESXi -
EGO300JFCKA, EGO600JEMCYV,
EG0900JFCKB, and
EG1200JEMDA Drives

CP037049.zip

EG1200JEMDA

HPD6 (D)

HPD6

SBH

433

Online ROM Flash Component
for VMware ESXi -
EG1800JEMDB Drives

CP037052.zip

EG1800JEMDB

HPDS (C)

HPD5

SBH

434

Online ROM Flash Component
for VMware ESXi -
EHO00300JWCPK,
EHO00600JWCPL, and
EHOO0900JWCPN Drives

CP037055.zip

EHO00300JWCPK

HPD3 (D)

HPD3

SBH

435

Online ROM Flash Component
for VMware ESXi -
EHO00300JWCPK,
EHO00600JWCPL, and
EHOO0900JWCPN Drives

CP037055.zip

EHO00600JWCPL

HPD3 (D)

HPD3

SBH

436

Online ROM Flash Component
for VMware ESXi -
EHO00300JWCPK,
EHO00600JWCPL, and
EHOO0900JWCPN Drives

CP037055.zip

EHO00900JWCPN

HPD3 (D)

HPD3

SBH

437

Online ROM Flash Component
for VMware ESXi -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MO000800JWDKYV,
MO001600JWDLA and
MOO003200JWDLB Drives

CP037060.zip

EO000400JWDKP

HPD1 (D)

HPD1

ko

438

Online ROM Flash Component
for VMware ESXi -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MO001600JWDLA and
MOO003200JWDLB Drives

CP037060.zip

EO000800JWDKQ

HPD1 (D)

HPD1

ko

439

Online ROM Flash Component
for VMware ESXi -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives

CP037060.zip

EO001600JWDKR

HPD1 (D)

HPD1

SBH

440

Online ROM Flash Component
for VMware ESXi -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MO001600JWDLA and
MOO003200JWDLB Drives

CP037060.zip

MO000400JWDK
u

HPD1 (D)

HPD1

b
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441

Online ROM Flash Component
for VMware ESXi -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MO001600JWDLA and
MOO003200JWDLB Drives

CP037060.zip

MO000800JWDK
\"

HPD1 (D)

HPD1

SBH

442

Online ROM Flash Component
for VMware ESXi -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives

CP037060.zip

MO001600JWDLA

HPD1 (D)

HPD1

SBH

443

Online ROM Flash Component
for VMware ESXi -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives

CP037060.zip

MO0003200JWDLB

HPD1 (D)

HPD1

SBH

444

Online ROM Flash Component
for VMware ESXi -
MBO012000JWDFD Drives

CP037064.zip

MB012000JWDFD

HPD2 (B)

HPD2

FAREN0

445

Online ROM Flash Component
for VMware ESXi -
MB1000JVYZL, MB2000JVYZN,
MB3000JVYZP and
MB4000JVYZQ Drives

CP037954.zip

MB1000JVYZL

HPD3

HPD3

k)

446

Online ROM Flash Component
for VMware ESXi -
MB1000JVYZL, MB2000JVYZN,
MB3000JVYZP and
MB4000JVYZQ Drives

CP037954.zip

MB2000JVYZN

HPD3

HPD3

b

447

Online ROM Flash Component
for VMware ESXi -
MB1000JVYZL, MB2000JVYZN,
MB3000JVYZP and
MB4000JVYZQ Drives

CP037954.zip

MB4000JVYZQ

HPD3

HPD3

b

448

Online ROM Flash Component
for VMware ESXi -
MB6000JVYYV Drives

CP037072.zip

MB6000JVYYV

HPD2 (D)

HPD2

b

449

Online ROM Flash Component
for VMware ESXi -
MBB8000JFECQ Drives

CP037073.zip

MB8000JFECQ

HPD7 (C)

HPD7

SBH

450

Online ROM Flash Component
for VMware ESXi -
MM1000JEFRB and
MM?2000JEFRC Drives

CP037074.zip

MM2000JEFRC

HPDS (C)

HPD8

Sk

451

Online ROM Flash Component
for VMware ESXi -
MM1000JFITH Drives

CP037075.zip

MM1000JFITH

HPD3 (C)

HPD3

SBH

452

Online ROM Flash Component
for Windows (x64) -
EGO00600JWEBH and
EGO00300JWEBF Drives

cp037953.exe

EGO00600JWEBH

HPD4

HPD4

Sk

453

Online ROM Flash Component
for Windows (x64) -
EGO00600JWEBH and
EGO00300JWEBF Drives

cp037953.exe

EGO00300JWEBF

HPD4

HPD4

SBH
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454

Online ROM Flash Component
for Windows (x64) -
EGO01800JWJNR and
EG002400JWINT Drives

cp037554.exe

EG002400JWINT

HPD2

HPD2

SBH

455

Online ROM Flash Component
for Windows (x64) -
EG0300JFCKA, EGO600JEMCYV,
EG0900JFCKB, and
EG1200JEMDA Drives

cp037254.exe

EG1200JEMDA

HPD6 (C)

HPD6

SBH

456

Online ROM Flash Component
for Windows (x64) -
EG1800JEMDB Drives

cp037256.exe

EG1800JEMDB

HPDS5 (B)

HPD5

SBH

457

Online ROM Flash Component
for Windows (x64) -
EHO00300JWCPK,
EHO00600JWCPL, and
EHOO0900JWCPN Drives

cp037259.exe

EHO00300JWCPK

HPD3 (C)

HPD3

Sk

458

Online ROM Flash Component
for Windows (x64) -
EHO00300JWCPK,
EHO00600JWCPL, and
EHOO0900JWCPN Drives

cp037259.exe

EHO00600JWCPL

HPD3 (C)

HPD3

Sk

459

Online ROM Flash Component
for Windows (x64) -
EHO00300JWCPK,
EHO00600JWCPL, and
EHOO0900JWCPN Drives

cp037259.exe

EHOO00900JWCPN

HPD3 (C)

HPD3

k)

460

Online ROM Flash Component
for Windows (x64) -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives

cp037263.exe

EO000400JWDKP

HPD1 (C)

HPD1

k)

461

Online ROM Flash Component
for Windows (x64) -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MO003200JWDLB Drives

cp037263.exe

EO000800JWDKQ

HPD1 (C)

HPD1

b

462

Online ROM Flash Component
for Windows (x64) -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MO001600JWDLA and
MOO003200JWDLB Drives

cp037263.exe

EO001600JWDKR

HPD1 (C)

HPD1

b

463

Online ROM Flash Component
for Windows (x64) -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKY,
MOO001600JWDLA and
MOO003200JWDLB Drives

cp037263.exe

MOO000400JWDK
u

HPD1 (C)

HPD1

SBH
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464

Online ROM Flash Component
for Windows (x64) -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MO001600JWDLA and
MOO003200JWDLB Drives

cp037263.exe

MO000800JWDK
\"

HPD1 (C)

HPD1

SBH

465

Online ROM Flash Component
for Windows (x64) -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives

cp037263.exe

MO001600JWDLA

HPD1 (C)

HPD1

SBH

466

Online ROM Flash Component
for Windows (x64) -
EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives

cp037263.exe

MO0003200JWDLB

HPD1 (C)

HPD1

SBH

467

Online ROM Flash Component
for Windows (x64) -
MBO012000JWDFD Drives

cp037309.exe

MB012000JWDFD

HPD2 (B)

HPD2

FAREN0

468

Online ROM Flash Component
for Windows (x64) -
MB1000JVYZL, MB2000JVYZN,
MB3000JVYZP and
MB4000JVYZQ Drives

cp037956.exe

MB1000JVYZL

HPD3

HPD3

k)

469

Online ROM Flash Component
for Windows (x64) -
MB1000JVYZL, MB2000JVYZN,
MB3000JVYZP and
MB4000JVYZQ Drives

cp037956.exe

MB2000JVYZN

HPD3

HPD3

b

470

Online ROM Flash Component
for Windows (x64) -
MB1000JVYZL, MB2000JVYZN,
MB3000JVYZP and
MB4000JVYZQ Drives

cp037956.exe

MB4000JVYZQ

HPD3

HPD3

b

471

Online ROM Flash Component
for Windows (x64) -
MB6000JVYYV Drives

cp037290.exe

MB6000JVYYV

HPD2 (C)

HPD2

b

472

Online ROM Flash Component
for Windows (x64) -
MB8000JFECQ Drives

cp037291.exe

MB8000JFECQ

HPD7 (B)

HPD7

SBH

473

Online ROM Flash Component
for Windows (x64) -
MM1000JEFRB and
MM?2000JEFRC Drives

cp037295.exe

MM2000JEFRC

HPDS (B)

HPD8

Sk

474

Online ROM Flash Component
for Windows (x64) -
MM1000JFITH Drives

cp037296.exe

MM1000JFITH

HPD3 (B)

HPD3

SBH

475

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - EGO00600JWEBH
and EGO00300JWEBF Drives

firmware-hdd-aa9e289
524-HPD4-1.1.x86_64.r

pm

EGO00600JWEBH

HPD4

HPD4

Sk

476

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - EGO00600JWEBH
and EGO00300JWEBF Drives

firmware-hdd-aa9e289
524-HPD4-1.1.x86_64.r

pm

EGO00300JWEBF

HPD4

HPD4

SBH
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477 | Supplemental Update / Online firmware-hdd-b1c9eaf7 | EG002400JWINT HPD2 HPD2 BH
ROM Flash Component for 4c-HPD2-1.1.x86_64.rp
Linux (x64) - EGO01800JWINR m
and EG002400JWINT Drives
478 | Supplemental Update / Online firmware-hdd-ac3fda26 | EG1200JEMDA HPD6 (D) HPD6 B
ROM Flash Component for eb-HPD6-4.1.x86_64.rp
Linux (x64) - EGO300JFCKA, m
EGO600JEMCV, EGO900JFCKB,
and EG1200JEMDA Drives
479 | Supplemental Update / Online firmware-hdd-0a38b25 EG1800JEMDB HPDS5 (C) HPD5 B
ROM Flash Component for 661-HPD5-3.1.x86_64.r
Linux (x64) - EG1800JEMDB pm
Drives
480 | Supplemental Update / Online firmware-hdd-3d97759 | EHOO0900JWCPN | HPD3 (C) HPD3 B
ROM Flash Component for 111-HPD3-3.1.x86_64.r
Linux (x64) - EHO00300JWCPK, pm
EHO00600JWCPL, and
EHOO0900JWCPN Drives
481 | Supplemental Update / Online firmware-hdd-3d97759 EH000600JWCPL HPD3 (C) HPD3 B
ROM Flash Component for 111-HPD3-3.1.x86_64.r
Linux (x64) - EHO00300JWCPK, | pm
EHO00600JWCPL, and
EHOO0900JWCPN Drives
482 | Supplemental Update / Online firmware-hdd-3d97759 EH000300JWCPK HPD3 (C) HPD3 BH
ROM Flash Component for 111-HPD3-3.1.x86_64.r
Linux (x64) - EHO00300JWCPK, | pm
EHO00600JWCPL, and
EHOO0900JWCPN Drives
483 | Supplemental Update / Online firmware-hdd-5dcf26fa EO000400JWDKP HPD1 (C) HPD1 BH
ROM Flash Component for 42-HPD1-3.1.x86_64.rp
Linux (x64) - EO000400JWDKP, m
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives
484 | Supplemental Update / Online firmware-hdd-5dcf26fa EO000800JWDKQ | HPD1 (C) HPD1 B
ROM Flash Component for 42-HPD1-3.1.x86_64.rp
Linux (x64) - EO000400JWDKP, m
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives
485 | Supplemental Update / Online firmware-hdd-5dcf26fa EO001600JWDKR HPD1 (C) HPD1 B
ROM Flash Component for 42-HPD1-3.1.x86_64.rp
Linux (x64) - EO000400JWDKP, m
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MO000800JWDKYV,
MOO001600JWDLA and
MO003200JWDLB Drives
486 | Supplemental Update / Online firmware-hdd-5dcf26fa MO000400JWDK HPD1 (C) HPD1 BH
ROM Flash Component for 42-HPD1-3.1.x86_64.rp | U

Linux (x64) - EO000400JWDKP,
EO000800JWDKQ,
EO001600JWDKR,
MOO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives

m
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487 | Supplemental Update / Online firmware-hdd-5dcf26fa MOO000800JWDK HPD1 (C) HPD1 BH
ROM Flash Component for 42-HPD1-3.1.x86_64.rp | V
Linux (x64) - EO000400JWDKP, m
EO000800JWDKQ,
EO001600JWDKR,
MO000400JWDKU,
MOO000800JWDKY,
MOO001600JWDLA and
MOO003200JWDLB Drives
488 | Supplemental Update / Online firmware-hdd-5dcf26fa MOO001600JWDLA | HPD1 (C) HPD1 BH
ROM Flash Component for 42-HPD1-3.1.x86_64.rp
Linux (x64) - EO000400JWDKP, m
EO000800JWDKQ,
EO001600JWDKR,
MO000400JWDKU,
MOO000800JWDKY,
MOO001600JWDLA and
MOO003200JWDLB Drives
489 | Supplemental Update / Online firmware-hdd-5dcf26fa | MO003200JWDLB | HPD1 (C) HPD1 B
ROM Flash Component for 42-HPD1-3.1.x86_64.rp
Linux (x64) - EO000400JWDKP, m
EO000800JWDKQ,
EO001600JWDKR,
MO000400JWDKU,
MOO000800JWDKYV,
MOO001600JWDLA and
MOO003200JWDLB Drives
490 | Supplemental Update / Online firmware-hdd-aaf1014e | MB012000JWDFD | HPD2 (B) HPD2 R8N0
ROM Flash Component for de-HPD2-2.1.x86_64.rp
Linux (x64) - MB012000JWDFD m
Drives
491 | Supplemental Update / Online firmware-hdd-b85516¢ MB1000JVYZL HPD3 HPD3 BH
ROM Flash Component for 7d2-HPD3-1.1.x86_64.r
Linux (x64) - MB1000JVYZL, pm
MB2000JVYZN, MB3000JVYZP
and MB4000JVYZQ Drives
492 | Supplemental Update / Online firmware-hdd-b85516¢ MB2000JVYZN HPD3 HPD3 B
ROM Flash Component for 7d2-HPD3-1.1.x86_64.r
Linux (x64) - MB1000JVYZL, pm
MB2000JVYZN, MB3000JVYZP
and MB4000JVYZQ Drives
493 | Supplemental Update / Online firmware-hdd-b85516¢ MB4000JVYZQ HPD3 HPD3 B
ROM Flash Component for 7d2-HPD3-1.1.x86_64.r
Linux (x64) - MB1000JVYZL, pm
MB2000JVYZN, MB3000JVYZP
and MB4000JVYZQ Drives
494 | Supplemental Update / Online firmware-hdd-0595c2a8 | MB6000JVYYV HPD2 (C) HPD2 B
ROM Flash Component for 87-HPD2-3.1.x86_64.rp
Linux (x64) - MB6000JVYYV m
Drives
495 | Supplemental Update / Online firmware-hdd-252770c MBS8O000JFECQ HPD7 (B) HPD7 T
ROM Flash Component for dda-HPD7-2.1.x86_64.r
Linux (x64) - MB8000JFECQ pm
Drives
496 | Supplemental Update / Online firmware-hdd-b04257b | MM2000JEFRC HPDS (B) HPDS B
ROM Flash Component for 77b-HPD8-2.1.x86_64.r
Linux (x64) - MM1000JEFRB pm
and MM2000JEFRC Drives
497 | Supplemental Update / Online firmware-hdd-fa46c607 | MM1000JFJTH HPD3 (B) HPD3 B

ROM Flash Component for
Linux (x64) - MM1000JFJTH
Drives

d6-HPD3-2.1.x86_64.rp
m
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6.2.15 Firmware - SATA Storage Disk

No.

Description

Package filename

Device

Package
Version

Firmware/Driv
er version

Update

498

Online ROM Flash Component
for VMware ESXi -
MBO002000GWFGH and
MBO0O01000GWFGF Drives

CP036234.zip

MBO001000GWFG
F

HPG3 (C)

HPG3

Sk

499

Online ROM Flash Component
for VMware ESXi -
MBO012000GWDFE Drives

CP037063.zip

MB012000GWDF
E

HPG2 (B)

HPG2

FTAREND

500

Online ROM Flash Component
for VMware ESXi -
MB1000GVYZE, MB2000GVYZF,
MB3000GVYZH, and
MB4000GVYZK Drives

CP036240.zip

MB4000GVYZK

HPG4 (D)

HPG4

SBH

501

Online ROM Flash Component
for VMware ESXi -
MM1000GEFQV and
MM2000GEFRA Drives

CP038002.zip

MM2000GEFRA

HPGS (C)

HPG8

SBH

502

Online ROM Flash Component
for VMware ESXi -
MR000240GWFLU,
MRO0O00480GWFLYV,
VRO00480GWFMD,
MROO00960GWFMA,
VR000960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

CP037863.zip

MR000240GWFLU

HPGB (B)

HPGB

FAREN0

503

Online ROM Flash Component
for VMware ESXi -
MR000240GWFLU,
MRO0O00480GWFLYV,
VRO00480GWFMD,
MRO00960GWFMA,
VR000960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

CP037863.zip

MR0O00480GWFLV

HPGB (B)

HPGB

FTAREND

504

Online ROM Flash Component
for VMware ESXi -
MRO000240GWFLU,
MRO0O00480GWEFLYV,
VR000480GWFMD,
MROO0960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

CP037863.zip

VR000480GWFM
D

HPGB (B)

HPGB

FTAREND

505

Online ROM Flash Component
for VMware ESXi -
MR000240GWFLU,
MRO0O00480GWFLYV,
VR000480GWFMD,
MROO0960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

CP037863.zip

MRO00960GWFM
A

HPGB (B)

HPGB

FTAREN0

506

Online ROM Flash Component
for VMware ESXi -
MR0O00240GWFLU,
MRO00480GWFLYV,
VR0O00480GWFMD,
MRO0O0960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

CP037863.zip

VRO00960GWFM
E

HPGB (B)

HPGB

FTAB N0
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507

Online ROM Flash Component
for VMware ESXi -
VKO000240GWEZB,
VKO00480GWEZC,
VKOO00960GWEZD,
VKO01920GWEZE,
MKO00240GWEZF,
MKO00480GWEZH,
MKO00960GWEZK and
MKO001920GWHRU Drives

CP037861.zip

VKO000240GWEZB

HPGB (B)

HPGB

B0

508

Online ROM Flash Component
for Windows (x64) -
MB001000GWCBC and
MB002000GWCBD Drives

cp037264.exe

MB001000GWCB
C

HPG4 (E)

HPG4

b

509

Online ROM Flash Component
for Windows (x64) -
MBO001000GWFWK and
MB002000GWFWL Drives

cp037265.exe

MB002000GWFW
L

HPG4 (E)

HPG4

SBH

510

Online ROM Flash Component
for Windows (x64) -
MBO002000GWFGH and
MBO001000GWFGF Drives

cp037266.exe

MBO001000GWFG
F

HPG3 (C)

HPG3

SBH

511

Online ROM Flash Component
for Windows (x64) -
MB012000GWDFE Drives

cp037310.exe

MB012000GWDF
E

HPG2 (B)

HPG2

FRREN0

512

Online ROM Flash Component
for Windows (x64) -
MB1000GVYZE, MB2000GVYZF,
MB3000GVYZH, and
MB4000GVYZK Drives

cp037273.exe

MB4000GVYZK

HPG4 (E)

HPG4

k)

513

Online ROM Flash Component
for Windows (x64) -
MBB8000OGFECR Drives

cp036957.exe

MB800OGFECR

HPG6

HPG6

k)

514

Online ROM Flash Component
for Windows (x64) -
MM1000GEFQV and
MM2000GEFRA Drives

cp037293.exe

MM2000GEFRA

HPGS (C)

HPG8

ko

515

Online ROM Flash Component
for Windows (x64) -
MRO000240GWFLU,
MRO00480GWEFLYV,
VR000480GWFMD,
MROO0960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

cp037314.exe

MR000240GWFLU

HPGB (B)

HPGB

FRREN0

516

Online ROM Flash Component
for Windows (x64) -
MRO000240GWFLU,
MRO0O00480GWEFLYV,
VR000480GWFMD,
MROO0960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

cp037314.exe

MR0O00480GWFLV

HPGB (B)

HPGB

FTAREN0

517

Online ROM Flash Component
for Windows (x64) -
MR000240GWFLU,
MRO00480GWFLV,
VR0O00480GWFMD,
MROO0960GWFMA,
VRO00960GWFME,
MRO001920GWFMB and
VR001920GWFMC Drives

cp037314.exe

VR000480GWFM
D

HPGB (B)

HPGB

FTAB N0
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518

Online ROM Flash Component
for Windows (x64) -
MR000240GWFLU,
MRO00480GWFLV,
VR0O00480GWFMD,
MROO0960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

cp037314.exe

MRO00960GWFM
A

HPGB (B)

HPGB

B0

519

Online ROM Flash Component
for Windows (x64) -
MRO000240GWFLU,
MRO00480GWFLV,
VR000480GWFMD,
MRO00960GWFMA,
VRO00960GWFME,
MRO001920GWFMB and
VR001920GWFMC Drives

cp037314.exe

VR000960GWFM
E

HPGB (B)

HPGB

B0

520

Online ROM Flash Component
for Windows (x64) -
VK000240GWEZB,
VKO000480GWEZC,
VKO00960GWEZD,
VKO01920GWEZE,
MKO00240GWEZF,
MKOO0480GWEZH,
MKO000960GWEZK and
MKO001920GWHRU Drives

cp037315.exe

VK000240GWEZB

HPGB (B)

HPGB

B0

521

Supplemental Update / Online
ROM Flash Component for ESXi
- MB001000GWCBC and
MB002000GWCBD Drives

CP036232.zip

MB001000GWCB
C

HPG4 (D)

HPG4

ko

522

Supplemental Update / Online
ROM Flash Component for ESXi
- MB0O01000GWFWK and
MB002000GWFWL Drives

CP036233.zip

MB002000GWFW
L

HPG4 (D)

HPG4

ko

523

Supplemental Update / Online
ROM Flash Component for ESXi
- MB80OOGFECR Drives

CP036956.zip

MB800O0GFECR

HPG6

HPG6

SBH

524

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MBO01000GWCBC
and MB002000GWCBD Drives

firmware-hdd-68b12e5
4d2-HPG4-5.1.x86_64.r
pm

MB001000GWCB
C

HPG4 (E)

HPG4

b

525

Supplemental Update / Online
ROM Flash Component for
Linux (x64) -
MBO001000GWFWK and
MBO002000GWFWL Drives

firmware-hdd-bfc4af69
7b-HPG4-5.1.x86_64.rp
m

MB002000GWFW
L

HPG4 (E)

HPG4

SBH

526

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MB0O02000GWFGH
and MB0O01000GWFGF Drives

firmware-hdd-0b575b5
895-HPG3-3.1.x86_64.r
pm

MBO001000GWFG
F

HPG3 (C)

HPG3

SBH

527

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MB012000GWDFE
Drives

firmware-hdd-059b865
4a6-HPG2-2.1.x86_64.r
pm

MB012000GWDF
E

HPG2 (B)

HPG2

FTARHEND

528

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MB1000GVYZE,
MB2000GVYZF, MB3000GVYZH,
and MB4000GVYZK Drives

firmware-hdd-0a70109
18e-HPG4-5.1.x86_64.r
pm

MB4000GVYZK

HPG4 (E)

HPG4

Sk

529

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MB80OOGFECR
Drives

firmware-hdd-6d922fc9
a8-HPG6-1.1.x86_64.rp
m

MB8000GFECR

HPG6

HPG6

SBH

530

Supplemental Update / Online

firmware-hdd-ec908c36

MM2000GEFRA

HPGS (C)

HPG8

]
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ROM Flash Component for
Linux (x64) - MM1000GEFQV
and MM2000GEFRA Drives

50-HPG8-3.1.x86_64.rp
m

531

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MRO00240GWFLU,
MRO00480GWEFLYV,
VR000480GWFMD,
MROO0960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

firmware-hdd-9196d4f7
20-HPGB-2.1.x86_64.rp
m

MR000240GWFLU

HPGB (B)

HPGB

B0

532

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MRO00240GWFLU,
MRO00480GWEFLYV,
VR000480GWFMD,
MROO0960GWFMA,
VR0O00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

firmware-hdd-9196d4f7
20-HPGB-2.1.x86_64.rp
m

MRO00480GWFLV

HPGB (B)

HPGB

FTAREND

533

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MRO00240GWFLU,
MRO0O00480GWFLYV,
VR0O00480GWFMD,
MRO00960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

firmware-hdd-9196d4f7
20-HPGB-2.1.x86_64.rp
m

VR000480GWFM
D

HPGB (B)

HPGB

FTAREND

534

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MRO00240GWFLU,
MRO0O00480GWFLYV,
VR0O00480GWFMD,
MROO0960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

firmware-hdd-9196d4f7
20-HPGB-2.1.x86_64.rp
m

MRO00960GWFM
A

HPGB (B)

HPGB

FTAREND

535

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - MRO00240GWFLU,
MRO0O00480GWEFLYV,
VR0O00480GWFMD,
MRO0O0960GWFMA,
VRO00960GWFME,
MR001920GWFMB and
VR001920GWFMC Drives

firmware-hdd-9196d4f7
20-HPGB-2.1.x86_64.rp
m

VR0O00960GWFM
E

HPGB (B)

HPGB

FTAREN0

536

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - VK0O00240GWEZB,
VKO00480GWEZC,
VKO00960GWEZD,
VKO01920GWEZE,
MKO00240GWEZF,
MKOO00480GWEZH,
MKO00960GWEZK and
MK001920GWHRU Drives

firmware-hdd-3db7640
485-HPGB-2.1.x86_64.r
pm

VK000240GWEZB

HPGB (B)

HPGB

FTAREN0
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6.2.16 Firmware - Storage Controller

No.

Description

Package filename

Device

Package
Version

Firmware/Driv
er version

Update

537

Online ROM Flash Component
for VMware ESXi — HPE 12Gb/s
SAS Expander Firmware for HPE
Smart Array Controllers and
HPE HBA Controllers

CP037229.zip

HPE 12Gb SAS
Expander Card

4.21

4.21

538

Online ROM Flash Component
for VMware ESXi - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Genl0

CP037173.zip

HPE Smart Array
P816i-a SR Gen10
Controller

1.98

1.98

Sk

539

Online ROM Flash Component
for VMware ESXi - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Gen10

CP037173.zip

HPE Smart Array
P408i-a SR Gen10
Controller

1.98

1.98

Sk

540

Online ROM Flash Component
for VMware ESXi - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Genl0

CP037173.zip

HPE Smart Array
P408i-p SR Genl10
Controller

1.98

1.98

ko

541

Online ROM Flash Component
for VMware ESXi - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Gen10

CP037173.zip

HPE Smart Array
E208e-p SR Genl10
Controller

1.98

1.98

k)

542

Online ROM Flash Component
for VMware ESXi - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Genl0

CP037173.zip

HPE Smart Array
E208i-p SR Gen10
Controller

1.98

1.98

b

543

Online ROM Flash Component
for VMware ESXi - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Genl0

CP037173.zip

HPE Smart Array
E208i-a SR Gen10
Controller

1.98

1.98

SBH

544

Online ROM Flash Component
for Windows (x64) - HPE
12Gb/s SAS Expander Firmware
for HPE Smart Array Controllers
and HPE HBA Controllers

cp037678.exe

HPE 12Gb SAS
Expander Card

4.21(B)

4.21
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545

Online ROM Flash Component
for Windows (x64) - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Gen10

cp037175.exe

HPE Smart Array
P816i-a SR Gen10
Controller

1.98

1.98

SBH

546

Online ROM Flash Component
for Windows (x64) - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Genl10

cp037175.exe

HPE Smart Array
P408i-a SR Gen10
Controller

1.98

1.98

SBH

547

Online ROM Flash Component
for Windows (x64) - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Gen10

cp037175.exe

HPE Smart Array
P408i-p SR Gen10
Controller

1.98

1.98

Sk

548

Online ROM Flash Component
for Windows (x64) - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Gen10

cp037175.exe

HPE Smart Array
E208e-p SR Gen10
Controller

1.98

1.98

k)

549

Online ROM Flash Component
for Windows (x64) - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Gen10

cp037175.exe

HPE Smart Array
E208i-p SR Genl10
Controller

1.98

1.98

ko

550

Online ROM Flash Component
for Windows (x64) - HPE Smart
Array P408i-p, P408e-p,
P408i-a, P408i-c, E208i-p,
E208e-p, E208i-c, E208i-a,
P408i-sb, P408e-m, P204i-c,
P204i-b, P816i-a and P416ie-m
SR Gen10

cp037175.exe

HPE Smart Array
E208i-a SR Gen10
Controller

1.98

1.98

b

551

Supplemental Update / Online
ROM Flash Component for
Linux (x64) — HPE 12Gb/s SAS
Expander Firmware for HPE
Smart Array Controllers and
HPE HBA Controllers

firmware-smartarray-2d
e15b6882-4.21-1.1.x86
_64.rpm

HPE 12Gb SAS
Expander Card

4.21

4.21

552

Supplemental Update / Online
ROM Flash Component for
Linux (x64) - HPE Smart Array
P408i-p, P408e-p, P408i-a,
P408i-c, E208i-p, E208e-p,
E208i-c, E208i-a, P408i-sb,
P408e-m, P204i-c, P204i-b,
P816i-a and P416ie-m SR
Genl0

firmware-smartarray-f7
c07bdbbd-1.98-1.1.x86
_64.rpm

HPE Smart Array
P816i-a SR Gen10
Controller

1.98

1.98

SBH
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553 | Supplemental Update / Online firmware-smartarray-f7 | HPE Smart Array 1.98 1.98 B
ROM Flash Component for c07bdbbd-1.98-1.1.x86 | P408i-a SR Gen10
Linux (x64) - HPE Smart Array _64.rpm Controller
P408i-p, P408e-p, P408i-a,
P408i-c, E208i-p, E208e-p,
E208i-c, E208i-a, P408i-sb,
P408e-m, P204i-c, P204i-b,
P816i-a and P416ie-m SR
Genl0
554 | Supplemental Update / Online firmware-smartarray-f7 | HPE Smart Array 1.98 1.98 B
ROM Flash Component for c07bdbbd-1.98-1.1.x86 P408i-p SR Gen10
Linux (x64) - HPE Smart Array _64.rpm Controller
P408i-p, P408e-p, P408i-a,
P408i-c, E208i-p, E208e-p,
E208i-c, E208i-a, P408i-sb,
P408e-m, P204i-c, P204i-b,
P816i-a and P416ie-m SR
Genl0
555 | Supplemental Update / Online firmware-smartarray-f7 | HPE Smart Array 1.98 1.98 B
ROM Flash Component for c07bdbbd-1.98-1.1.x86 | E208e-p SR Genl0
Linux (x64) - HPE Smart Array _64.rpm Controller
P408i-p, P408e-p, P408i-a,
P408i-c, E208i-p, E208e-p,
E208i-c, E208i-a, P408i-sb,
P408e-m, P204i-c, P204i-b,
P816i-a and P416ie-m SR
Genl0
556 | Supplemental Update / Online firmware-smartarray-f7 | HPE Smart Array 1.98 1.98 BH
ROM Flash Component for c07bdbbd-1.98-1.1.x86 | E208i-p SR Gen10
Linux (x64) - HPE Smart Array _64.rpm Controller
P408i-p, P408e-p, P408i-a,
P408i-c, E208i-p, E208e-p,
E208i-c, E208i-a, P408i-sb,
P408e-m, P204i-c, P204i-b,
P816i-a and P416ie-m SR
Genl0
557 | Supplemental Update / Online firmware-smartarray-f7 | HPE Smart Array 1.98 1.98 B
ROM Flash Component for c07bdbbd-1.98-1.1.x86 | E208i-a SR Gen10
Linux (x64) - HPE Smart Array _64.rpm Controller
P408i-p, P408e-p, P408i-a,
P408i-c, E208i-p, E208e-p,
E208i-c, E208i-a, P408i-sb,
P408e-m, P204i-c, P204i-b,
P816i-a and P416ie-m SR
Genl0
6.2.17 Firmware - Storage Fibre Channel
No. | Description Package filename Device Pack.age Flrmwa.\re/Dnv Update
Version er version
558 | HPE Firmware Flash for Emulex | firmware-fc-emulex-201 | HPE StoreFabric 2019.03.01 12.0.346.9 B
Fibre Channel Host Bus 9.03.01-1.29.x86_64.rp | SN1600E 32Gb
Adapters for Linux (x64) m Dual Port Fibre
Channel Host Bus
Adapter
559 | HPE Firmware Flash for Emulex | firmware-fc-emulex-201 | HPE StoreFabric 2019.03.01 12.0.346.9 B
Fibre Channel Host Bus 9.03.01-1.29.x86_64.rp | SN1600E 32Gb
Adapters for Linux (x64) m Single Port Fibre
Channel Host Bus
Adapter
560 | HPE Firmware Flash for Emulex | firmware-fc-emulex-201 | HPE StoreFabric 2019.03.01 12.0.346.9 B

Fibre Channel Host Bus
Adapters for Linux (x64)

9.03.01-1.29.x86_64.rp
m

SN1200E 16Gb
Dual Port Fibre
Channel Host Bus
Adapter
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561 | HPE Firmware Flash for Emulex | firmware-fc-emulex-201 | HPE StoreFabric 2019.03.01 12.0.346.9 BH
Fibre Channel Host Bus 9.03.01-1.29.x86_64.rp | SN1200E 16Gb
Adapters for Linux (x64) m Single Port Fibre
Channel Host Bus
Adapter
562 | HPE Firmware Flash for Emulex CP035750.zip HPE StoreFabric 2019.03.01 12.0.346.9 BH
Fibre Channel Host Bus SN1200E 16Gb
Adapters for VMware vSphere Dual Port Fibre
6.0 Channel Host Bus
Adapter
563 | HPE Firmware Flash for Emulex CP035750.zip HPE StoreFabric 2019.03.01 12.0.346.9 BH
Fibre Channel Host Bus SN1200E 16Gb
Adapters for VMware vSphere Single Port Fibre
6.0 Channel Host Bus
Adapter
564 | HPE Firmware Flash for Emulex CP035750.zip HPE StoreFabric 2019.03.01 12.0.346.9 B
Fibre Channel Host Bus SN1600E 32Gb
Adapters for VMware vSphere Dual Port Fibre
6.0 Channel Host Bus
Adapter
565 | HPE Firmware Flash for Emulex CP035750.zip HPE StoreFabric 2019.03.01 12.0.346.9 B
Fibre Channel Host Bus SN1600E 32Gb
Adapters for VMware vSphere Single Port Fibre
6.0 Channel Host Bus
Adapter
566 | HPE Firmware Flash for Emulex CP035751.zip HPE StoreFabric 2019.03.01 12.0.346.9 B
Fibre Channel Host Bus SN1200E 16Gb
Adapters for VMware vSphere Dual Port Fibre
6.5 Channel Host Bus
Adapter
567 | HPE Firmware Flash for Emulex | CP035751.zip HPE StoreFabric 2019.03.01 12.0.346.9 EH
Fibre Channel Host Bus SN1200E 16Gb
Adapters for VMware vSphere Single Port Fibre
6.5 Channel Host Bus
Adapter
568 | HPE Firmware Flash for Emulex CP035751.zip HPE StoreFabric 2019.03.01 12.0.346.9 B
Fibre Channel Host Bus SN1600E 32Gb
Adapters for VMware vSphere Dual Port Fibre
6.5 Channel Host Bus
Adapter
569 | HPE Firmware Flash for Emulex CP035751.zip HPE StoreFabric 2019.03.01 12.0.346.9 B
Fibre Channel Host Bus SN1600E 32Gb
Adapters for VMware vSphere Single Port Fibre
6.5 Channel Host Bus
Adapter
570 | HPE Firmware Flash for Emulex CP035752.zip HPE StoreFabric 2019.03.01 12.0.346.9 B
Fibre Channel Host Bus SN1200E 16Gb
Adapters for VMware vSphere Dual Port Fibre
6.7 Channel Host Bus
Adapter
571 | HPE Firmware Flash for Emulex | CP035752.zip HPE StoreFabric 2019.03.01 12.0.346.9 EH
Fibre Channel Host Bus SN1200E 16Gb
Adapters for VMware vSphere Single Port Fibre
6.7 Channel Host Bus
Adapter
572 | HPE Firmware Flash for Emulex CP035752.zip HPE StoreFabric 2019.03.01 12.0.346.9 BH
Fibre Channel Host Bus SN1600E 32Gb
Adapters for VMware vSphere Dual Port Fibre
6.7 Channel Host Bus
Adapter
573 | HPE Firmware Flash for Emulex CP035752.zip HPE StoreFabric 2019.03.01 12.0.346.9 BH

Fibre Channel Host Bus
Adapters for VMware vSphere
6.7

SN1600E 32Gb
Single Port Fibre
Channel Host Bus
Adapter
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574 | HPE Firmware Flash for Emulex cp035754.exe HPE StoreFabric 2019.03.01 12.0.346.9 BH
Fibre Channel Host Bus SN1200E 16Gb
Adapters for Windows Dual Port Fibre
2012/2012 R2/2016/2019 x64 Channel Host Bus
Adapter
575 | HPE Firmware Flash for Emulex cp035754.exe HPE StoreFabric 2019.03.01 12.0.346.9 BH
Fibre Channel Host Bus SN1200E 16Gb
Adapters for Windows Single Port Fibre
2012/2012 R2/2016/2019 x64 Channel Host Bus
Adapter
576 | HPE Firmware Flash for Emulex cp035754.exe HPE StoreFabric 2019.03.01 12.0.346.9 BH
Fibre Channel Host Bus SN1600E 32Gb
Adapters for Windows Dual Port Fibre
2012/2012 R2/2016/2019 x64 Channel Host Bus
Adapter
577 | HPE Firmware Flash for Emulex cp035754.exe HPE StoreFabric 2019.03.01 12.0.346.9 B
Fibre Channel Host Bus SN1600E 32Gb
Adapters for Windows Single Port Fibre
2012/2012 R2/2016/2019 x64 Channel Host Bus
Adapter
578 | HPE Firmware Flash for QLogic firmware-fc-qlogic-2019 | HPE StoreFabric 2019.03.01 01.71.03 B
Fibre Channel Host Bus .03.01-1.11.x86_64.rpm | SN1100Q 16Gb
Adapters - Linux (x86_64) Dual Port Fibre
Channel Host Bus
Adapter
579 | HPE Firmware Flash for QlLogic firmware-fc-qlogic-2019 | HPE StoreFabric 2019.03.01 01.71.03 B
Fibre Channel Host Bus .03.01-1.11.x86_64.rpm | SN1100Q 16Gb
Adapters - Linux (x86_64) Single Port Fibre
Channel Host Bus
Adapter
580 | HPE Firmware Flash for QlLogic firmware-fc-qlogic-2019 | HPE StoreFabric 2019.03.01 01.71.03 B
Fibre Channel Host Bus .03.01-1.11.x86_64.rpm | SN1600Q 32Gb
Adapters - Linux (x86_64) Dual Port Fibre
Channel Host Bus
Adapter
581 | HPE Firmware Flash for QlLogic firmware-fc-qlogic-2019 | HPE StoreFabric 2019.03.01 01.71.03 B
Fibre Channel Host Bus .03.01-1.11.x86_64.rpm | SN1600Q 32Gb
Adapters - Linux (x86_64) Single Port Fibre
Channel Host Bus
Adapter
582 HPE Firmware Flash for QLogic CP035770.zip HPE StoreFabric 2019.03.01 01.71.03 T
Fibre Channel Host Bus SN1100Q 16Gb
Adapters for VMware vSphere Dual Port Fibre
6.0 Channel Host Bus
Adapter
583 HPE Firmware Flash for QLogic CP035770.zip HPE StoreFabric 2019.03.01 01.71.03 T
Fibre Channel Host Bus SN1100Q 16Gb
Adapters for VMware vSphere Single Port Fibre
6.0 Channel Host Bus
Adapter
584 | HPE Firmware Flash for QLogic CP035770.zip HPE StoreFabric 2019.03.01 01.71.03 EH
Fibre Channel Host Bus SN1600Q 32Gb
Adapters for VMware vSphere Dual Port Fibre
6.0 Channel Host Bus
Adapter
585 | HPE Firmware Flash for QlLogic CP035770.zip HPE StoreFabric 2019.03.01 01.71.03 BH
Fibre Channel Host Bus SN1600Q 32Gb
Adapters for VMware vSphere Single Port Fibre
6.0 Channel Host Bus
Adapter
586 | HPE Firmware Flash for QlLogic CP035771.zip HPE StoreFabric 2019.03.01 01.71.03 BH
Fibre Channel Host Bus SN1100Q 16Gb

Adapters for VMware vSphere
6.5

Dual Port Fibre
Channel Host Bus
Adapter
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587 | HPE Firmware Flash for QlLogic CP035771.zip HPE StoreFabric 2019.03.01 01.71.03 BH
Fibre Channel Host Bus SN1100Q 16Gb
Adapters for VMware vSphere Single Port Fibre
6.5 Channel Host Bus
Adapter
588 HPE Firmware Flash for QLogic CP035771.zip HPE StoreFabric 2019.03.01 01.71.03 BH
Fibre Channel Host Bus SN1600Q 32Gb
Adapters for VMware vSphere Dual Port Fibre
6.5 Channel Host Bus
Adapter
589 HPE Firmware Flash for QLogic CP035771.zip HPE StoreFabric 2019.03.01 01.71.03 BH
Fibre Channel Host Bus SN1600Q 32Gb
Adapters for VMware vSphere Single Port Fibre
6.5 Channel Host Bus
Adapter
590 HPE Firmware Flash for QLogic CP035772.zip HPE StoreFabric 2019.03.01 01.71.03 B
Fibre Channel Host Bus SN1100Q 16Gb
Adapters for VMware vSphere Dual Port Fibre
6.7 Channel Host Bus
Adapter
591 | HPE Firmware Flash for QlLogic CP035772.zip HPE StoreFabric 2019.03.01 01.71.03 B
Fibre Channel Host Bus SN1100Q 16Gb
Adapters for VMware vSphere Single Port Fibre
6.7 Channel Host Bus
Adapter
592 | HPE Firmware Flash for QlLogic CP035772.zip HPE StoreFabric 2019.03.01 01.71.03 B
Fibre Channel Host Bus SN1600Q 32Gb
Adapters for VMware vSphere Dual Port Fibre
6.7 Channel Host Bus
Adapter
593 | HPE Firmware Flash for QLogic CP035772.zip HPE StoreFabric 2019.03.01 01.71.03 B
Fibre Channel Host Bus SN1600Q 32Gb
Adapters for VMware vSphere Single Port Fibre
6.7 Channel Host Bus
Adapter
594 | HPE Firmware Online Flash for cp035774.exe HPE StoreFabric 2019.03.01 01.71.03 B
QLlogic Fibre Channel Host Bus SN1100Q 16Gb
Adapters - Windows Dual Port Fibre
2012/2012R2/2016/2019 Channel Host Bus
(x86_64) Adapter
595 | HPE Firmware Online Flash for cp035774.exe HPE StoreFabric 2019.03.01 01.71.03 B
QLlogic Fibre Channel Host Bus SN1100Q 16Gb
Adapters - Windows Single Port Fibre
2012/2012R2/2016/2019 Channel Host Bus
(x86_64) Adapter
596 | HPE Firmware Online Flash for cp035774.exe HPE StoreFabric 2019.03.01 01.71.03 B
QLlogic Fibre Channel Host Bus SN1600Q 32Gb
Adapters - Windows Dual Port Fibre
2012/2012R2/2016/2019 Channel Host Bus
(x86_64) Adapter
597 | HPE Firmware Online Flash for cp035774.exe HPE StoreFabric 2019.03.01 01.71.03 B
QLlogic Fibre Channel Host Bus SN1600Q 32Gb
Adapters - Windows Single Port Fibre
2012/2012R2/2016/2019 Channel Host Bus
(x86_64) Adapter
6.2.18 Firmware — System
No. | Description Package filename Device Pack‘age Flrmwa?re/Dnv Update
Version er version
598 | Firmware Package - Gen10 ISS_NVMe_BP_PIC_flas | NVMe Backplane 1.20 1.20
NVMe Backplane PIC Firmware hV1B20.fwpkg PIC
599 | Online Flash Component for firmware-nvmebackpla NVMe Backplane 1.20 (E) 1.20

Linux - Gen10 NVMe Backplane
PIC Firmware

ne-gen10-1.20-5.1.x86_

64.rpm

PIC
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600 | Online Flash Component for cp037722.exe NVMe Backplane 1.20 (D) 1.20
Windows x64 - Gen10 NVMe PIC
Backplane PIC Firmware
601 | Online Flash for Linux - firmware-ie-0.2.0.11-1. | Innovation Engine | 0.2.0.11 0.2.0.11 HEREN0
Innovation Engine Firmware for | 1.x86_64.rpm (IE) Fimware
servers using Intel Xeon
Scalable
3100/3200/4100/4200/5100/5
200/6100/6200/8100/8200
series Processors
602 | Online Flash for Linux - Server firmware-sps-04.01.04. | Server Platform 04.01.04.25 | 04.01.04.251 388100
Platform Services (SPS) 251-1.1.x86_64.rpm Services (SPS) 1
Firmware for servers using Intel Firmware
Xeon Scalable
3100/3200/4100/4200/5100/5
200/6100/6200/8100/8200
series Processors
603 | Online Flash for Windows x64 - | cp038059.exe Server Platform 04.01.04.25 | 04.01.04.251 H3R:8100
Server Platform Services (SPS) Services (SPS) 1
Firmware for servers using Intel Firmware
Xeon Scalable
3100/3200/4100/4200/5100/5
200/6100/6200/8100/8200
series Processors
604 | Online ROM Flash Component cp037497.exe Server Platform 05.00.03.10 | 05.00.03.107 | ¥#RBH0
for Windows x64 - Server Services (SPS) 7
Platform Services Firmware for Intel
Manageability Engine Firmware C242 and C...
for the Intel C242 and C246
PCH based systems
605 | Online ROM Flash for Linux - firmware-u43u44sps-05 | Server Platform 05.00.03.10 | 05.00.03.107 | FTFRBH0
Server Platform Services .00.03.107-1.1.x86_64.r | Services (SPS) 7
Manageability Engine Firmware | pm Firmware for Intel
for the Intel C242 and C246 C242 and C...
PCH based systems
606 | ROM Flash Firmware Package - | OEM.IEGen10_0.2.0.11. | Innovation Engine | 0.2.0.11 0.2.0.11 R8N0
Innovation Engine Firmware for | fwpkg (IE) Universal
servers using Intel Xeon Image
Scalable
3100/3200/4100/4200/5100/5
200/6100/6200/8100/8200
series Processors
607 | ROM Flash Firmware Package - OEM.SPSGen10_04.01. Server Platform 04.01.04.25 | 4.1.4.251 HFRIEBN
Server Platform Services (SPS) 04.251.fwpkg Services (SPS) 1
Firmware for servers using Intel Firmware
Xeon Scalable
3100/3200/4100/4200/5100/5
200/6100/6200/8100/8200
series Processors
608 | ROM Flash Firmware Package - U43U44SPS_05.00.03.1 | Server Platform 05.00.03.10 | 5.0.3.107 38800
Server Platform Services 07.fwpkg Services (SPS) 7
Manageability Engine Firmware Firmware
for the Intel C242 and C246
PCH based systems
6.2.19 Software - Lights-Out Management
No. | Description Package filename Device Pack‘age F|rmwa?re/Dr|v Update
Version er version
609 | HP Lights-Out Online hponcfg-5.4.0-0.x86_64 | - 5.4.0-0 5.4.0-0
Configuration Utility for Linux .rpm
(AMDG64/EM6AT)
610 | HP Lights-Out Online cp037416.exe - 5.3.0.0 5.3.0.0 B

Configuration Utility for
Windows x64 Editions
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6.2.20 Software - Management

No. | Description Package filename Device Pack'age Flrmwafre/DrW Update
Version er version
611 | HPE Management Bundle cp037185.zip - 2019.03.01 2019.03.01 B
Smart Component for ESXi 6.0
612 | HPE Management Bundle cp037186.zip - 2019.03.01 | 2019.03.01 B
Smart Component for ESXi 6.5
613 HPE Management Bundle cp037187.zip - 2019.03.01 2019.03.01 B
Smart Component for ESXi 6.7
6.2.21 Software - Network
No. | Description Package filename Device Pack.age Flrmwa.re/Dnv Update
Version er version
614 | HPE Intel esx-provider for cp035296.zip HP Ethernet 1Gb 2018.09.00 0.6-4.3
VMware 2-port 361T
Adapter
615 | HPE Intel esx-provider for cp035296.zip HP Ethernet 1Gb 2018.09.00 0.6-4.3
VMware 4-port 366FLR
Adapter
616 | HPE Intel esx-provider for cp035296.zip HP Ethernet 1Gb 2018.09.00 0.6-4.3
VMware 4-port 366T
Adapter
617 | HPE Intel esx-provider for cp035296.zip HPE Ethernet 2018.09.00 0.6-4.3
VMware 10Gb 2-port
562FLR-SFP+
Adapter
618 | HPE Intel esx-provider for cp035296.zip HPE Ethernet 2018.09.00 0.6-4.3
VMware 10Gb 2-port
562SFP+ Adapter
6.2.22 Software - Storage Controller
No. | Description Package filename Device Pack'age F|rmwa'\re/Dr|v Update
Version er version
619 | HPE Smart Array SR Event cp037793.exe HPE Smart Array 1.2.1.64 1.2.1.64 EH
Notification Service for P408i-a SR Gen10
Windows Server 64-bit Editions Controller
620 HPE Smart Array SR Event cp037793.exe HPE Smart Array 1.2.1.64 1.2.1.64 B
Notification Service for P408i-p SR Gen10
Windows Server 64-bit Editions Controller
621 | HPE Smart Array SR Event cp037793.exe HPE Smart Array 1.2.1.64 1.2.1.64 EH
Notification Service for P816i-a SR Gen10
Windows Server 64-bit Editions Controller
622 | HPE Smart Array SR Event cp037793.exe HPE Smart Array 1.2.1.64 1.2.1.64 B
Notification Service for E208e-p SR Genl10
Windows Server 64-bit Editions Controller
623 HPE Smart Array SR Event cp037793.exe HPE Smart Array 1.2.1.64 1.2.1.64 T
Notification Service for E208i-p SR Gen10
Windows Server 64-bit Editions Controller
624 | HPE Smart Array SR Event cp037793.exe HPE Smart Array 1.2.1.64 1.2.1.64 B
Notification Service for E208i-a SR Gen10
Windows Server 64-bit Editions Controller
6.2.23 Software - Storage Fibre Channel
No. | Description Package filename Device Pack_age Flrmwa?re/Dnv Update
Version er version
625 | Emulex Fibre Channel driver cp035757.zip HPE StoreFabric 2019.03.01 11.4.329.0-10 | B%f
component for VMware SN1200E 16Gb EM.600.0.0.2
vSphere 6.0 Dual Port Fibre 768847

Channel Host Bus
Adapter
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626 | Emulex Fibre Channel driver cp035757.zip HPE StoreFabric 2019.03.01 11.4.329.0-10 | ¥
component for VMware SN1200E 16Gb EM.600.0.0.2
vSphere 6.0 Single Port Fibre 768847
Channel Host Bus
Adapter
627 | Emulex Fibre Channel driver cp035757.zip HPE StoreFabric 2019.03.01 11.4.329.0-10 | ¥
component for VMware SN1600E 32Gb EM.600.0.0.2
vSphere 6.0 Dual Port Fibre 768847
Channel Host Bus
Adapter
628 | Emulex Fibre Channel driver cp035757.zip HPE StoreFabric 2019.03.01 11.4.329.0-10 | ¥
component for VMware SN1600E 32Gb EM.600.0.0.2
vSphere 6.0 Single Port Fibre 768847
Channel Host Bus
Adapter
629 | Emulex Fibre Channel driver cp035758.zip HPE StoreFabric 2019.03.01 12.0.257.5-10 | %[
component for VMware SN1200E 16Gb EM.650.0.0.4
vSphere 6.5 Dual Port Fibre 598673
Channel Host Bus
Adapter
630 | Emulex Fibre Channel driver cp035758.zip HPE StoreFabric 2019.03.01 12.0.257.5-10 | SB%7
component for VMware SN1200E 16Gb EM.650.0.0.4
vSphere 6.5 Single Port Fibre 598673
Channel Host Bus
Adapter
631 | Emulex Fibre Channel driver cp035758.zip HPE StoreFabric 2019.03.01 12.0.257.5-10 | SB%7
component for VMware SN1600E 32Gb EM.650.0.0.4
vSphere 6.5 Dual Port Fibre 598673
Channel Host Bus
Adapter
632 | Emulex Fibre Channel driver cp035758.zip HPE StoreFabric 2019.03.01 12.0.257.5-10 | SB%7
component for VMware SN1600E 32Gb EM.650.0.0.4
vSphere 6.5 Single Port Fibre 598673
Channel Host Bus
Adapter
633 | Emulex Fibre Channel driver cp035759.zip HPE StoreFabric 2019.03.01 12.0.257.5-10 | 883
component for VMware SN1200E 16Gb EM.670.0.0.8
vSphere 6.7 Dual Port Fibre 169922
Channel Host Bus
Adapter
634 | Emulex Fibre Channel driver cp035759.zip HPE StoreFabric 2019.03.01 12.0.257.5-10 | EB%7
component for VMware SN1200E 16Gb EM.670.0.0.8
vSphere 6.7 Single Port Fibre 169922
Channel Host Bus
Adapter
635 | Emulex Fibre Channel driver cp035759.zip HPE StoreFabric 2019.03.01 12.0.257.5-10 | 883
component for VMware SN1600E 32Gb EM.670.0.0.8
vSphere 6.7 Dual Port Fibre 169922
Channel Host Bus
Adapter
636 | Emulex Fibre Channel driver cp035759.zip HPE StoreFabric 2019.03.01 12.0.257.5-10 | 883
component for VMware SN1600E 32Gb EM.670.0.0.8
vSphere 6.7 Single Port Fibre 169922
Channel Host Bus
Adapter
637 | Qlogic Fibre Channel driver cp035767.zip HPE StoreFabric 2019.03.01 2.1.81.0-10E BH
component for VMware SN1100Q 16Gb M.600.0.0.27
vSphere 6.0 Dual Port Fibre 68847
Channel Host Bus
Adapter
638 | Qlogic Fibre Channel driver cp035767.zip HPE StoreFabric 2019.03.01 2.1.81.0-10E BH
component for VMware SN1100Q 16Gb M.600.0.0.27
vSphere 6.0 Single Port Fibre 68847

Channel Host Bus
Adapter
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639 | Qlogic Fibre Channel driver cp035767.zip HPE StoreFabric 2019.03.01 2.1.81.0-10E BH
component for VMware SN1600Q 32Gb M.600.0.0.27
vSphere 6.0 Dual Port Fibre 68847
Channel Host Bus
Adapter
640 | Qlogic Fibre Channel driver cp035767.zip HPE StoreFabric 2019.03.01 2.1.81.0-10E BH
component for VMware SN1600Q 32Gb M.600.0.0.27
vSphere 6.0 Single Port Fibre 68847
Channel Host Bus
Adapter
641 | Qlogic Fibre Channel driver cp035768.zip HPE StoreFabric 2019.03.01 2.1.81.0-10E BH
component for VMware SN1100Q 16Gb M.600.0.0.27
vSphere 6.5 Dual Port Fibre 68847
Channel Host Bus
Adapter
642 | Qlogic Fibre Channel driver cp035768.zip HPE StoreFabric 2019.03.01 2.1.81.0-10E B
component for VMware SN1100Q 16Gb M.600.0.0.27
vSphere 6.5 Single Port Fibre 68847
Channel Host Bus
Adapter
643 | Qlogic Fibre Channel driver cp035768.zip HPE StoreFabric 2019.03.01 2.1.81.0-10E B
component for VMware SN1600Q 32Gb M.600.0.0.27
vSphere 6.5 Dual Port Fibre 68847
Channel Host Bus
Adapter
644 | Qlogic Fibre Channel driver cp035768.zip HPE StoreFabric 2019.03.01 2.1.81.0-10E B
component for VMware SN1600Q 32Gb M.600.0.0.27
vSphere 6.5 Single Port Fibre 68847
Channel Host Bus
Adapter
645 | Qlogic Fibre Channel driver cp035769.zip HPE StoreFabric 2019.03.01 3.1.16.0-10E B
component for VMware SN1100Q 16Gb M.670.0.0.81
vSphere 6.7 Dual Port Fibre 69922
Channel Host Bus
Adapter
646 | Qlogic Fibre Channel driver cp035769.zip HPE StoreFabric 2019.03.01 3.1.16.0-10E B
component for VMware SN1100Q 16Gb M.670.0.0.81
vSphere 6.7 Single Port Fibre 69922
Channel Host Bus
Adapter
647 | Qlogic Fibre Channel driver cp035769.zip HPE StoreFabric 2019.03.01 3.1.16.0-10E B
component for VMware SN1600Q 32Gb M.670.0.0.81
vSphere 6.7 Dual Port Fibre 69922
Channel Host Bus
Adapter
648 | Qlogic Fibre Channel driver cp035769.zip HPE StoreFabric 2019.03.01 3.1.16.0-10E B
component for VMware SN1600Q 32Gb M.670.0.0.81
vSphere 6.7 Single Port Fibre 69922
Channel Host Bus
Adapter
6.2.24 Software - Storage Fibre Channel HBA
No. | Description Package filename Device Pack‘age Flrmwa?re/Dnv Update
Version er version
649 | Fibreutils for HPE Storage Fibre fibreutils-3.3-5.x86_64.r | HPE StoreFabric 3.3-5(c) 3.3-5 B
Channel Host Bus Adapters for pm SN1100Q 16Gb
Linux (x86_64) Dual Port Fibre
Channel Host Bus
Adapter
650 | Fibreutils for HPE Storage Fibre fibreutils-3.3-5.x86_64.r | HPE StoreFabric 3.3-5(c) 3.3-5 B
Channel Host Bus Adapters for pm SN1100Q 16Gb

Linux (x86_64)

Single Port Fibre
Channel Host Bus
Adapter
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651 | Fibreutils for HPE Storage Fibre fibreutils-3.3-5.x86_64.r | HPE StoreFabric 3.3-5(c) 3.3-5 BH
Channel Host Bus Adapters for pm SN1600Q 32Gb
Linux (x86_64) Dual Port Fibre
Channel Host Bus
Adapter
652 | Fibreutils for HPE Storage Fibre fibreutils-3.3-5.x86_64.r | HPE StoreFabric 3.3-5(c) 3.3-5 BH
Channel Host Bus Adapters for pm SN1600Q 32Gb
Linux (x86_64) Single Port Fibre
Channel Host Bus
Adapter
653 | Fibreutils for HPE Storage Fibre fibreutils-3.3-5.x86_64.r | HPE StoreFabric 3.3-5(c) 3.3-5 BH
Channel Host Bus Adapters for pm SN1200E 16Gb
Linux (x86_64) Dual Port Fibre
Channel Host Bus
Adapter
654 | Fibreutils for HPE Storage Fibre fibreutils-3.3-5.x86_64.r | HPE StoreFabric 3.3-5(c) 3.3-5 B
Channel Host Bus Adapters for pm SN1200E 16Gb
Linux (x86_64) Single Port Fibre
Channel Host Bus
Adapter
655 | Fibreutils for HPE Storage Fibre | fibreutils-3.3-5.x86_64.r | HPE StoreFabric 3.3-5(c) 3.3-5 B
Channel Host Bus Adapters for pm SN1600E 32Gb
Linux (x86_64) Dual Port Fibre
Channel Host Bus
Adapter
656 | Fibreutils for HPE Storage Fibre | fibreutils-3.3-5.x86_64.r | HPE StoreFabric 3.3-5(c) 3.3-5 B
Channel Host Bus Adapters for pm SN1600E 32Gb
Linux (x86_64) Single Port Fibre
Channel Host Bus
Adapter
657 | HPE Emulex Fibre Channel HP-CNA-FC-Emulex-Ena HPE StoreFabric 12.0.346.16 | 12.0.346.16-1. | BH
Enablement Kit for Red Hat blement-Kit-12.0.346.1 SN1200E 16Gb rhel6
Enterprise Linux 6 Server 6-1.rhel6.x86_64.rpm Dual Port Fibre
Channel Host Bus
Adapter
658 | HPE Emulex Fibre Channel HP-CNA-FC-Emulex-Ena HPE StoreFabric 12.0.346.16 | 12.0.346.16-1. | %
Enablement Kit for Red Hat blement-Kit-12.0.346.1 SN1200E 16Gb rhel6
Enterprise Linux 6 Server 6-1.rhel6.x86_64.rpm Single Port Fibre
Channel Host Bus
Adapter
659 | HPE Emulex Fibre Channel HP-CNA-FC-Emulex-Ena HPE StoreFabric 12.0.346.16 | 12.0.346.16-1. | %
Enablement Kit for Red Hat blement-Kit-12.0.346.1 SN1600E 32Gb rhel6
Enterprise Linux 6 Server 6-1.rhel6.x86_64.rpm Dual Port Fibre
Channel Host Bus
Adapter
660 | HPE Emulex Fibre Channel HP-CNA-FC-Emulex-Ena HPE StoreFabric 12.0.346.16 | 12.0.346.16-1. | %
Enablement Kit for Red Hat blement-Kit-12.0.346.1 SN1600E 32Gb rhel6
Enterprise Linux 6 Server 6-1.rhel6.x86_64.rpm Single Port Fibre
Channel Host Bus
Adapter
661 | HPE Emulex Fibre Channel HP-CNA-FC-Emulex-Ena HPE StoreFabric 12.0.346.16 | 12.0.346.16-1. | %
Enablement Kit for Red Hat blement-Kit-12.0.346.1 SN1200E 16Gb rhel7
Enterprise Linux 7 Server 6-1.rhel7.x86_64.rpm Dual Port Fibre
Channel Host Bus
Adapter
662 | HPE Emulex Fibre Channel HP-CNA-FC-Emulex-Ena | HPE StoreFabric 12.0.346.16 | 12.0.346.16-1. | EB¥f
Enablement Kit for Red Hat blement-Kit-12.0.346.1 SN1200E 16Gb rhel7
Enterprise Linux 7 Server 6-1.rhel7.x86_64.rpm Single Port Fibre
Channel Host Bus
Adapter
663 | HPE Emulex Fibre Channel HP-CNA-FC-Emulex-Ena | HPE StoreFabric 12.0.346.16 | 12.0.346.16-1. | EB¥f
Enablement Kit for Red Hat blement-Kit-12.0.346.1 SN1600E 32Gb rhel7

Enterprise Linux 7 Server

6-1.rhel7.x86_64.rpm

Dual Port Fibre
Channel Host Bus
Adapter
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664 | HPE Emulex Fibre Channel HP-CNA-FC-Emulex-Ena | HPE StoreFabric 12.0.346.16 | 12.0.346.16-1. | EB¥f
Enablement Kit for Red Hat blement-Kit-12.0.346.1 SN1600E 32Gb rhel7
Enterprise Linux 7 Server 6-1.rhel7.x86_64.rpm Single Port Fibre
Channel Host Bus
Adapter
665 | HPE Emulex Smart SAN hpe-emulex-smartsan-e | HPE StoreFabric 1.0.0.0-4 (c) | 1.0.0.0-4
Enablement Kit for Linux nablement-kit-1.0.0.0-4 | SN1200E 16Gb
.x86_64.rpm Dual Port Fibre
Channel Host Bus
Adapter
666 | HPE Emulex Smart SAN hpe-emulex-smartsan-e | HPE StoreFabric 1.0.0.0-4 (c) | 1.0.0.0-4
Enablement Kit for Linux nablement-kit-1.0.0.0-4 | SN1200E 16Gb
.x86_64.rpm Single Port Fibre
Channel Host Bus
Adapter
667 | HPE Emulex Smart SAN hpe-emulex-smartsan-e | HPE StoreFabric 1.0.0.0-4 (c) | 1.0.0.0-4
Enablement Kit for Linux nablement-kit-1.0.0.0-4 | SN1600E 32Gb
.x86_64.rpm Dual Port Fibre
Channel Host Bus
Adapter
668 | HPE Emulex Smart SAN hpe-emulex-smartsan-e | HPE StoreFabric 1.0.0.0-4 (c) | 1.0.0.0-4
Enablement Kit for Linux nablement-kit-1.0.0.0-4 | SN1600E 32Gb
.x86_64.rpm Single Port Fibre
Channel Host Bus
Adapter
669 | HPE Emulex Smart SAN cp037970.exe HPE StoreFabric 1.0.0.1 (h) 1.0.0.1 (h) B
Enablement Kit for Windows 64 SN1200E 16Gb
bit operating systems Dual Port Fibre
Channel Host Bus
Adapter
670 | HPE Emulex Smart SAN cp037970.exe HPE StoreFabric 1.0.0.1 (h) 1.0.0.1 (h) EH
Enablement Kit for Windows 64 SN1200E 16Gb
bit operating systems Single Port Fibre
Channel Host Bus
Adapter
671 | HPE Emulex Smart SAN cp037970.exe HPE StoreFabric 1.0.0.1 (h) 1.0.0.1 (h) B
Enablement Kit for Windows 64 SN1600E 32Gb
bit operating systems Dual Port Fibre
Channel Host Bus
Adapter
672 | HPE Emulex Smart SAN cp037970.exe HPE StoreFabric 1.0.0.1 (h) 1.0.0.1 (h) B
Enablement Kit for Windows 64 SN1600E 32Gb
bit operating systems Single Port Fibre
Channel Host Bus
Adapter
673 | HPE Qlogic Fibre Channel HP-CNA-FC-hpqlgc-Enab | HPE StoreFabric 6.0.0.0-4 (e) | 6.0.0.0-4 B
Enablement Kit for Linux lement-Kit-6.0.0.0-4.no | SN1600Q 32Gb
arch.rpm Dual Port Fibre
Channel Host Bus
Adapter
674 | HPE Qlogic Fibre Channel HP-CNA-FC-hpqlgc-Enab | HPE StoreFabric 6.0.0.0-4 (e) | 6.0.0.0-4 B
Enablement Kit for Linux lement-Kit-6.0.0.0-4.no | SN1600Q 32Gb
arch.rpm Single Port Fibre
Channel Host Bus
Adapter
675 | HPE Qlogic Fibre Channel HP-CNA-FC-hpqglgc-Enab | HPE StoreFabric 6.0.0.0-4 (e) | 6.0.0.0-4 B
Enablement Kit for Linux lement-Kit-6.0.0.0-4.no | SN1100Q 16Gb
arch.rpm Dual Port Fibre
Channel Host Bus
Adapter
676 | HPE Qlogic Fibre Channel HP-CNA-FC-hpqglgc-Enab | HPE StoreFabric 6.0.0.0-4 (e) | 6.0.0.0-4 B
Enablement Kit for Linux lement-Kit-6.0.0.0-4.no | SN1100Q 16Gb

arch.rpm

Single Port Fibre
Channel Host Bus
Adapter
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677 | HPE Qlogic Smart SAN hpe-glogic-smartsan-en | HPE StoreFabric 3.3-3(d) 3.3-3 B
enablement kit for Linux ablement-kit-3.3-3.x86_ | SN1100Q 16Gb
64.rpm Dual Port Fibre
Channel Host Bus
Adapter
678 | HPE QlLogic Smart SAN hpe-qglogic-smartsan-en | HPE StoreFabric 3.3-3(d) 3.3-3 B
enablement kit for Linux ablement-kit-3.3-3.x86_ | SN1100Q 16Gb
64.rpm Single Port Fibre
Channel Host Bus
Adapter
679 | HPE Qlogic Smart SAN hpe-qglogic-smartsan-en | HPE StoreFabric 3.3-3(d) 3.3-3 B
enablement kit for Linux ablement-kit-3.3-3.x86_ | SN1600Q 32Gb
64.rpm Dual Port Fibre
Channel Host Bus
Adapter
680 | HPE Qlogic Smart SAN hpe-qglogic-smartsan-en | HPE StoreFabric 3.3-3(d) 3.3-3 B
enablement kit for Linux ablement-kit-3.3-3.x86_ | SN1600Q 32Gb
64.rpm Single Port Fibre
Channel Host Bus
Adapter
681 | HPE Qlogic Smart SAN cp037804.exe HPE StoreFabric 1.0.0.1 (g) 1.0.0.1 (g) B
Enablement Kit for Windows 64 SN1100Q 16Gb
bit operating systems Dual Port Fibre
Channel Host Bus
Adapter
682 | HPE QlLogic Smart SAN cp037804.exe HPE StoreFabric 1.0.0.1 (g) 1.0.0.1 (g) B
Enablement Kit for Windows 64 SN1100Q 16Gb
bit operating systems Single Port Fibre
Channel Host Bus
Adapter
683 | HPE QlLogic Smart SAN cp037804.exe HPE StoreFabric 1.0.0.1 (g) 1.0.0.1 (g) B
Enablement Kit for Windows 64 SN1600Q 32Gb
bit operating systems Dual Port Fibre
Channel Host Bus
Adapter
684 | HPE Qlogic Smart SAN cp037804.exe HPE StoreFabric 1.0.0.1(g) 1.0.0.1 (g) B
Enablement Kit for Windows 64 SN1600Q 32Gb
bit operating systems Single Port Fibre
Channel Host Bus
Adapter
6.2.25 Software - System Management
No. | Description Package filename Device Pack.age F|rmwa?re/Dr|v Update
Version er version
685 | Agentless Management Service | amsd-1.4.0-3066.59.rhe | - 1.4.0 1.4.0-3066.59. | BE
(iLO 5) for Red Hat Enterprise 16.x86_64.rpm rhel6
Linux 6 Server
686 | Agentless Management Service | amsd-1.4.0-3066.82.rhe | - 1.4.0 1.4.0-3066.82. | B3
(iLO 5) for Red Hat Enterprise 17.x86_64.rpm rhel7
Linux 7 Server
687 | Agentless Management Service | cp036094.exe - 1.40.0.0 1.40.0.0 B
for Windows X64
688 | NVMe Drive Eject NMI Fix for cp034635.exe - 1.1.0.0 (C) 1.1.0.0 (C)
Intel Xeon Processor Scalable
Family for Windows
689 | Smart Storage Administrator ssacli-3.40-3.0.x86_64.r | - 3.40.3.0 3.40-3.0 B
(SSA) CLI for Linux 64-bit pm
690 | Smart Storage Administrator cp036452.exe - 3.40.3.0 3.40.3.0 B
(SSA) CLI for Windows 64-bit
691 | Smart Storage Administrator ssa-3.40-3.0.x86_64.rp - 3.40.3.0 3.40-3.0 BH
(SSA) for Linux 64-bit m
692 | Smart Storage Administrator cp036451.exe - 3.40.3.0 3.40.3.0 B

(SSA) for Windows 64-bit
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693 | Smart Storage Administrator ssaducli-3.40-3.0.x86_6 - 3.40.3.0 3.40-3.0 BH
Diagnostic Utility (SSADU) CLI 4.rpm
for Linux 64-bit

694 | Smart Storage Administrator cp036453.exe - 3.40.3.0 3.40.3.0 B
Diagnostic Utility (SSADU) CLI
for Windows 64-bit

6.2.26 Utility - Tools

No. | Description Package filename Device Pack'age Flrmwafre/Dnv Update

Version er version

695 | HPE Utilities Bundle Smart cp037188.zip - 2019.03.01 2019.03.01 B
Component for ESXi 6.0

696 | HPE Utilities Bundle Smart cp037189.zip - 2019.03.01 | 2019.03.01 B
Component for ESXi 6.5

697 HPE Utilities Bundle Smart cp037190.zip - 2019.03.01 2019.03.01 B

Component for ESXi 6.7
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63 Ny T—IDEBENE

Online ROM Flash Component for Linux - OEM System ROM U34
Version: 2.00_02-02-2019 (Optional)

Enhancements/New Features

+ Added support for Intel Xeon Scalable Performance 3200, 4200, 5200, 6200 and 8200 series processors.

- Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB
storage device for migration to another server.

- Added a new BIOS/Platform Configuration (RBSU) Opportunistic Self Refresh menu to Memory Options.
This option can be enabled to reduce idle system power usage, but the system may incur additional
memory latency.

- Added a new BIOS/Platform Configuration (RBSU) Memory Controller Interleaving menu to Memory
Options. This option can be used to disable memory controller interleaving which may provide more
balanced memory performance when a system is configured in an unbalanced memory configuration.

- Added a new BIOS/Platform Configuration (RBSU) for dual bifurcation (quadfurcation) of PCle Adapters
to the Advanced PCle Configuration Options. This option will allow a x16 PCle device to be bifurcated
into four x4 devices. This option would only be used for PCle Adapters that support this level of
bifurcation.

+ Updated the system thermal logic to support the latest GPU adapters.

- Updated the language translations (non-English modes) for System Utilities.

- Updated the RESTful APl HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

* This system ROM contains the latest Intel microcode that addresses an issue where the system may
experience an Uncorrected Machine Check Exception in Bank 0 with Status containing 000F0150. This
update may not address all Bank 0 machine check events with a Status containing 000F0150 but should
be used before any other further service actions for issues resulting in this Integrated Management Log
(IML) entry. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

- Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
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reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

+ Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

+ Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

+ Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

+ Addressed an issue where a USB KVM may not function properly after a system reboot.

Known Issues
* This revision of the System ROM may result in a VMware PSOD (crash) when a system is configured with
Intel Trusted eXecution Technology (TXT) enabled and the Trusted Platform Module (TPM) in TPM 1.2

Mode. This issue is only seen in certain memory configurations.

Online ROM Flash Component for Linux - System ROM U30
Version: 2.00_02-02-2019 (Optional)

Enhancements/New Features

- Added support for Intel Xeon Scalable Performance 3200, 4200, 5200, 6200 and 8200 series processors.

+ Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB
storage device for migration to another server.

+ Added a new BIOS/Platform Configuration (RBSU) Opportunistic Self Refresh menu to Memory Options.
This option can be enabled to reduce idle system power usage, but the system may incur additional
memory latency.

- Added a new BIOS/Platform Configuration (RBSU) Memory Controller Interleaving menu to Memory
Options. This option can be used to disable memory controller interleaving which may provide more
balanced memory performance when a system is configured in an unbalanced memory configuration.

- Added a new BIOS/Platform Configuration (RBSU) for dual bifurcation (quadfurcation) of PCle Adapters
to the Advanced PCle Configuration Options. This option will allow a x16 PCle device to be bifurcated
into four x4 devices. This option would only be used for PCle Adapters that support this level of
bifurcation.

+ Updated the system thermal logic to support the latest GPU adapters.

- Updated the language translations (non-English modes) for System Utilities.

+ Updated the RESTful API HPE BIOS Attribute Registry resources to match the latest BIOS/Platform
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Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

* This system ROM contains the latest Intel microcode that addresses an issue where the system may
experience an Uncorrected Machine Check Exception in Bank 0 with Status containing 000F0150. This
update may not address all Bank 0 machine check events with a Status containing 000F0150 but should
be used before any other further service actions for issues resulting in this Integrated Management Log
(IML) entry. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

- Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

- Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

- Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

+ Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

+ Addressed an issue where a USB KVM may not function properly after a system reboot.

Known Issues
+ This revision of the System ROM may result in a VMware PSOD (crash) when a system is configured with
Intel Trusted eXecution Technology (TXT) enabled and the Trusted Platform Module (TPM) in TPM 1.2

Mode. This issue is only seen in certain memory configurations.

Online ROM Flash Component for Linux - System ROM U32

Version: 2.00_02-02-2019 (Optional)
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Enhancements/New Features

+ Added support for Intel Xeon Scalable Performance 3200, 4200, 5200, 6200 and 8200 series processors.
- Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB

storage device for migration to another server.

- Added a new BIOS/Platform Configuration (RBSU) Opportunistic Self Refresh menu to Memory Options.
This option can be enabled to reduce idle system power usage, but the system may incur additional
memory latency.

- Added a new BIOS/Platform Configuration (RBSU) Memory Controller Interleaving menu to Memory
Options. This option can be used to disable memory controller interleaving which may provide more
balanced memory performance when a system is configured in an unbalanced memory configuration.

- Added a new BIOS/Platform Configuration (RBSU) for dual bifurcation (quadfurcation) of PCle Adapters
to the Advanced PCle Configuration Options. This option will allow a x16 PCle device to be bifurcated
into four x4 devices. This option would only be used for PCle Adapters that support this level of
bifurcation.

+ Updated the system thermal logic to support the latest GPU adapters.

- Updated the language translations (non-English modes) for System Utilities.

- Updated the RESTful APl HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

* This system ROM contains the latest Intel microcode that addresses an issue where the system may
experience an Uncorrected Machine Check Exception in Bank 0 with Status containing 000F0150. This
update may not address all Bank 0 machine check events with a Status containing 000F0150 but should
be used before any other further service actions for issues resulting in this Integrated Management Log
(IML) entry. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

- Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
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option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

+ Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

- Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

+ Addressed an issue where a USB KVM may not function properly after a system reboot.

Known Issues
* This revision of the System ROM may result in a VMware PSOD (crash) when a system is configured with
Intel Trusted eXecution Technology (TXT) enabled and the Trusted Platform Module (TPM) in TPM 1.2

Mode. This issue is only seen in certain memory configurations.

Online ROM Flash Component for Linux - System ROM U41
Version: 2.00_02-02-2019 (Optional)

Enhancements/New Features

+ Added support for Intel Xeon Scalable Performance 3200, 4200, 5200, 6200 and 8200 series processors.
+ Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB

storage device for migration to another server.

+ Added a new BIOS/Platform Configuration (RBSU) Opportunistic Self Refresh menu to Memory Options.
This option can be enabled to reduce idle system power usage, but the system may incur additional
memory latency.

+ Added a new BIOS/Platform Configuration (RBSU) Memory Controller Interleaving menu to Memory
Options. This option can be used to disable memory controller interleaving which may provide more
balanced memory performance when a system is configured in an unbalanced memory configuration.

+ Added a new BIOS/Platform Configuration (RBSU) for dual bifurcation (quadfurcation) of PCle Adapters
to the Advanced PCle Configuration Options. This option will allow a x16 PCle device to be bifurcated
into four x4 devices. This option would only be used for PCle Adapters that support this level of
bifurcation.

+ Updated the system thermal logic to support the latest GPU adapters.

- Updated the language translations (non-English modes) for System Utilities.

- Updated the RESTful API HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
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mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:
CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.
These security vulnerabilities are not unique to Hitachi servers.

* This system ROM contains the latest Intel microcode that addresses an issue where the system may
experience an Uncorrected Machine Check Exception in Bank O with Status containing 000F0150. This
update may not address all Bank 0 machine check events with a Status containing 000F0150 but should
be used before any other further service actions for issues resulting in this Integrated Management Log
(IML) entry. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

+ Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

- Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

- Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

- Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

- Addressed an issue where a USB KVM may not function properly after a system reboot.

Known Issues
* This revision of the System ROM may result in a VMware PSOD (crash) when a system is configured with
Intel Trusted eXecution Technology (TXT) enabled and the Trusted Platform Module (TPM) in TPM 1.2

Mode. This issue is only seen in certain memory configurations.

Online ROM Flash Component for Linux - System ROM U43
Version: 1.20_02-02-2019 (Optional)

Enhancements/New Features

- Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default

Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB
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storage device for migration to another server.
- Updated the language translations (non-English modes) for System Utilities.
- Updated the RESTful API HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

- Addressed an issue where certain Pentium processors were incorrectly showing support for SGX in
BIOS/Platform Configuration (RBSU) when they should not. Customers using an Pentium processor
with SGX enabled need to back up any SGX protected data before updating to the 1.20_01_28 2019 or
later BIOS versions.  Failure to do so will result in any SGX protected data becoming inaccessible. This
issue is not unique to Hitachi servers.

- Addressed an issue where certain PCle option cards may not train properly and cause the system to hang
during POST. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

- Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

+ Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

+ Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

+ Addressed an issue where a USB KVM may not function properly after a system reboot.
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Online ROM Flash Component for Linux - System ROM U44
Version: 1.20_02-02-2019 (Optional)

Enhancements/New Features

- Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB
storage device for migration to another server.

+ Updated the language translations (non-English modes) for System Utilities.

- Updated the RESTful API HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

+ Addressed an issue where certain Pentium processors were incorrectly showing support for SGX in
BIOS/Platform Configuration (RBSU) when they should not. Customers using an Pentium processor
with SGX enabled need to back up any SGX protected data before updating to the 1.20_01_28 2019 or
later BIOS versions. Failure to do so will result in any SGX protected data becoming inaccessible. This
issue is not unique to Hitachi servers.

- Addressed an issue where certain PCle option cards may not train properly and cause the system to hang
during POST. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

- Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

- Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

+ Addressed an issue where the system may become unresponsive during boot and experience a Red
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Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

+ Addressed an issue where a USB KVM may not function properly after a system reboot.

Online ROM Flash Component for Windows x64 - OEM System ROM U34
Version: 2.00_02-02-2019 (Optional)

Enhancements/New Features

+ Added support for Intel Xeon Scalable Performance 3200, 4200, 5200, 6200 and 8200 series processors.
- Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB

storage device for migration to another server.

- Added a new BIOS/Platform Configuration (RBSU) Opportunistic Self Refresh menu to Memory Options.
This option can be enabled to reduce idle system power usage, but the system may incur additional
memory latency.

- Added a new BIOS/Platform Configuration (RBSU) Memory Controller Interleaving menu to Memory
Options. This option can be used to disable memory controller interleaving which may provide more
balanced memory performance when a system is configured in an unbalanced memory configuration.

- Added a new BIOS/Platform Configuration (RBSU) for dual bifurcation (quadfurcation) of PCle Adapters
to the Advanced PCle Configuration Options. This option will allow a x16 PCle device to be bifurcated
into four x4 devices. This option would only be used for PCle Adapters that support this level of
bifurcation.

- Updated the system thermal logic to support the latest GPU adapters.

- Updated the language translations (non-English modes) for System Utilities.

- Updated the RESTful APl HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

* This system ROM contains the latest Intel microcode that addresses an issue where the system may
experience an Uncorrected Machine Check Exception in Bank 0 with Status containing 000F0150. This
update may not address all Bank 0 machine check events with a Status containing 000F0150 but should
be used before any other further service actions for issues resulting in this Integrated Management Log
(IML) entry. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive

when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
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This issue does not impact systems in UEFI Boot Mode.

+ Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

+ Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

+ Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

+ Addressed an issue where a USB KVM may not function properly after a system reboot.

Known Issues
* This revision of the System ROM may result in a VMware PSOD (crash) when a system is configured with
Intel Trusted eXecution Technology (TXT) enabled and the Trusted Platform Module (TPM) in TPM 1.2

Mode. This issue is only seen in certain memory configurations.

Online ROM Flash Component for Windows x64 - System ROM U30
Version: 2.00_02-02-2019 (Optional)

Enhancements/New Features

+ Added support for Intel Xeon Scalable Performance 3200, 4200, 5200, 6200 and 8200 series processors.
+ Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB

storage device for migration to another server.

+ Added a new BIOS/Platform Configuration (RBSU) Opportunistic Self Refresh menu to Memory Options.
This option can be enabled to reduce idle system power usage, but the system may incur additional
memory latency.

- Added a new BIOS/Platform Configuration (RBSU) Memory Controller Interleaving menu to Memory
Options. This option can be used to disable memory controller interleaving which may provide more
balanced memory performance when a system is configured in an unbalanced memory configuration.

+ Added a new BIOS/Platform Configuration (RBSU) for dual bifurcation (quadfurcation) of PCle Adapters
to the Advanced PCle Configuration Options. This option will allow a x16 PCle device to be bifurcated
into four x4 devices. This option would only be used for PCle Adapters that support this level of
bifurcation.

+ Updated the system thermal logic to support the latest GPU adapters.
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- Updated the language translations (non-English modes) for System Utilities.
- Updated the RESTful API HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

+ This system ROM contains the latest Intel microcode that addresses an issue where the system may
experience an Uncorrected Machine Check Exception in Bank 0 with Status containing 000F0150. This
update may not address all Bank 0 machine check events with a Status containing 000F0150 but should
be used before any other further service actions for issues resulting in this Integrated Management Log
(IML) entry. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

- Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

- Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

+ Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

+ Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

+ Addressed an issue where a USB KVM may not function properly after a system reboot.

Known Issues
+ This revision of the System ROM may result in a VMware PSOD (crash) when a system is configured with
Intel Trusted eXecution Technology (TXT) enabled and the Trusted Platform Module (TPM) in TPM 1.2

Mode. This issue is only seen in certain memory configurations.
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Online ROM Flash Component for Windows x64 - System ROM U32
Version: 2.00_02-02-2019 (Optional)

Enhancements/New Features

+ Added support for Intel Xeon Scalable Performance 3200, 4200, 5200, 6200 and 8200 series processors.

- Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB
storage device for migration to another server.

- Added a new BIOS/Platform Configuration (RBSU) Opportunistic Self Refresh menu to Memory Options.
This option can be enabled to reduce idle system power usage, but the system may incur additional
memory latency.

- Added a new BIOS/Platform Configuration (RBSU) Memory Controller Interleaving menu to Memory
Options. This option can be used to disable memory controller interleaving which may provide more
balanced memory performance when a system is configured in an unbalanced memory configuration.

- Added a new BIOS/Platform Configuration (RBSU) for dual bifurcation (quadfurcation) of PCle Adapters
to the Advanced PCle Configuration Options. This option will allow a x16 PCle device to be bifurcated
into four x4 devices. This option would only be used for PCle Adapters that support this level of
bifurcation.

+ Updated the system thermal logic to support the latest GPU adapters.

- Updated the language translations (non-English modes) for System Utilities.

- Updated the RESTful APl HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

* This system ROM contains the latest Intel microcode that addresses an issue where the system may
experience an Uncorrected Machine Check Exception in Bank 0 with Status containing 000F0150. This
update may not address all Bank 0 machine check events with a Status containing 000F0150 but should
be used before any other further service actions for issues resulting in this Integrated Management Log
(IML) entry. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

- Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
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execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

+ Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

- Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

+ Addressed an issue where a USB KVM may not function properly after a system reboot.

Known Issues
* This revision of the System ROM may result in a VMware PSOD (crash) when a system is configured with
Intel Trusted eXecution Technology (TXT) enabled and the Trusted Platform Module (TPM) in TPM 1.2

Mode. This issue is only seen in certain memory configurations.

Online ROM Flash Component for Windows x64 - System ROM U41
Version: 2.00_02-02-2019 (Optional)

Enhancements/New Features

- Added support for Intel Xeon Scalable Performance 3200, 4200, 5200, 6200 and 8200 series processors.

+ Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB
storage device for migration to another server.

- Added a new BIOS/Platform Configuration (RBSU) Opportunistic Self Refresh menu to Memory Options.
This option can be enabled to reduce idle system power usage, but the system may incur additional
memory latency.

+ Added a new BIOS/Platform Configuration (RBSU) Memory Controller Interleaving menu to Memory
Options. This option can be used to disable memory controller interleaving which may provide more
balanced memory performance when a system is configured in an unbalanced memory configuration.

+ Added a new BIOS/Platform Configuration (RBSU) for dual bifurcation (quadfurcation) of PCle Adapters
to the Advanced PCle Configuration Options. This option will allow a x16 PCle device to be bifurcated
into four x4 devices. This option would only be used for PCle Adapters that support this level of
bifurcation.

+ Updated the system thermal logic to support the latest GPU adapters.

+ Updated the language translations (non-English modes) for System Utilities.

+ Updated the RESTful API HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.
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Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

* This system ROM contains the latest Intel microcode that addresses an issue where the system may
experience an Uncorrected Machine Check Exception in Bank O with Status containing 000F0150. This
update may not address all Bank 0 machine check events with a Status containing 000F0150 but should
be used before any other further service actions for issues resulting in this Integrated Management Log
(IML) entry. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

+ Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

- Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

- Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

- Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

- Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

- Addressed an issue where a USB KVM may not function properly after a system reboot.

Known Issues
* This revision of the System ROM may result in a VMware PSOD (crash) when a system is configured with
Intel Trusted eXecution Technology (TXT) enabled and the Trusted Platform Module (TPM) in TPM 1.2

Mode. This issue is only seen in certain memory configurations.

Online ROM Flash Component for Windows x64 - System ROM U43
Version: 1.20_02-02-2019 (Optional)
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Enhancements/New Features

- Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB
storage device for migration to another server.

- Updated the language translations (non-English modes) for System Utilities.

- Updated the RESTful API HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

+ Addressed an issue where certain Pentium processors were incorrectly showing support for SGX in
BIOS/Platform Configuration (RBSU) when they should not. Customers using an Pentium processor
with SGX enabled need to back up any SGX protected data before updating to the 1.20_01_28 2019 or
later BIOS versions.  Failure to do so will result in any SGX protected data becoming inaccessible. This
issue is not unique to Hitachi servers.

- Addressed an issue where certain PCle option cards may not train properly and cause the system to hang
during POST. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

- Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

+ Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
after an operating system reboot.

+ Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.
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+ Addressed an issue where a USB KVM may not function properly after a system reboot.

Online ROM Flash Component for Windows x64 - System ROM U44
Version: 1.20_02-02-2019 (Optional)

Enhancements/New Features

- Added a new BIOS/Platform Configuration (RBSU) Backup and Restore Settings menu to System Default
Options. This option can be used to backup (save off) the current BIOS configurations settings to a USB
storage device for migration to another server.

+ Updated the language translations (non-English modes) for System Utilities.

- Updated the RESTful API HPE BIOS Attribute Registry resources to match the latest BIOS/Platform

Configuration options.

Problems Fixed

* This revision of the System ROM includes the latest revision of the UEFI EDK2 support that provides
mitigations for a variety of security vulnerabilities. The following vulnerabilities have been addressed in
this System ROM release:

CVE-2018-3613 CVE-2017-5731, CVE-2017-5732, CVE-2017-5733, CVE-2017-5734, CVE-2017-5735,
CVE-2018-3630, CVE-2018-12178, CVE-2018-12179, CVE-2018-12180, CVE-2018-12181,
CVE-2018-12182 and CVE-2018-12183.

These security vulnerabilities are not unique to Hitachi servers.

+ Addressed an issue where certain Pentium processors were incorrectly showing support for SGX in
BIOS/Platform Configuration (RBSU) when they should not. Customers using an Pentium processor
with SGX enabled need to back up any SGX protected data before updating to the 1.20_01_28 2019 or
later BIOS versions. Failure to do so will result in any SGX protected data becoming inaccessible. This
issue is not unique to Hitachi servers.

- Addressed an issue where certain PCle option cards may not train properly and cause the system to hang
during POST. This issue is not unique to Hitachi servers.

+ Addressed an issue in which the system may not properly boot to the 8GB Dual microSD Flash USB Drive
when an SD card is installed on the internal SD slot when the system is configured for Legacy Boot Mode.
This issue does not impact systems in UEFI Boot Mode.

- Addressed an issue where certain 3rd party USB drive keys may not function properly after a system
reset when the system is configured in UEFI Boot Mode.

+ Addressed an issue where firmware updates staged through the HPE RESTful API may fail to properly
execute on a subsequent boot and be marked with an exception in the iLO firmware installation queue.

- Addressed an issue where iLO virtual media may not boot properly after setting the Boot on Next Reset
option in the iLO Remote Console and Media - Virtual Media settings.

+ Addressed an issue where the AHS Download application from the System Utilities Embedded
Applications or UEFI Shell may fail to work properly with iLO firmware 1.30 or later.

+ Addressed an issue where the UEFI Shell sysconfig command may fail to set an option or become
unresponsive.

- Addressed an issue where an optional SATA DVD drive may not unlock and allow media to be ejected
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after an operating system reboot.

+ Addressed an issue where the system may become unresponsive during boot and experience a Red
Screen (RSOD) when booting in Legacy Boot mode with a SATA M.2 drive installed. This issue does not
impact systems in UEFI Boot Mode.

+ Addressed an issue where a USB KVM may not function properly after a system reboot.

Identifiers for Intel Xeon Processor Scalable Family for Windows Server 2012 R2 to Server 2019
Version: 10.1.17861.8101 (Optional)

Enhancements

Add support for device ACPI¥INTLO0QO, "Intel(R) address translation DSM interface".

HPE Broadcom NX1 1Gb Driver for Windows Server x64 Editions
Version: 214.0.0.0 (B) (Optional)

Important Note!

HPE recommends the firmware provided in HPE Broadcom NX1 Online Firmware Upgrade Utility for

Windows Server x64 Editions, version 5.1.4.0 or later, for use with this driver.

Enhancements

This driver inf file is updated to sync with latest device support list.

Supported Devices and Features

This driver supports the following network adapters:
o HP Ethernet 1Gb 4-port 331i Adapter (22BE)

o HPE Ethernet 1Gb 4-port 331FLR Adapter

o HPE Ethernet 1Gb 4-port 331T Adapter

o HP Ethernet 1Gb 2-port 332i Adapter (22E8)

o HPE Ethernet 1Gb 2-port 332T Adapter

HPE Broadcom tg3 Ethernet Drivers for Red Hat Enterprise Linux 6 x86_64
Version: 3.137y-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE NX1 Broadcom Online Firmware Upgrade Utility for Linux

x86_64, version 2.23.10 or later, for use with these drivers.

Fixes
This product fixes an issue of vunmap() BUG_ON() triggered from tg3_free_consistent().

This product now prevents scheduling while running atomic splat.

Supported Devices and Features

These drivers support the following network adapters:

o HP Ethernet 1Gb 4-port 331i Adapter (22BE)
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o HP Ethernet 1Gb 4-port 331FLR Adapter

o HP Ethernet 1Gb 4-port 331T Adapter

o HP Ethernet 1Gb 2-port 332i Adapter (22E8)
o HP Ethernet 1Gb 2-port 332T Adapter

HPE Broadcom tg3 Ethernet Drivers for Red Hat Enterprise Linux 7 x86_64
Version: 3.137y-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE NX1 Broadcom Online Firmware Upgrade Utility for Linux

x86_64, version 2.23.10 or later, for use with these drivers.

Fixes
This product fixes an issue of vunmap() BUG_ON() triggered from tg3_free_consistent().
This product now prevents scheduling while running atomic splat.

Enhancements

This product now supports Red Hat Enterprise Linux 7 Update 6.

Supported Devices and Features

These drivers support the following network adapters:
o HP Ethernet 1Gb 4-port 331i Adapter (22BE)

o HP Ethernet 1Gb 4-port 331FLR Adapter

o HP Ethernet 1Gb 4-port 331T Adapter

o HP Ethernet 1Gb 2-port 332i Adapter (22E8)

o HP Ethernet 1Gb 2-port 332T Adapter

HPE Intel i40e Drivers for Red Hat Enterprise Linux 6 x86_64
Version: 2.7.12-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

Fixes
This product fixes an issue with restoring all VF -d config on a VF reset.
This product fixes an issue with mirror rule via VF -d.
This product fixes an issue with VFD handler function prototypes.
This product fixes the issue of assuming hardware is at default settings.
This product fixes an issue of not re-initializing properly in the case of a CORE reset following a PF reset
timeout.
This product fixes an issue where an unknown NMl is received and the kernel crashes when

adding/removing a VF to namespace repeatedly.
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This product fixes an issue where running 'ifconfig ethX mtu 2000' causes a physical link down and fails to

auto-recover when 'ethtool --set-priv-flags eth2 link-down-on-close on' is set.

Enhancements
This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.
This product now provides the allow_untagged VF -d attribute.
This product now has a helper function to validate a vf based on the vf id.
This product now has a macro for checking if prog_attached exists.

This product now provides client register/unregister to prevent vsi.

Supported Devices and Features

This product supports the following network adapters:
o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

HPE Intel i40e Drivers for Red Hat Enterprise Linux 7 x86_64
Version: 2.7.12-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

Fixes
This product fixes an issue with restoring all VF -d config on a VF reset.
This product fixes an issue with mirror rule via VF -d.
This product fixes an issue with VFD handler function prototypes.
This product fixes the issue of assuming hardware is at default settings.
This product fixes an issue of not re-initializing properly in the case of a CORE reset following a PF reset
timeout.
This product fixes an issue where an unknown NMl is received and the kernel crashes when
adding/removing a VF to namespace repeatedly.
This product fixes an issue where running 'ifconfig ethX mtu 2000' causes a physical link down and fails to

auto-recover when 'ethtool --set-priv-flags eth2 link-down-on-close on' is set.

Enhancements
This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.
This product now supports Red Hat Enterprise Linux 7 Update 6.
This product now provides the allow_untagged VF -d attribute.
This product now has a helper function to validate a vf based on the vf id.
This product now has a macro for checking if prog_attached exists.

This product now provides client register/unregister to prevent vsi.
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Supported Devices and Features

This product supports the following network adapters:
o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

HPE Intel i40ea Driver for Windows Server 2012 R2
Version: 1.9.221.0 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Windows Server

x64 Editions, version 5.1.4.0 or later, for use with this driver.

Fixes
This product corrects an issue which prevents recovery of RDMA connections.
This product corrects a Windows Stop Error (BSOD) seen when RSS and the driver verifier are both
enabled.
This product corrects an issue which results in a failure to correctly set up ROCEv2 connections.

This product corrects an issue which results in a BSOD in systems with more than 256 cores.

Enhancements

This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.

Supported Devices and Features

This product supports the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter
o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

HPE Intel i40ea Driver for Windows Server 2016
Version: 1.9.221.0 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Windows Server

x64 Editions, version 5.1.4.0 or later, for use with this driver.

Fixes
This product corrects an issue which prevents recovery of RDMA connections.
This product corrects a Windows Stop Error (BSOD) seen when RSS and the driver verifier are both
enabled.
This product corrects an issue which results in a failure to correctly set up ROCEv2 connections.

This product corrects an issue which results in a BSOD in systems with more than 256 cores.

Enhancements
This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.
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Supported Devices and Features

This product supports the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter
o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

HPE Intel i40eb Driver for Windows Server 2012 R2
Version: 1.9.221.0 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Windows Server

x64 Editions, version 5.1.4.0 or later, for use with this driver.

Fixes
This product corrects an issue which prevents recovery of RDMA connections.
This product corrects a Windows Stop Error (BSOD) seen when RSS and the driver verifier are both
enabled.
This product corrects an issue which results in a failure to correctly set up ROCEv2 connections.
This product corrects an issue which results in a BSOD in systems with more than 256 cores.
This prodcut corrects an issue which results in connectivity loss if the device was only allocated 1
interrupt.
This product corrects an issue which results in a BSOD during shutdown if the device was only allocated 1
interrupt.
This product corrects an issue which results in a BSOD during RDMA traffic when the system has high

memory utilization.

Supported Devices and Features

This product supports the following network adapters:

o HPE Ethernet 1Gb 4-port 369i Adapter

HPE Intel i40eb Driver for Windows Server 2016
Version: 1.9.221.0 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Windows Server

x64 Editions, version 5.1.4.0 or later, for use with this driver.

Fixes
This product corrects an issue which prevents recovery of RDMA connections.
This product corrects a Windows Stop Error (BSOD) seen when RSS and the driver verifier are both
enabled.
This product corrects an issue which results in a failure to correctly set up ROCEv2 connections.
This product corrects an issue which results in a BSOD in systems with more than 256 cores.

This prodcut corrects an issue which results in connectivity loss if the device was only allocated 1
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interrupt.

This product corrects an issue which results in a BSOD during shutdown if the device was only allocated 1

interrupt.

This product corrects an issue which results in a BSOD during RDMA traffic when the system has high

memory utilization.

Supported Devices and Features

This product supports the following network adapters:

o HPE Ethernet 1Gb 4-port 369i Adapter

HPE Intel i40en Driver for VMware vSphere 6.0
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for VMware, version

3.10.16 or later, for use with this driver.

Fixes
This product address an issue with handling Malicious Driver Detection (MDD) events.
This product fixes an issue where SR-IOV cannot be enabled via Web Client when the driver fails to load all
PFs.

Enhancements

This product now provides support for VLAN Tag Stripping Conrol for VF drivers.

Supported Devices and Features

This product supports the following network adapters:
o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

HPE Intel i40en Driver for VMware vSphere 6.5
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE

specific CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for VMware, version

3.10.16 or later, for use with this driver.
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Fixes
This product address an issue with handling Malicious Driver Detection (MDD) events.

This product fixes an issue where SR-IOV cannot be enabled via Web Client when the driver fails to load all
PFs.

Enhancements

This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.
This product now provides support for VLAN Tag Stripping Conrol for VF drivers.

Supported Devices and Features

This product supports the following network adapters:
o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

HPE Intel i40en Driver for VMware vSphere 6.7
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for VMware, version

3.10.16 or later, for use with this driver.

Fixes
This product address an issue with handling Malicious Driver Detection (MDD) events.
This product fixes an issue where SR-IOV cannot be enabled via Web Client when the driver fails to load all
PFs.

Enhancements

This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.
This product now provides support for VLAN Tag Stripping Conrol for VF drivers.

Supported Devices and Features

This product supports the following network adapters:
o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

HPE Intel i40evf Drivers for Red Hat Enterprise Linux 6 x86_64
Version: 3.6.15-1 (Optional)
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Important Note!

Fixes

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

This product addresses a version number bump issue.

This product addresses an issue where the i40e handler of VIRTCHNL_OP_ENABLE_QUEUES does not use
rx_gqueues/tx_queues correctly.

This product addresses an issue where there is no Ethtool Stats Counter for rx_packets or tx_packets
available.

This product addresses an issue where the Flow Director ATR doesn't switch properly when a side band
SCTP rule is created.

This product addresses an issue where the VF port vlan is set with a wrong qos value and the CFl bit is

incorrecty set.

Enhancements

This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.

Supported Devices and Features

This product supports the following network adapters:
o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

HPE Intel i40evf Drivers for Red Hat Enterprise Linux 7 x86_64

Version: 3.6.15-1 (Optional)

Important Note!

Fixes

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

This product addresses a version number bump issue.

This product addresses an issue where the i40e handler of VIRTCHNL_OP_ENABLE_QUEUES does not use
rx_queues/tx_queues correctly.

This product addresses an issue where there is no Ethtool Stats Counter for rx_packets or tx_packets
available.

This product addresses an issue where the Flow Director ATR doesn't switch properly when a side band
SCTP rule is created.

This product addresses an issue where the VF port vlan is set with a wrong qos value and the CFl bit is

incorrecty set.

Enhancements

This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.
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This product now supports Red Hat Linux 7 Update 6.

Supported Devices and Features

This product supports the following network adapters:
o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

HPE Intel igb Drivers for Red Hat Enterprise Linux 6 x86_64
Version: 5.3.5.22-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

Fixes
This product addresses a driver crash with ethtool command.

This product fixes an issue with Klocwork hits.

Supported Devices and Features

These drivers support the following Intel network adapters:
o HP Ethernet 1Gb 2-port 361T Adapter

o HP Ethernet 1Gb 4-port 366FLR Adapter

o HP Ethernet 1Gb 4-port 366T Adapter

HPE Intel igb Drivers for Red Hat Enterprise Linux 7 x86_64
Version: 5.3.5.22-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

Fixes
This product addresses a driver crash with ethtool command.
This product fixes an issue with Klocwork hits.
Enhancements

This product now supports Red Hat Enterprise Linux 7 Update 6.

Supported Devices and Features

These drivers support the following Intel network adapters:
o HP Ethernet 1Gb 2-port 361T Adapter

o HP Ethernet 1Gb 4-port 366FLR Adapter

o HP Ethernet 1Gb 4-port 366T Adapter
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HPE Intel igbn Driver for VMware vSphere 6.0
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for VMware, version

3.10.16 or later, for use with this driver.

Fixes
This product addresses a driver status reporting issue which results in 3rd party management tools not
detecting the driver being loaded.

Enhancements

This product adds support for receive/transmit hang detection and recovery procedures.

Supported Devices and Features

These drivers support the following network adapters:
o HP Ethernet 1Gb 2-port 361T Adapter

o HP Ethernet 1Gb 4-port 366FLR Adapter

o HP Ethernet 1Gb 4-port 366T Adapter

HPE Intel igbn Driver for VMware vSphere 6.5
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE

specific CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for VMware, version

3.10.16 or later, for use with this driver.

Fixes
This product addresses a driver status reporting issue which results in 3rd party management tools not
detecting the driver being loaded.
This product now correctly loads on the 16th port of a 16-port device.

Enhancements

This product adds support for receive/transmit hang detection and recovery procedures.

Supported Devices and Features

These drivers support the following network adapters:

o HP Ethernet 1Gb 2-port 361T Adapter
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o HP Ethernet 1Gb 4-port 366FLR Adapter
o HP Ethernet 1Gb 4-port 366T Adapter

HPE Intel igbn Driver for VMware vSphere 6.7

Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for VMware, version

3.10.16 or later, for use with this driver.

Fixes
This product addresses a driver status reporting issue which results in 3rd party management tools not
detecting the driver being loaded.

Enhancements

This product adds support for receive/transmit hang detection and recovery procedures.

Supported Devices and Features

These drivers support the following network adapters:
o HP Ethernet 1Gb 2-port 361T Adapter

o HP Ethernet 1Gb 4-port 366FLR Adapter

o HP Ethernet 1Gb 4-port 366T Adapter

HPE Intel ixgbe Drivers for Red Hat Enterprise Linux 6 x86_64

Version: 5.5.2-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

Enhancements

This product is updated to maintain compatibility with firmware version 1.17.x.

Supported Devices and Features

These drivers support the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-T Adapter
o HPE Ethernet 10Gb 2-port 562T Adapter

HPE Intel ixgbe Drivers for Red Hat Enterprise Linux 7 x86_64

Version: 5.5.2-1 (Optional)
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Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

Enhancements
This product now supports Red Hat Enterprise Linux 7 Update 6.

This product is updated to maintain compatibility with firmware version 1.17.x.

Supported Devices and Features

These drivers support the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-T Adapter
o HPE Ethernet 10Gb 2-port 562T Adapter

HPE Intel ixgben Driver for VMware vSphere 6.0
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for VMware, version

3.10.16 or later, for use with this driver.

Fixes
This product corrects a problem where excessive logging of an issue “(unsupported) Device 10fb does not

support flow control autoneg” crashes the vCenter.

Supported Devices and Features

These drivers support the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-T Adapter
o HPE Ethernet 10Gb 2-port 562T Adapter

HPE Intel ixgben Driver for VMware vSphere 6.5
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for VMware, version

3.10.16 or later, for use with this driver.

Fixes

This product corrects a problem where excessive logging of an issue “(unsupported) Device 10fb does not
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support flow control autoneg” crashes the vCenter.

Supported Devices and Features

These drivers support the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-T Adapter
o HPE Ethernet 10Gb 2-port 562T Adapter

HPE Intel ixgben Driver for VMware vSphere 6.7
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for VMware, version

3.10.16 or later, for use with this driver.

Fixes
This product corrects a problem where excessive logging of an issue “(unsupported) Device 10fb does not

support flow control autoneg” crashes the vCenter.

Supported Devices and Features

These drivers support the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-T Adapter
o HPE Ethernet 10Gb 2-port 562T Adapter

HPE Intel ixgbevf Drivers for Red Hat Enterprise Linux 6 x86_64
Version: 4.5.1-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

Enhancements

This product is updated to maintain compatibility with firmware version 1.17.x.

Supported Devices and Features

These drivers support the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-T Adapter
o HPE Ethernet 10Gb 2-port 562T Adapter

HPE Intel ixgbevf Drivers for Red Hat Enterprise Linux 7 x86_64
Version: 4.5.1-1 (Optional)
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Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Linux x86_64,

version 1.17.17 or later, for use with these drivers.

Enhancements
This product now supports Red Hat Enterprise Linux 7 Update 6.

This product is updated to maintain compatibility with firmware version 1.17.x.

Supported Devices and Features

These drivers support the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-T Adapter
o HPE Ethernet 10Gb 2-port 562T Adapter

HPE Intel ixs Driver for Windows Server 2012 R2
Version: 3.14.132.0 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Windows Server

x64 Editions, version 5.1.4.0 or later, for use with this driver.

Fixes

This driver corrects an issue which results in incorrect counters when LSO is enabled.

This driver corrects an issue which results in spurious event log messages during firmware recovery.
Enhancements

The virtual driver for the supported devices has been moved into a separate component: HPE Intel vxs

Driver for Windows Server 2012 R2.

Supported Devices and Features

This driver supports the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-T Adapter
o HPE Ethernet 10Gb 2-port 562T Adapter

HPE Intel ixs Driver for Windows Server 2016
Version: 4.1.131.0 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Windows Server

x64 Editions, version 5.1.4.0 or later, for use with this driver.

Fixes
This driver corrects an issue which results in incorrect counters when LSO is enabled.

This driver corrects an issue which results in spurious event log messages during firmware recovery.
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Enhancements
The virtual driver for the supported devices has been moved into a separate component: HPE Intel vxs

Driver for Windows Server 2016.

Supported Devices and Features

This driver supports the following network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-T Adapter
o HPE Ethernet 10Gb 2-port 562T Adapter

HPE Intel v40e Driver for Windows Server 2012 R2
Version: 1.5.86.2 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Windows Server

x64 Editions, version 5.1.4.0 or later, for use with this driver.

Prerequisites

This driver requires host driver version 1.9.221.0 or later.

Fixes
TBD

Supported Devices and Features

This product supports the following HPE Intel i40ea network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

This product supports the following HPE Intel i40eb network adapters:

HPE Intel v40e Driver for Windows Server 2016
Version: 1.5.86.2 (Optional)

Important Note!

HPE recommends the firmware provided in HPE Intel Online Firmware Upgrade Utility for Windows Server

x64 Editions, version 5.1.4.0 or later, for use with this driver.

Prerequisites

This driver requires host driver version 1.9.221.0 or later.

Fixes

TBD

Supported Devices and Features

This product supports the following HPE Intel i40ea network adapters:
o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter
o HPE Ethernet 10Gb 2-port 562SFP+ Adapter
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This product supports the following HPE Intel i40eb network adapters:

HPE Mellanox CX4LX and CX5 Driver for Windows Server 2012 R2
Version: 2.0.19824.0 (Optional)

Fixes
This driver corrects an issue where the driver is reported as hung when heavy receive and send UDP
multicast traffic is detected.

The driver corrects an issue that causes the driver to load with a yellow bang on machines with more than

256 cores.

The driver corrects an issue where the RoCE connection fails as a result of an incorrect GID when the

Universal/Local (U/L) bit in the MAC is set to 1.

Supported Devices and Features

This driver supports the following network adapters:
o HPE Ethernet 25Gb 2-port 640SFP28 Adapter
o HPE Infiniband EDR/Ethernet 100Gb 2-port 841QSFP28 Adapter

HPE Mellanox CX4LX and CX5 Driver for Windows Server 2016
Version: 2.0.19824.0 (Optional)

Fixes
This driver corrects an issue where the driver is reported as hung when heavy receive and send UDP
multicast traffic is detected.

The driver corrects an issue that causes the driver to load with a yellow bang on machines with more than

256 cores.

The driver corrects an issue where the RoCE connection fails as a result of an incorrect GID when the

Universal/Local (U/L) bit in the MAC is set to 1.

Supported Devices and Features

This driver supports the following network adapters:
o HPE Ethernet 25Gb 2-port 640SFP28 Adapter
o HPE Infiniband EDR/Ethernet 100Gb 2-port 841QSFP28 Adapter

HPE Mellanox RoCE (RDMA over Converged Ethernet) Driver for Red Hat Enterprise Linux 6 Update 9
(x86_64)

Version: 4.4 (Recommended)

Important Note!

Mellanox Ethernet + RoCE Linux driver (mInx-ofa_kernel RPMs) supports only Ethernet mode of operation
for HPE Mellanox adapters. For customers requiring complete InfiniBand functionality or "InfiniBand +
Ethernet" modes of operation on the same node, install MLNX-OFED drivers from "Mellanox OFED VPI

Drivers and Utilities" Linux Software Delivery Repository
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Fixes

(https://downloads.linux.hpe.com/SDR/project/minx_ofed/).

The following issues have been fixed in version 4.4:

o Removed the following prints on server shutdown: "mIx5_core 0005:81:00.1:
mIx5_enter_error_state:96:(pid1): start mIx5_core 0005:81:00.1: miIx-5_enter_error_state:109:(pid1):
end"

o When bringing mix4/mix5 devices up or down, a call trace in "nvme_rdma_remove_one" or

"nvmet_rdma_remove_one" occured occassionally.

Enhancements

hanges and new features in HPE Mellanox RoCE driver version 4.4:
o Added support for additional Operating Systems:

* Red Hat Enterprise Linux 6 Update 10

* Red Hat Enterprise Linux 7 Update 5

* SUSE Linux Enterprise Server 15

Supported Devices and Features

SUPPORTED KERNELS:
The kernels of Red Hat Enterprise Linux 6 Update 9 (x86_64) supported by this binary rpm are:
2.6.32-696.¢l6 - (x86_64) and future update kernels.

HPE QLogic FastLinQ,10/25/50 GbE Drivers for Red Hat Enterprise Linux 6 x86_64

Version: 8.37.31.0-2 (Optional)

Important Note!

Fixes

HPE recommends the firmware provided in HPE QLogic FastLinQ Online Firmware Upgrade Utility for Linux

x86_64, version 1.6.26 or later, for use with these drivers.

This product fixes an issue where ged_reg_read_test messages appear while flashing firmware.

This product addresses connection drops observed in RoCE traffic when neither rocevl nor rocev2 TLVs
are defined on an Arista switch.

This product fixes an issue where the FCoE initiator does not login to a switch once the system comes up
from hibernation.

This product addresses a one time system crash seen while disabling/enabling NDIS devices.

This product fixes an issue where packets with incorrect checksums are dropped.

This product fixes an issue where the recovery process with active VFs leads to a deadlock.

This product fixes an issue where LACP TX packets from a VF bond are dropped with tx_error_drop.

This product fixes an issue where ethtool statistics are corrupted when the interface is down.

This product fixes an issue where the scan command cannot be executed when the target ID is 8 or more.
This product fixes an issue where gedf_initiate_abts crashes when accessing a stale io_req.

This product fixes an L4 iSCSI BFS LUN detection failure.
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Supported Devices and Features

This product supports the following network adapters:

o HPE Ethernet 10Gb 2-port 521T Adapter

HPE Qlogic FastLinQ 10/25/50 GbE Drivers for Red Hat Enterprise Linux 7 x86_64
Version: 8.37.31.0-2 (Optional)

Important Note!

HPE recommends the firmware provided in HPE QLogic FastLinQ Online Firmware Upgrade Utility for Linux

x86_64, version 1.6.26 or later, for use with these drivers.

Fixes
This product fixes an issue where ged_reg_read_test messages appear while flashing firmware.
This product addresses connection drops observed in RoCE traffic when neither rocevl nor rocev2 TLVs
are defined on an Arista switch.
This product fixes an issue where the FCoE initiator does not login to a switch once the system comes up
from hibernation.
This product addresses a one time system crash seen while disabling/enabling NDIS devices.
This product fixes an issue where packets with incorrect checksums are dropped.
This product fixes an issue where the recovery process with active VFs leads to a deadlock.
This product fixes an issue where LACP TX packets from a VF bond are dropped with tx_error_drop.
This product fixes an issue where ethtool statistics are corrupted when the interface is down.
This product fixes an issue where the scan command cannot be executed when the target ID is 8 or more.
This product fixes an issue where gedf_initiate_abts crashes when accessing a stale io_req.

This product fixes an L4 iSCSI BFS LUN detection failure.

Enhancements

This product now supports Red Hat Enterprise Linux 7 Update 6.

Supported Devices and Features

This product supports the following network adapters:

o HPE Ethernet 10Gb 2-port 521T Adapter

HPE Qlogic FastLinQ 10/25/50 GbE Drivers for Windows Server x64 Editions
Version: 8.37.37.0 (Optional)

Important Note!

HPE recommends the firmware provided in HPE QLogic FastLinQ Online Firmware Upgrade Utility for

Windows Server x64 Editions, version 5.1.4.0 or later, for use with these drivers.

Fixes
This driver corrects an issue which results in a pause flood when bringing up all ports.

This driver corrects an issue which results in a connection drop while using the iWARP protocol.
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This driver addresses a system crash in Windows Server 2019 which occurs during chipset driver
installation.

This driver corrects an issue where no FCoE npiv devices are enumerated.

This driver corrects an issue which prevents storage devices from enumerating on systems with more than
256 cores.

This driver corrects an issue which results in an incorrect processor being selected for queue affinity with
RSSv2.

This driver corrects an issue which the FCoE initiator does not login to the switch after the system comes
up from hibernation.

This driver corrects an issue where the value of "lovQueuePairsinUse" is greater than

"lovQueuePairCount" in Get-vmswitch cmdlet output.

Supported Devices and Features

This product supports the following network adapters:

o HPE Ethernet 10Gb 2-port 521T Adapter

HPE QLogic FastLinQ RoCE Library for Red Hat Enterprise Linux 6 Update 10
Version: 8.37.0.0-1 (Optional)

Prerequisites
HPE Qlogic FastLinQ 10/25/50GbE Drivers for Red Hat Enterprise Linux 6 x86_64, version 8.20.4.0-1 or
later, must be installed before installing this product.
The libibverb package must be installed on the target system prior to the installation of the RoCE library. If

not already present, the libibverb package can be obtained from the operating system installation media.

Enhancements

This product is updated to maintain compatibility with RoCE driver (gedr) version 8.37.25.x.

Supported Devices and Features

This product supports the following network adapters:

o HPE Ethernet 10Gb 2-port 521T Adapter

HPE QLogic FastLinQ RoCE Library for Red Hat Enterprise Linux 6 Update 9
Version: 8.37.0.0-1 (Optional)

Prerequisites
HPE Qlogic FastLinQ 10/25/50GbE Drivers for Red Hat Enterprise Linux 6 x86_64, version 8.20.4.0-1 or
later, must be installed before installing this product.
The libibverb package must be installed on the target system prior to the installation of the RoCE library. If

not already present, the libibverb package can be obtained from the operating system installation media.

Enhancements

This product is updated to maintain compatibility with RoCE driver (qedr) version 8.37.25.x.
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Supported Devices and Features

This product supports the following network adapters:

o HPE Ethernet 10Gb 2-port 521T Adapter

HPE QLogic NX2 10/20 GbE Multifunction Driver for VMware vSphere 6.0
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver

deliverable available from the vmware.com and the HPE vibsdepot.hp.com webpages, plus an HPE specific

CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE QLogic NX2 Online Firmware Upgrade Utility for VMware,

version 1.24.16 or later, for use with this driver.

Enhancements

This product adds support for VLAN modes.

Supported Devices and Features

These drivers support the following network adapters:
o HP Ethernet 10Gb 2-port 530SFP+ Adapter
o HP Ethernet 10Gb 2-port 530T Adapter

HPE QlLogic NX2 10/20 GbE Multifunction Driver for VMware vSphere 6.5
Version: 2019.03.11 (Optional)

Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver

deliverable available from the vmware.com and the HPE vibsdepot.hp.com webpages, plus an HPE specific

CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE QLogic NX2 Online Firmware Upgrade Utility for VMware,
version 1.24.16 or later, for use with this driver.

Fixes

This product addresses excessive logging to vmkernel logs.

Supported Devices and Features

These drivers support the following network adapters:
o HP Ethernet 10Gb 2-port 530SFP+ Adapter
o HP Ethernet 10Gb 2-port 530T Adapter

HPE QLogic NX2 10/20 GbE Multifunction Driver for VMware vSphere 6.7
Version: 2019.03.11 (Optional)
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Important Note!

This component is intended to be used by HPE applications. It is a zip file that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hp.com webpages, plus an HPE specific
CPOxxxxx.xml file.

HPE recommends the firmware provided in HPE QLogic NX2 Online Firmware Upgrade Utility for VMware,

version 1.24.16 or later, for use with this driver.

Fixes

This product addresses excessive logging to vmkernel logs.

Supported Devices and Features

These drivers support the following network adapters:
o HP Ethernet 10Gb 2-port 530SFP+ Adapter
o HP Ethernet 10Gb 2-port 530T Adapter

HPE QLogic NX2 10/20 GbE Multifunction Drivers for Red Hat Enterprise Linux 6 x86_64
Version: 7.14.54-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE QLogic NX2 Online Firmware Upgrade Utility for Linux

x86_64, version 2.24.15 or later, for use with these drivers.

Fixes
This product fixes an issue where VP-LAG shows down due to a STAG value of 0.

This product addresses a kernel panic seen with Rx function hash config on a disabled port.

Supported Devices and Features

These drivers support the following network adapters:
o HP Ethernet 10Gb 2-port 530SFP+ Adapter
o HP Ethernet 10Gb 2-port 530T Adapter

HPE QLogic NX2 10/20 GbE Multifunction Drivers for Red Hat Enterprise Linux 7 x86_64
Version: 7.14.54-1 (Optional)

Important Note!

HPE recommends the firmware provided in HPE QLogic NX2 Online Firmware Upgrade Utility for Linux

x86_64, version 2.24.15 or later, for use with these drivers.

Fixes

This product fixes an issue where VP-LAG shows down due to a STAG value of 0.

This product addresses a kernel panic seen with Rx function hash config on a disabled port.
Enhancements

This product now supports Red Hat Enterprise Linux 7 Update 6.

102 / 188



Supported Devices and Features

These drivers support the following network adapters:
o HP Ethernet 10Gb 2-port 530SFP+ Adapter
o HP Ethernet 10Gb 2-port 530T Adapter

HPE QLogic NX2 10/20 GbE Multifunction Drivers for Windows Server x64 Editions
Version: 7.13.161.0 (Optional)

Important Note!

HP recommends the firmware provided in HPE QLogic NX2 Online Firmware Upgrade Utility for Windows

Server x64 Editions, version 5.1.4.0 or later, for use with these drivers.

Fixes
This driver corrects an issue where warning event identifier 61 is logged after starting the OS.
This driver corrects an issue where Get-netadapterVMQ output shows the number of receive queues as 0.

This driver addresses a system crash which occurs during an iSCSI session recovery.

Supported Devices and Features

This driver supports the following network adapters:
o HP Ethernet 10Gb 2-port 530SFP+ Adapter
o HP Ethernet 10Gb 2-port 530T Adapter

HPE Smart Array S100i SR Gen10 SW RAID Driver for Windows Server 2012 R2, Windows Server 2016, and
Windows Server 2019
Version: 106.12.4.0 (Recommended)

Enhancements

Added support for AMD.

HPE ProLiant Gen10 Smart Array Controller (64-bit) Driver for Red Hat Enterprise Linux 6 (64-bit)
Version: 1.2.4-065 (Recommended)

Fixes

Fixes the following issues:

o Kernel panic may occur during device discovery state.

Supported Devices and Features

SUPPORTED KERNELS:

The kernels of Red Hat Enterprise Linux 6 (64-bit) supported by this driver rpm are:
2.6.32-696.¢el6 - Red Hat Enterprise Linux 6 Update 9(64-bit) and future errata kernels for update 9.

HPE ProLiant Gen10 Smart Array Controller (64-bit) Driver for Red Hat Enterprise Linux 7 (64-bit)
Version: 1.2.4-065 (Recommended)
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Fixes

Fixes the following issues:

o Kernel panic may occur during device discovery state.

o System could stop responding after a Logical Volume access failure

Enhancements

o Added support for Red Hat Enterprise Linux 7.6

Supported Devices and Features
SUPPORTED KERNELS:

The kernels of Red Hat Enterprise Linux7 (64-bit) supported by this binary rpm are:
3.10.0-862.el7- Red Hat Enterprise Linux 7 Update 5 (64-bit) and future errata kernels for update 5.
3.10.0-957.el7- Red Hat Enterprise Linux 7 Update 6 (64-bit) and future errata kernels for update 6.

HPE ProLiant Gen10 Smart Array Controller Driver for VMware vSphere 6.0 (Driver Component).
Version: 2019.03.12 (Recommended)

Important Note!

This component is intended to be used by HPE applications. It is a zip that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hp.com webpages, plus an HPE specific

CPXXXX.xml file.
Fixes

Fixes the following issues

o While in multipath, driver could go offline when the active path is removed.

o Incorrect SAS address is displayed under multipath information for MSA attached arrays.

o Disk might become unresponsive after a vSphere Quick Boot.

o Driver unload could failed after an expander device is removed.

o PSOD could be observe while performing a hard drive hot remove/re-insert.

o PSOD might occur after lockup followed by an ESXI shell reboot.

o Crash dump might not be generated in a NUMA machine.

o While performing array creation and deletion a PSOD could be observe after two controller lockup.

o Drivers could go offline during running time when DMA memory is not available

HPE ProLiant Gen10 Smart Array Controller Driver for VMware vSphere 6.5 (Driver Component).
Version: 2019.03.12 (Recommended)

Important Note!

This component is intended to be used by HPE applications. It is a zip that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hp.com webpages, plus an HPE specific

CPXXXX.xml file.
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Fixes

Fixes the following issues

o While in multipath, driver could go offline when the active path is removed.

o Incorrect SAS address is displayed under multipath information for MSA attached arrays.

o Disk might become unresponsive after a vSphere Quick Boot.

o Driver unload could failed after an expander device is removed.

o PSOD could be observe while performing a hard drive hot remove/re-insert.

0 PSOD might occur after lockup followed by an ESXI shell reboot.

o Crash dump might not be generated in a NUMA machine.

o While performing array creation and deletion a PSOD could be observe after two controller lockup.

o Drivers could go offline during running time when DMA memory is not available

HPE ProLiant Gen10 Smart Array Controller Driver for VMware vSphere 6.7 (Driver Component).
Version: 2019.03.12 (Recommended)

Important Note!

This component is intended to be used by HPE applications. It is a zip that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hp.com webpages, plus an HPE specific

CPXXXX.xml file.
Fixes

Fixes the following issues

o While in multipath, driver could go offline when the active path is removed.

o Incorrect SAS address is displayed under multipath information for MSA attached arrays.

o Disk might become unresponsive after a vSphere Quick Boot.

o Driver unload could failed after an expander device is removed.

o PSOD could be observe while performing a hard drive hot remove/re-insert.

o PSOD might occur after lockup followed by an ESXI shell reboot.

o Crash dump might not be generated in a NUMA machine.

o While performing array creation and deletion a PSOD could be observe after two controller lockup.

o Drivers could go offline during running time when DMA memory is not available

HPE Smart Array Gen10 Controller Driver for Windows Server 2012 R2, Windows Server 2016, and Windows
Server 2019
Version: 106.84.2.64 (Recommended)

Fixes

o Improved integration with Smart Update Manager
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HPE Storage Fibre Channel Adapter Kit for the x64 Emulex Storport Driver for Windows 2012, Windows
2012R2 and Windows 2016
Version: 12.0.318.0 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric Emulex Adapters Release Notes

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Enhancements
Updated to driver version 12.0.318.0
Added the following support:
o Added duration support for the Link Cable Beacon command. This avoids situations in which the blinking
of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop
the blinking.
Removed the raw driver file folder. The raw driver files can be obtained by extracting the Smart
Component and then extracting the Emulex installer. Use this command:
elxdrvr-fc-version.exe /g2 extract=2
The extracted files are located:
C:¥Users¥Administrator¥Documents¥Emulex¥Drivers¥FC-version
Each kit folder has subsequent architecture folders with subsequent OS folders. For example,

C:¥Users¥Administrator¥Documents¥Emulex¥Drivers¥FC-version¥x64¥win2012

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
o HPE StoreFabric SN1200E 16Gb 2P FC HBA

o HPE StoreFabric SN1200E 16Gb 1P FC HBA
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o HPE StoreFabric SN1600E 32Gb 2p FC HBA
o HPE StoreFabric SN1600E 32Gb 1p FC HBA

HPE Storage Fibre Channel Adapter Kit for the x64 QLogic Storport Driver for Windows Server 2012 and 2012

R2

Version: 9.2.9.22 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric QLogic Adapters Release Notes

Prerequisites

Fixes

Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Fixed the following:

o Build environment using QSpectre compiler switch
o Request FDMI Data Change from drivers

o fcinfo /diag, and continual busy status failures.

o Qlogic Windows 12300.cat file is missing the OS attribute for Windows 2012R2

Enhancements

Added support for following:

o Added OEM IDs and friendly names

o Updated RISC FW to version 8.08.01

o Added qglservice for W2K19 Universal Driver Changes

o Added PID addressing mode support for ElsPassThru when used to send Echo to switch

Updated the driver to version 9.2.9.22

Supported Devices and Features

This driver supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

HPE Storage Fibre Channel Adapter Kit for the x64 QLogic Storport Driver for Windows Server 2016

Version: 9.2.9.22 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric QLogic Adapters Release Notes
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Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Fixes
Fixed the following:
o Build environment using QSpectre compiler switch
o Request FDMI Data Change from drivers
o fcinfo /diag, and continual busy status failures.
Enhancements

Added support for following:

o Added OEM IDs and friendly names

o Updated RISC FW to version 8.08.01

o Added qglservice for W2K19 Universal Driver Changes

o Added PID addressing mode support for ElsPassThru when used to send Echo to switch

Driver version 9.2.9.22

Supported Devices and Features

This driver supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

HPE Storage Fibre Channel Adapter Kit for the x64 QLogic Storport Driver for Windows Server 2019

Version: 9.2.9.22 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric QLogic Adapters Release Notes

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Fixes
Fixed the following:
o Build environment using QSpectre compiler switch
o Request FDMI Data Change from drivers
o fcinfo /diag, and continual busy status failures.
Enhancements

Added support for following:
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o Added OEM IDs and friendly names

o Updated RISC FW to version 8.08.01

o Added glservice for W2K19 Universal Driver Changes

o Added PID addressing mode support for ElsPassThru when used to send Echo to switch

Driver version 9.2.9.22

Supported Devices and Features

This driver supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

Red Hat Enterprise Linux 6 Server (x86-64) FC Driver Kit for HPE Qlogic and mezzanine Host Bus Adapters
Version: 8.08.00.08.06.0-k10 (Recommended)

Important Note!

Release Notes
HPE StoreFabric QLogic Adapters Release Notes
Note: The rpm base-name for the QLogic driver has been changed to "qlgc". Upgrades from the earlier

"hpglgc" driver are supported.

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Fixes
Fixed the following:
0 Snoop inquiry response atleast 168 bytes to determine proprietary DIF
o Disable standard DIF for arrays advertising proprietary DIF.
o Reset PROTECT bit only in standard INQUIRY response.
o Check if the INQ response buffer is > 170 (instead of >=).
o Fix invalid offset reference of inquiry response data.
o set gl2xenabledif_tgt enabled by default.
o Parameterize gl2xenabledif tgt (defaulted to zero).
o Mark DIF errors from target as re-tryable errors.
o Do not turn off T10 DIF on a port reset.

o Enable T10 DIF for reads as well.

Enhancements
Added support for following:
o Implement LUN level DIF for 3PAR array.
Updated to version 8.08.00.08.06.0-k10
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Supported Devices and Features

This driver supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

Red Hat Enterprise Linux 6 Server (x86-64) Fibre Channel Driver Kit for HPE Emulex Host Bus Adapters and
mezzanine Host Bus Adapters
Version: 12.0.346.15 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric Emulex Adapters Release Notes

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
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11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Enhancements
Updated to driver version 12.0.346.15
Added support to the following:
o Added duration support for the Link Cable Beacon command. This avoids situations in which the blinking
of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop
the blinking.

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

Red Hat Enterprise Linux 7 Server FC Driver Kit for HPE QLogic and mezzanine Host Bus Adapters

Version: 10.01.00.33.07.6-k2 (Recommended)

Important Note!

Release Notes:
HPE StoreFabric QLogic Adapters Release Notes
Note: The rpm base-name for the QLogic driver has been changed to "qlgc". Upgrades from the earlier

"hpglgc" driver are supported.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Fixes
Fixed the following:
0 Snoop inquiry response atleast 168 bytes to determine proprietary DIF
o Disable standard DIF for arrays advertising proprietary DIF.
o Reset PROTECT bit only in standard INQUIRY response.
o Check if the INQ response buffer is > 170 (instead of >=).
o Fix invalid offset reference of inquiry response data.
o set gl2xenabledif_tgt enabled by default.
o Parameterize ql2xenabledif tgt (defaulted to zero).
o Mark DIF errors from target as re-tryable errors.
o Do not turn off T10 DIF on a port reset.

o Enable T10 DIF for reads as well.
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Enhancements
Added support for following:
o Implement LUN level DIF for 3PAR array.
Initial driver for RedHat Enterprise Linux Server 7 update 6 version 10.01.00.33.07.6-k2
RedHat Enterprise Linux Server 7 update 5 version 8.08.00.08.07.5-k10

Supported Devices and Features

This driver supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

Red Hat Enterprise Linux 7 Server Fibre Channel Driver Kit for HPE Emulex Host Bus Adapters and mezzanine
Host Bus Adapters
Version: 12.0.346.15 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric Emulex Adapters Release Notes

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:
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1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products

box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA

adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new

11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Enhancements
Updated to driver version 12.0.346.15
Added support to the following:

o Added support for Red Hat Enterprise Linux 7update 6 (RHEL7.6).

o Added duration support for the Link Cable Beacon command. This avoids situations in which the blinking

of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop

the blinking.

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:

* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

Language Pack - Japanese

Version: 1.40 (a) (Optional)

Fixes

Various translation fixes

Enhancements
N/A

Language Pack - Japanese
Version: 1.40 (a) (Optional)

Prerequisites

Requires iLO 5 firmware version 1.10 or higher

Fixes

Various translation fixes

Enhancements
N/A
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Online ROM Flash Component for Linux - iLO 5

Version: 1.40 (Recommended)

Enhancements

List your enhancements here.

Online ROM Flash Component for Windows x64 - iLO 5

Version: 1.40 (Recommended)

Enhancements

List your enhancements here.

Online ROM Flash Firmware Package - iLO 5

Version: 1.40 (Recommended)

Enhancements

List your enhancements here.

HPE Broadcom NX1 Online Firmware Upgrade Utility for Linux x86_64

Version: 2.23.10 (Optional)

Important Note!

HPE recommends HPE Broadcom tg3 Ethernet Drivers, versions 3.137y or later, for use with this firmware.

Prerequisites

This package requires the appropriate driver for your network adapter be installed and all Ethernet ports

brought up (ifup ethX or ifconfig ethX up) before firmware can be updated.

Fixes

This product corrects an issue where the component fails to update adapter firmware when running on

ESXi 6.7.

This product corrects an issue where an incorrect device (Network Controller) name is displayed in the

RBSU.

Supported Devices and Features

This product supports the following network adapters:

o HP Ethernet 1Gb 4-port 331i Adapter (22BE)
o HPE Ethernet 1Gb 4-port 331FLR Adapter

o HPE Ethernet 1Gb 4-port 331T Adapter

o HP Ethernet 1Gb 2-port 332i Adapter (22E8)
o HPE Ethernet 1Gb 2-port 332T Adapter

HPE Broadcom NX1 Online Firmware Upgrade Utility for VMware

Version: 1.24.8 (Optional)
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Important Note!

HPE recommends HP Broadcom tg3 Ethernet Drivers for VMware, versions 2015.10.01, for use with this

firmware.

This software package contains combo image v20.14.54 with the following firmware versions:

NIC

Boot Code Version

PXE Version

NCSI Version

UEFI Version

CCM Version

HP Ethernet 1Gb 2-port 330i Adapter (22BD)
2.1

20.14.0

1.5.01

20.14.6

214.0.166.0

HP Ethernet 1Gb 4-port 331i Adapter (22BE)
HP Ethernet 1Gb 4-port 331FLR Adapter

HP Ethernet 1Gb 4-port 331T Adapter

1.46

20.14.0

1.5.01

20.14.6

214.0.166.0

HP Ethernet 1Gb 2-port 332i Adapter (22E8)
HP Ethernet 1Gb 2-port 332T Adapter

1.4

20.14.0

1.5.01

20.14.6

214.0.166.0

Prerequisites

This product requires the appropriate driver for your device and operating system be installed before

Fixes

firmware is updated.

This product corrects an issue on SLES15 where the component fails to update adapter firmware with

secure boot enabled.

This product corrects an issue where an incorrect device (Network Controller) name is displayed in the

RBSU.
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Supported Devices and Features

This product supports the following network adapters:
o HP Ethernet 1Gb 4-port 331i Adapter (22BE)

o HPE Ethernet 1Gb 4-port 331FLR Adapter

o HPE Ethernet 1Gb 4-port 331T Adapter

o HP Ethernet 1Gb 2-port 332i Adapter (22E8)

o HPE Ethernet 1Gb 2-port 332T Adapter

HPE Broadcom NX1 Online Firmware Upgrade Utility for Windows Server x64 Editions
Version: 5.1.4.0 (Optional)

Important Note!

HPE recommends HPE Broadcom NX1 1Gb Driver for Windows Server x64 Editions, version 214.0.0.0(B) or

later, for use with this firmware.

Prerequisites
This product requires the appropriate driver for your device and operating system be installed before

firmware is updated.

Fixes
This product corrects an issue where an incorrect device (Network Controller) name is displayed in the

RBSU.

Supported Devices and Features

This product supports the following network adapters:
o HP Ethernet 1Gb 4-port 331i Adapter (22BE)

o HPE Ethernet 1Gb 4-port 331FLR Adapter

o HPE Ethernet 1Gb 4-port 331T Adapter

o HP Ethernet 1Gb 2-port 332i Adapter (22E8)

o HPE Ethernet 1Gb 2-port 332T Adapter

HPE Intel Online Firmware Upgrade Utility for Linux x86_64
Version: 1.17.17 (B) (Optional)

Important Note!

HPE recommends at least one of the following drivers, as appropriate for your device, for use with this
firmware:

o HPE Intel igb Drivers for Linux, versions 5.3.5.22 or later

o HPE Intel ixgbe Drivers for Linux , versions 5.5.2 or later

o HPE Intel i40e Drivers for Linux, versions 2.7.12 or later

Prerequisites

This product requires the appropriate driver for your device and operating system be installed before
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firmware is updated.

Fixes
This product addresses a failure to update adapter firmware on a system running SUSE Linux Enterprise
Server 15.
This product corrects an issue where the name for the HP Ethernet 1Gb 4-port 366FLR Adapter is
displayed incorrectly in the network boot options.
This product corrects an issue where the HPE Ethernet 10Gb 2-port 562FLR-T Adapter can be awakened
when the NIC WOL setting is disabled.
This product corrects an issue where system hangs when booting from the PXE boot menu.
Enhancements

This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.

Supported Devices and Features

This package supports the following network adapters:
o HP Ethernet 1Gb 2-port 361T Adapter

o HP Ethernet 1Gb 4-port 366FLR Adapter

o HP Ethernet 1Gb 4-port 366T Adapter

o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562T Adapter

o HPE Ethernet 10Gb 2-port 562FLR-T Adapter

HPE Intel Online Firmware Upgrade Utility for VMware
Version: 3.10.16 (Optional)

Important Note!

HPE recommends at least one of the following drivers, as appropriate for your device, for use with this
firmware:

o HPE Intel igbn Drivers for VMware, versions 2019.03.11

o HPE Intel ixgben Drivers for VMware, versions 2019.03.11

o HPE Intel i40en Drivers for VMware, versions 2019.03.11

This software package contains the following firmware versions for the below listed supported nework
adapters:

NIC

EEPROM/NVM Version

OROM Version

Single NVM Version

HP Ethernet 1Gb 2-port 361i Adapter

80000CD5

1.2028.0
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N/A

HP Ethernet 1Gb 2-port 361T Adapter
80000F91

1.2028.0

N/A

HP Ethernet 1Gb 2-port 363i Adapter
80000D00

1.2028.0

N/A

HPE Ethernet 1Gb 4-port 366i Communication Board

80000EBF

1.2028.0

N/A

HP Ethernet 1Gb 4-port 366i Adapter
8E+28

1.2028.0

N/A

HP Ethernet 1Gb 4-port 366FLR Adapter
80000F44

1.2028.0

N/A

HP Ethernet 1Gb 4-port 366T Adapter
8E+85

1.2028.0

N/A

HPE Ethernet 1Gb 2-port 368i Adapter
80001669

1.2028.0

N/A

HPE Ethernet 1Gb 2-port 368FLR-MMT Adapter

80001668

1.2028.0

N/A

HPE Ethernet 1Gb 4-port 369i Adapter
8000166A

1.2028.0

N/A

HP Ethernet 10Gb 2-port 560FLB Adapter
800008F0

1.2028.0

N/A
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HP Ethernet 10Gb 2-port 560FLR-SFP+ Adapter
80000838

1.2028.0

N/A

HP Ethernet 10Gb 2-port 560M Adapter
8000083D

1.2028.0

N/A

HPE Ethernet 10Gb 2-port 560SFP+ Adapter
80000835

1.2028.0

N/A

HPE Ethernet 10Gb 2-port 568i Adapter
8000166B

1.2028.0

N/A

HPE Ethernet 10Gb 2-port 568FLR-MMSFP+ Adapter

80001668

1.2028.0

N/A

HPE Ethernet 10Gb 2-port 568FLR-MMT Adapter
80001668

1.2028.0

N/A

HPE Ethernet 10Gb 2-port 563i Adapter
800035C0

1.1375.0

N/A

HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter
80004005

1.2028.0

10.4.3

HPE Ethernet 10Gb 2-port 562FLR-T Adapter
80000D96

1.2028.0

10.4.4

HPE Ethernet 10Gb 2-port 562SFP+ Adapter
80004004

1.2028.0

10.4.3

HPE Ethernet 10Gb 2-port 562T Adapter
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80000D95

1.2028.0

10.4.4

HPE Synergy 4610C 10/25Gb Ethernet Adapter

800040F9

1.2028.0

10.4.7

The combo image v1.2028.0 includes: Boot Agent: 1GbE - v1.5.86, 10GbE - v2.4.32, 40GbE - v1.1.02 & UEFI
Drivers: 1GbE - v8.6.06, 10GbE - v7.1.06, 40GbE - v3.4.06

The combo image v1.1375.0 includes: Boot Agent: 1GbE - v1.5.72, 10GbE - v2.3.46, 40GbE - v1.0.21 & UEFI
Drivers: 1GbE - v6.9.13, 10GbE - v5.0.20, 40GbE - v1.5.14

Single NVM Version is new firmware format which represent an unified version in place of the previously

used EEPROM/NVM Version or OROM version.

Prerequisites

Fixes

This product requires the appropriate driver for your device and operating system be installed before

firmware is updated.

This product corrects an issue where the name for the HP Ethernet 1Gb 4-port 366FLR Adapter is
displayed incorrectly in the network boot options.

This product corrects an issue where the HPE Ethernet 10Gb 2-port 562FLR-T Adapter can be awakened
when the NIC WOL setting is disabled.

This product corrects an issue where system hangs when booting from the PXE boot menu.

Enhancements

This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.

Supported Devices and Features

This package supports the following network adapters:
o HP Ethernet 1Gb 2-port 361T Adapter

o HP Ethernet 1Gb 4-port 366FLR Adapter

o HP Ethernet 1Gb 4-port 366T Adapter

o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562T Adapter

o HPE Ethernet 10Gb 2-port 562FLR-T Adapter

HPE Intel Online Firmware Upgrade Utility for Windows Server x64 Editions

Version: 5.1.4.0 (Optional)
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Prerequisites
This product requires the appropriate driver for your device and operating system be installed before

firmware is updated.

Fixes
This product corrects an issue where the name for the HP Ethernet 1Gb 4-port 366FLR Adapter is
displayed incorrectly in the network boot options.
This product corrects an issue where the HPE Ethernet 10Gb 2-port 562FLR-T Adapter can be awakened
when the NIC WOL setting is disabled.
This product corrects an issue where system hangs when booting from the PXE boot menu.
Enhancements

This product now supports Windows Server 2019.

This product now supports the HPE Synergy 4610C 10/25Gb Ethernet Adapter.

Supported Devices and Features

This package supports the following network adapters:
o HP Ethernet 1Gb 2-port 361T Adapter

o HP Ethernet 1Gb 4-port 366FLR Adapter

o HP Ethernet 1Gb 4-port 366T Adapter

o HPE Ethernet 1Gb 4-port 369i Adapter

o HPE Ethernet 10Gb 2-port 562FLR-SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562SFP+ Adapter

o HPE Ethernet 10Gb 2-port 562T Adapter

o HPE Ethernet 10Gb 2-port 562FLR-T Adapter

HPE QLogic FastLinQ Online Firmware Upgrade Utility for Linux x86_64
Version: 1.6.27 (Optional)

Important Note!

HPE recommends HPE QLogic FastLinQ 10/25/50GbE Drivers for Linux, versions 8.37.31.0-2 or later, for

use with the firmware in this product.

Prerequisites

This package requires the appropriate driver for your network adapter be installed and all Ethernet ports

brought up (ifup ethX or ifconfig ethX up) before firmware can be updated.

Fixes
This product corrects an issue where the WWPN information is missing in an adapter's FCoE configuration
menu (under 'System Utilities'->'System Configuration' menu).
This product corrects an issue where server hangs during POST when a network adapter is connected to
the HPE Synergy 20Gb Interconnect Link Module.
This product corrects an issue where the initiator does not stay logged into the target in an FCoE

connection.
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This product corrects an issue where the link status continues to show as UP on the switch side even after

a network adapter is disabled in the OS.

Supported Devices and Features

This product supports the following network adapters:

o HPE Ethernet 10Gb 2-port 521T Adapter

HPE QLogic FastLinQ Online Firmware Upgrade Utility for Windows Server x64 Editions
Version: 5.1.4.0 (Optional)

Important Note!

HPE recommends HPE QLogic FastLinQ 10/25/50GbE Driver for Windows Server x64 Editions, versions

8.37.37.0 or later, for use with the firmware in this product.

Prerequisites
This product requires the appropriate driver for your device and operating system be installed before

firmware is updated.

Fixes
This product corrects an issue where the WWPN information is missing in an adapter's FCoE configuration
menu (under 'System Utilities'->'System Configuration' menu).
This product corrects an issue where server hangs during POST when a network adapter is connected to
the HPE Synergy 20Gb Interconnect Link Module.
This product corrects an issue where the initiator does not stay logged into the target in an FCoE
connection.
This product corrects an issue where the link status continues to show as UP on the switch side even after

a network adapter is disabled in the OS.

Supported Devices and Features

This product supports the following network adapters:

o HPE Ethernet 10Gb 2-port 521T Adapter

HPE QLogic NX2 Online Firmware Upgrade Utility for Linux x86_64
Version: 2.24.15 (Optional)

Important Note!

HPE recommends HPE QLogic NX2 10/20GbE Multifunction Drivers for Linux, versions 7.14.54-1 or later,

for use with the firmware in this package.

Prerequisites
This package requires the appropriate driver for your network adapter be installed and all Ethernet ports

brought up (ifup ethX or ifconfig ethX up) before firmware can be updated.
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Fixes

This product corrects an issue where a server does not boot via a network adapter in Legacy BIOS Mode.

This product corrects an issue where a server, across repeated reboots, is unable to boot into iSCSI LUN.

This product corrects an issue where a firmware update performed in UEFI fails when multiple adapters

are connected to the system.

Supported Devices and Features

This product supports the following network adapters:

o HP Ethernet 10Gb 2-port 530SFP+ Adapter
o HP Ethernet 10Gb 2-port 530T Adapter

HPE QLogic NX2 Online Firmware Upgrade Utility for VMware

Version: 1.24.16 (Optional)

Important Note!

HPE recommends HPE QLogic NX2 10/20GbE Multifunction Drivers for VMware, versions 2019.03.11 or

later, for use with this firmware.

This software package contains combo image v7.17.71 with the following firmware versions:

NIC

Boot Code Version

PXE Version

UEFI Version

iSCSI Version

FCoE Version

CCM Version

L2 Version

HP Ethernet 10Gb 2-port 530SFP+ Adapter
HP Ethernet 10Gb 2-port 530T Adapter
7.15.56

7.14.13

8.33

n/a

n/a

7.14.4

7.12.25

HP Ethernet 10Gb 2-port 533FLR-T Adapter
HP FlexFabric 10Gb 2-port 534FLR-SFP+ Adapter
HP FlexFabric 10Gb 2-port 534M Adapter
HP FlexFabric 10Gb 2-port 536FLB Adapter
HPE FlexFabric 10Gb 4-port 536FLR-T Adapter
HP FlexFabric 20Gb 2-port 630FLB Adapter
HP FlexFabric 20Gb 2-port 630M Adapter
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HP StoreFabric CN1100R Dual Port Converged Network Adapter
HPE StoreFabric CN1100R-T Converged Network Adapter
HPE Synergy 3820C 10/20Gb Converged Network Adapter
HPE Synergy 2820C 10Gb Converged Network Adapter
7.15.56

7.14.13

8.33

7.14.0

7.14.3

7.14.4

7.12.25

Prerequisites
This product requires the appropriate driver for your device and operating system be installed before

firmware is updated.

Fixes
This product corrects an issue where a server does not boot via a network adapter in Legacy BIOS Mode.
This product corrects an issue where a server, across repeated reboots, is unable to boot into iSCSI LUN.
This product corrects an issue where a firmware update performed in UEFI fails when multiple adapters
are connected to the system.
This product addresses an issue where a temporary link down issue occurs.
This product addresses an issue with firmware version 7.17.19 where, after a firmware update, the IPL

order is reset.

Supported Devices and Features

This product supports the following network adapters:
o HP Ethernet 10Gb 2-port 530SFP+ Adapter
o HP Ethernet 10Gb 2-port 530T Adapter

HPE QLogic NX2 Online Firmware Upgrade Utility for Windows Server x64 Editions
Version: 5.1.4.0 (Optional)

Important Note!

HPE recommends HPE QLogic NX2 10/20GbE Multifunction Drivers for Windows Server x64 Editions,

version 7.13.161.0 or later, for use with this firmware.

Prerequisites

This product requires the appropriate driver for your device and operating system be installed before

firmware is updated.

Fixes
This product corrects an issue where a server does not boot via a network adapter in Legacy BIOS Mode.

This product corrects an issue where a server, across repeated reboots, is unable to boot into iSCSI LUN.
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This product corrects an issue where a firmware update performed in UEFI fails when multiple adapters

are connected to the system.

Supported Devices and Features

This product supports the following network adapters:
o HP Ethernet 10Gb 2-port 530SFP+ Adapter
o HP Ethernet 10Gb 2-port 530T Adapter

Online Firmware Upgrade Utility (Linux x86_64) for HPE Mellanox Ethernet only adapters
Version: 1.0.9 (A) (Recommended)

Important Note!

Known Issues for FW version 2.42.5044 :

o When using the QSFP module RTXM320-581, and performing a driver restart for the firmware
upgrade/downgrade to take effect, the link does not come up.

o Enabling/disabling cq_timestamp using mixconfig is not supported.

o In a card with 2 separate LEDs scheme (a Phy LED and a logic LED) only the Phy LED will lit. Meaning, the
orange LES will not be active while the ETH link is in an idle mode.

o In SR-IOV setup, using mixconfig when the PF is passed through to a VM requires a reboot of the
Hypervisor.

o Downgrade to previous GA requires server reboot.Downgrading from v2.30.8000 or later to an earlier
version than 2.30.8000 requires server reboot. Reboot the server.

0 On ConnectX-3 Ethernet adapter cards, there is a mismatch between the GUID value returned by
firmware management tools and that returned by fabric/driver utilities that read the GUID via device
firmware (e.g., using ibstat). Mixburn/flint return Oxffff as GUID while the utilities return a value derived
from the MAC address. For all driver/firmware/software purposes, the lattervalue should be used.

0 SBR should be asserted for a minimum of 50 milliseconds for the ConnectX -3 adapters

0 On Pilot1 SL230, PCle link occasionally does not come up at Gen3 speed

0 RH6.3 Inbox driver causes kernel panic when SR-I0V is enabled on VPI cards due to driver compatibility
issue.

o In advanced steering mode, side band management connectivity may be lost when having more than 8
QP per mcg.

o0 When SR-I0V is disabled in the system BIOS, a PCl issue is noticed in Ubuntu v12.04.3 with Linux kernel
v3.8 which affects NICs of several manufacturers including Mellanox's, preventing them from operating.
o MFT tools might leave the flash semaphore locked if the tool operation is forced stopped. The locked
semaphore prevents the firmware from accessing the flash and causes firmware hang.

o Cable Info MAD reports a wrong cable info when usingthe MC2210411-SR4 module

o Gen?2 failure at temperature sweep up to 10C/min (for MT27518A1-FDIR-BV only).

o PCle Gen2 link unstable at temperature sweep of 10C/min for MT27518A1-FDIR-BV

o Bloom filter is currently not supported.

o Firmware downgrade message When downgrading from firmware v2.11.0000 and using MFT 3.0.0-3

o RM#DMFS should not be enabled when working with InfiniBand on MLNX_OFED-2.0.3
125 / 188



o RM#VPD read-only fields are writable.

o Increasing SymbolErrorCounter When working in VPl mode with portl FDR and port2 40G, error
counters misbehave and increase rapidly

o Setting the device to 128Byte CQ/EQ stride will cause misbehavior of sideband management resulting in
communication loss.

o CQ and EQ cannot be configured to different stride sizes.

o ConnectX-3 Pro VF device ID is presented the same as ConnectX-3 VF device ID due to driver limitations.
o RSOD while running PXE (legacy) on G9 servers. This occurs only when PXE boot fails and BIOS boots
from HDD. Currently it is pending BIOS fix.

o Changing port protocol from ETH to IB on port with NCSI/IPMI enabled while the port is connected to
ETH switch is not supported.

o RDP over IPv6 is currently not functional.

o Sniffer QP cannot be removed from the regular rule after adding the QP with insertion scheme equals to
“push to that rule”

o Since only a single Boot Entry Vector (BEV) per PCI Physical Function is supported, disabling the first port
causes the second port to disappear as well.

o The NIC does not notify the driver of a link-down incident when a cable is unplugged from a NIC port
with 56GbE port link.

0 56GbE link is not raised when using 100GbE optic cables.

o When working with MLNX_OFED v3.3-1.0.0.0, server reboot could get stuck due to a kernel panicin
mix-4_en_get_drvinfo() that is called from asynchronous event handler.

0 832298:When running ibdump, loopback traffic is mirroring into the kernel driver.

0 AHS reports wrong MTU size

0 RM#846523: MAC address that are set from the OS using ifconfig are not reflected in the OCBB buffer
Known Issues for FW version 12.23.8036, 14.23.8036 and 16.23.8036:

o0 The maximum “read” size of MTRC_STDB is limited to 272 Bytes.

o FTE with both forward (FWD) and encapsulation (ENCAP) actions is not supported in the SX NIC Flow
Table.

o Encapsulation / Decapsulation support in steering has the following limitations:

* Encapsulation / Decapsulation can be open on the FDB only if all VFs are non active

* Encapsulation / Decapsulation supports single mode only: FDB / NIC. Opening tables of both types is not
supported

* Encapsulation / Decapsulation per device support:

NIC FDB

ConnectX-4 encap NO YES non MH

decap NO NO

ConnectX-4 Lx encap NO YES non MH

decap NO YES

ConnectX-5 encap YES YES

decap YES YES
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Prerequisites
HPE Synergy 6410C 25/50Gb Ethernet Adapter (868779-B21) must first be upgraded to prerequisite

firmware version 12.21.2808 before updating to 12.22.0148 or 12.22.0194.
12.22.0194 is the first secure firmware for HPE Synergy 6410C 25/50Gb Ethernet Adapter (868779-B21).

Once this device is upgraded to firmware 12.22.0194, downgrade is not allowed.
Fixes

Fixes submitted in version 2.42.5044 :

o Fixed an issue that prevented the firmware from detecting a link_down event thus preventing the IB

bond interface from going to a failover mode

Fixes submitted in version 12.23.8036 :

o Fixed a Phase-Locked Loop(PLL) tuning issue by improving the tx_clk_phase lock mechanism.
o The Link Layer Discovery Protocol(LLDP): Removed management MAC 0 address once a new address is
received

o Set the Port ID to be the MAC of the port

Fixes submitted in version 14.23.8052:
o The HPE Ethernet 25Gb 2-port 640FLR-SFP28 Adapter was not linking in AUX power mode.

Fixes submitted in version 16.23.8036 :

o Fixed an Active Health System(AHS) packet over PCle interface issue

Enhancements
Firmware for the following devices are updated to 2.42.5044 :
779799-B21 (HP Ethernet 10G 2-port 546FLR-SFP+ Adapter)
779793-B21 (HP Ethernet 10G 2-port 546SFP+ Adapter)
Firmware for the following device is updated to 12.23.8036 :
868779-B21 (HPE Synergy 6410C 25/50Gb Ethernet Adapter)
Firmware for the following devices are updated to 14.23.8052 :
817749-B21 (HPE Ethernet 25Gb 2-port 640FLR-SFP28 Adapter)
Firmware for the following devices are updated to 14.23.8036 :
817753-B21 (HPE Ethernet 25Gb 2-port 640SFP28 Adapter)
Firmware for the following device is updated to 16.23.8036 :
874253-B21 (HPE Ethernet 100Gb 1-port 842QSFP28 Adapter)
New features and changes in version 12.23.8036 , 14.23.8036 and 16.23.8036 :
o Implemented DCi specification v.0.80. The specification defines the NIC behavior in case of restore
factory default while the NIC does not support AUX power.
o Added support for Abstract Syntax Notation One(ASN1) defaults v3.0 and NIC Discovery Configuration
v.0.81
o Added support for Management Component Transport Protocol (MCTP) over PCI.
o Added support for Event Description Addendum 2.6.4.
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Supported Devices and Features
HPE Part Number

Mellanox Ethernet Only Adapters

PSID

779793-B21

HP Ethernet 10Gb 2-port 546SFP+ Adapter
HP_1200111023

779799-B21

HP Ethernet 10Gb 2-port 546FLR-SFP+ Adapter
HP_2240110004

817749-B21

HPE Ethernet 25Gb 2-port 640FLR-SFP28 Adapter
HP_2690110034

817753-B21

HPE Ethernet 25Gb 2-port 640SFP28 Adapter
HP_2420110034

868779-B21

HPE Synergy 6410C 25/50Gb Ethernet Adapter
HPEO000000006

874253-B21

HPE Ethernet 100Gb 1-port 842QSFP28 Adapter
HPE0000000014

Online Firmware Upgrade Utility (Linux x86_64) for HPE Mellanox VPI (Ethernet and Infiniband mode)
ConnectX4 and ConnectX5 devices on Linux x86_64 platform

Version: 1.0.5 (Recommended)

Important Note!
Known Issues in firmware 12.24.1000 and 16.24.1000:

o vport_tc and para_vport_tc are not supported in this version.

o Executing the update_lid command while the IB port sniffer utility is active can stop the utility.

o Initializing a function while the IB port sniffer utility is active can stop the utility.

o While using e-switch vport sVLAN stripping, the RX steering values on the sVLAN might not be accurate.
o FTE with both forward (FWD) and encapsulation (ENCAP) actions is not supported in the SX NIC Flow
Table.

o Encapsulation / Decapsulation support in steering has the following limitations:

* Encapsulation / Decapsulation can be open on the FDB only if all VFs are non active.

* Encapsulation / Decapsulation supports single mode only: FDB / NIC. Opening tables of both types is not
supported.

* Encapsulation / Decapsulation per device support:

NIC FDB
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Fixes

ConnectX-4 encap NO YES non MH

decap NO NO

ConnectX-4 Lx encap NO YES non MH

decap NO YES

ConnectX-5 encap YES YES

decap YES YES

Known Issues in firmware 16.24.1000:

o In the case of multi-destinations transmission where the last destination is set to encapsulation & wire,
the packet for the last destination will not be send.

o When modifying the TTL in the NIC RX, the CQE checksum is not recalculated automatically. The
limitation is indicated by the ttl_checksum_correction bit. If the ttl_checksum_correction=0, the capability
is not functioning properly.

o0 When getting an inline scatter CQE on IB striding RQ, the stride index in the CQE will be zero.

0 RoCE DC is not supported in LAG mode.

Fixes in version 12.24.1000 and 16.24.1000:

o mlxconfig tool reported all possible expansion ROM images, instead of presenting only the existing
images.

o Modifying VMQoS rate limiter parameters during traffic caused transmission failure.

o Aligned the default tuning type in PHY TEST MODE to the device protocol.

o When a device is operating in Safe Mode state, and the user issues the mixfwreset command, the device
might fail to come-up correctly after the reset.

Note: Do not run mixfwreset when operating in a Safe Mode state.

o Fixed an issue related to PCle "Surprise link down" event reporting capability.

o Fixed an issue that resulted in the link partner experiencing false active linkup when plugging in a base-T

cable to a closed port.

Fixes in version 12.24.1000:

o Fixed an issue that caused the max_qgp_retry_freq_exceeded counter (including a CQE with error
syndrome 0x97, and the QP moving to error state) to be activated only after exceeding the NIC Vport

context max_qp_retry_limit, and not when reaching it.

Fixes in version 16.24.1000:

o PCle bifurcation issue.
o Deadlock in RX related to the “send-invalidate” flow, resulted in RX getting stuck.

o Rare errors in RX that resulted in double completion.

Enhancements

Firmware for the following devices are updated to 12.24.1000:
825110-B21 (HPE InfiniBand EDR/Ethernet 100Gb 1-port 840QSFP28 Adapter)
825111-B21 (HPE InfiniBand EDR/Ethernet 100Gb 2-port 840QSFP28 Adapter)
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Firmware for the following devices are updated to 16.24.1000:

879482-B21 (HPE InfiniBand FDR/Ethernet 40/50Gb 2-port 547FLR-QSFP Adapter)

872726-B21 (HPE InfiniBand EDR/Ethernet 100Gb 2-port 841QSFP28 Adapter)

Changes and New features in firmware version 12.24.1000 and 16.24.1000:

o Added support for the following:

* An additional layer (Layer 3) of packet processing at the hypervisor level that enables adding and
removing protocol headers (e.g., the MAC address is removed during encapsulation, and added during
decapsulation) for the encapsulated traffic.

* Transmission histogram counter set as part of the Ethernet extended group counters.

* TX steering rule on flow_table_metadata in WQE Ethernet segment.

* Added L3 encapsulation/decapsulation support in the reformat context allocation.

* L3 encapsulation removes L2 headers and adds generic L3 tunnel encapsulation.

* L3 decapsulation removes the generic L3 tunnel decapsulation and L2 header.

* Flow steering header modification (header rewrite) for IPv4 TTL header for loopback traffic
(VF-VF/VF-PF).

Note: TTL modification for traffic from the network is currently not supported.

* Requester QP packet based on E2E credits mode. The new flow control supports HCA-to-switch RDMA
traffic packet-based End-2-End.

* |PolB non-default Partition Keys (PKeys). Now the PKey values can be modified in the PKey table without
the need of recreating the IPolB (underlay) QPs.

* [Beta] SR-IOV in Multi-Host/Socket-Direct.

* QUERY_DRIVER_VERSION command. This command allows the PF driver to query its VFs driver version
which was set by the SET_DRIVER_VERSION command.

* New diagnostic counters to evaluate the number of ICMC hits and misses for particular resources.

o Enabled the hardware to generate an event upon counter incrementation, in order to reduce an
overhead from the software from reading rarely updated counters such as error counters.

o Enabled NOIDNIC connectivity to the network through the e-switch and not directly to the physical port.
o Enabled setting the QP and the Mkey values by the software upon these resources creation.

o Enabled advanced PCle atomic operations. The HCA will perform PCle atomic operations as a requestor
towards the host memory when receiving compatible atomic messages from the network, and according
to the configuration of NV_SW_OFFLOAD_CONFIG pci_atomic_mode field and the PCI AtomicOp
Requester Enable bit in the Device Control 2 register.

o Enabled TTL modification in the Rx NIC steering. When modifying the TTL in the Rx NIC, the CQE
checksum will not recalculated automatically.

Note: TTL modification in the FDB for traffic from the network is currently not supported.

o Enabled a single TIR destination from the FDB.

o Changed the WRED default mode to OFF for Multi-Host adapter cards.

o [Developers only] Moved the fast teardown HCA cap bit to offset Ox1c.4:1.

o Enabled Virtual Functions to read QPDPM/QPDP/QPTS.

o Multi PCI RDMA IB: This capability enables the user to expose two PCI/IB devices per network port.

o Reduced firmware’s memory consumption to increase the supported number of VFs per PF to up to 100.
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o Shutting Down RDMA QPs with Excessive Retransmissions is a mechanism used to detect excessive
retransmissions for an RC connection, and to close the connection in response to it. If the number of
retransmissions due to a Local Ack Timeout, NAK-Sequence Error, or Implied NAK, during a specified
period, exceeds the specified threshold, the QP will be handled as if the IB spec defined Retry Count was
exceeded.

New features in firmware version 12.24.1000:

o Enabled e-switch steering rule in the NIC without matching it with the Directional MACs (DMAC)
protocol. Now the rule is only according to the MC/UC bit.

o The IB Sniffer utility provides the user the ability to capture the e-switch traffic directly to a hypervisor
queue.

o Increased the number of VFs that can work with full VMQoS (8 TC) per PFs as follow:

* in dual port devices to: 0-21, 33-45 VFs (22-32 VFs has single TC)

* in single port devices to: 0-64 VFs

New features in firmware version 16.24.1000:

o Enabled QoS ETS for systems with 64 VFs to better allocate bandwidth in the NIC.

o Enabled TTL modification for received packets.

o Mirrors the traffic from/to one VF to a dedicate admin VF for monitoring and traffic analysis. Note that in
this process packets are duplicated and different packet modifications apply to different duplications.

o Enabled TTL modification in the Rx NIC steering. When modifying the TTL in the Rx NIC, the CQE
checksum will not recalculated automatically.

Note: TTL modification in the FDB for traffic from the network is currently not supported.

o Added support for Dynamically Connected Transport (DC) in RoCE in ConnectX-5 adapter cards.

o Enabled Rx mini-CQE compressed format for striding RQ.

o Enabled TX steering rule on the application meta-data from the WQE. This functionality implements
meta-data Reg A steering and meta-data Reg A and Reg B rewriting.

o Added MPLS over UDP and MPLS over GRE protocols for tunneling offload/steering match criteria.

Supported Devices and Features

HPE Part Number

Device Name

PSID

825110-B21

HPE InfiniBand EDR/Ethernet 100Gb 1-port 840QSFP28 Adapter
HP_2180110032

825111-B21

HPE InfiniBand EDR/Ethernet 100Gb 2-port 840QSFP28 Adapter
HP_2190110032

872726-B21

HPE InfiniBand EDR/Ethernet 100Gb 2-port 841QSFP28 Adapter
HPEO000000009

879482-B21

131 / 188



HPE InfiniBand FDR/Ethernet 40/50Gb 2-port 547FLR-QSFP Adapter
HPEO0O00000022

Online Firmware Upgrade Utility (Windows x64) for HPE Mellanox Ethernet only adapters
Version: 1.0.0.9 (A) (Recommended)

Important Note!
Known Issues for FW version 2.42.5044 :

o When using the QSFP module RTXM320-581, and performing a driver restart for the firmware
upgrade/downgrade to take effect, the link does not come up.

o Enabling/disabling cq_timestamp using mixconfig is not supported.

o In a card with 2 separate LEDs scheme (a Phy LED and a logic LED) only the Phy LED will lit. Meaning, the
orange LES will not be active while the ETH link is in an idle mode.

o In SR-IOV setup, using mixconfig when the PF is passed through to a VM requires a reboot of the
Hypervisor.

o Downgrade to previous GA requires server reboot.Downgrading from v2.30.8000 or later to an earlier
version than 2.30.8000 requires server reboot. Reboot the server.

0 On ConnectX-3 Ethernet adapter cards, there is a mismatch between the GUID value returned by
firmware management tools and that returned by fabric/driver utilities that read the GUID via device
firmware (e.g., using ibstat). Mixburn/flint return Oxffff as GUID while the utilities return a value derived
from the MAC address. For all driver/firmware/software purposes, the lattervalue should be used.

0 SBR should be asserted for a minimum of 50 milliseconds for the ConnectX -3 adapters

0 On Pilot1 SL230, PCle link occasionally does not come up at Gen3 speed

0 RH6.3 Inbox driver causes kernel panic when SR-I0V is enabled on VPI cards due to driver compatibility
issue.

o In advanced steering mode, side band management connectivity may be lost when having more than 8
QP per mcg.

o0 When SR-IQV is disabled in the system BIOS, a PCl issue is noticed in Ubuntu v12.04.3 with Linux kernel
v3.8 which affects NICs of several manufacturers including Mellanox's, preventing them from operating.
o MFT tools might leave the flash semaphore locked if the tool operation is forced stopped. The locked
semaphore prevents the firmware from accessing the flash and causes firmware hang.

o Cable Info MAD reports a wrong cable info when usingthe MC2210411-SR4 module

o Gen2 failure at temperature sweep up to 10C/min (for MT27518A1-FDIR-BV only).

o PCle Gen2 link unstable at temperature sweep of 10C/min for MT27518A1-FDIR-BV

o Bloom filter is currently not supported.

o Firmware downgrade message When downgrading from firmware v2.11.0000 and using MFT 3.0.0-3

o RM#DMFS should not be enabled when working with InfiniBand on MLNX_OFED-2.0.3

o RM#VPD read-only fields are writable.

o Increasing SymbolErrorCounter When working in VPI mode with portl FDR and port2 40G, error
counters misbehave and increase rapidly

o Setting the device to 128Byte CQ/EQ stride will cause misbehavior of sideband management resulting in
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communication loss.

o CQ and EQ cannot be configured to different stride sizes.

o ConnectX-3 Pro VF device ID is presented the same as ConnectX-3 VF device ID due to driver limitations.
o RSOD while running PXE (legacy) on G9 servers. This occurs only when PXE boot fails and BIOS boots
from HDD. Currently it is pending BIOS fix.

o Changing port protocol from ETH to IB on port with NCSI/IPMI enabled while the port is connected to
ETH switch is not supported.

o RDP over IPv6 is currently not functional.

o Sniffer QP cannot be removed from the regular rule after adding the QP with insertion scheme equals to
“push to that rule”

o Since only a single Boot Entry Vector (BEV) per PCl Physical Function is supported, disabling the first port
causes the second port to disappear as well.

o The NIC does not notify the driver of a link-down incident when a cable is unplugged from a NIC port
with 56GbE port link.

0 56GbE link is not raised when using 100GbE optic cables.

o When working with MLNX_OFED v3.3-1.0.0.0, server reboot could get stuck due to a kernel panicin
mix-4_en_get_drvinfo() that is called from asynchronous event handler.

0 832298:When running ibdump, loopback traffic is mirroring into the kernel driver.

0 AHS reports wrong MTU size

0 RM#846523: MAC address that are set from the OS using ifconfig are not reflected in the OCBB buffer
Known Issues for FW version 12.23.8036, 14.23.8036 and 16.23.8036:

o0 The maximum “read” size of MTRC_STDB is limited to 272 Bytes.

o FTE with both forward (FWD) and encapsulation (ENCAP) actions is not supported in the SX NIC Flow
Table.

o Encapsulation / Decapsulation support in steering has the following limitations:

* Encapsulation / Decapsulation can be open on the FDB only if all VFs are non active

* Encapsulation / Decapsulation supports single mode only: FDB / NIC. Opening tables of both types is not
supported

* Encapsulation / Decapsulation per device support:

NIC FDB

ConnectX-4 encap NO YES non MH

decap NO NO

ConnectX-4 Lx encap NO YES non MH

decap NO YES

ConnectX-5 encap YES YES

decap YES YES

Prerequisites
HPE Synergy 6410C 25/50Gb Ethernet Adapter (868779-B21) must first be upgraded to prerequisite

firmware version 12.21.2808 before updating to 12.22.0148 or 12.22.0194.
12.22.0194 is the first secure firmware for HPE Synergy 6410C 25/50Gb Ethernet Adapter (868779-B21).
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Once this device is upgraded to firmware 12.22.0194, downgrade is not allowed.
Fixes

Fixes submitted in version 2.42.5044 :

o Fixed an issue that prevented the firmware from detecting a link_down event thus preventing the IB

bond interface from going to a failover mode

Fixes submitted in version 12.23.8036 :

o Fixed a Phase-Locked Loop(PLL) tuning issue by improving the tx_clk_phase lock mechanism.
o The Link Layer Discovery Protocol(LLDP): Removed management MAC 0 address once a new address is
received

o Set the Port ID to be the MAC of the port

Fixes submitted in version 14.23.8052:
o The HPE Ethernet 25Gb 2-port 640FLR-SFP28 Adapter was not linking in AUX power mode.

Fixes submitted in version 16.23.8036 :

o Fixed an Active Health System(AHS) packet over PCle interface issue

Enhancements
Firmware for the following devices are updated to 2.42.5044 :
779799-B21 (HP Ethernet 10G 2-port 546FLR-SFP+ Adapter)
779793-B21 (HP Ethernet 10G 2-port 546SFP+ Adapter)
Firmware for the following device is updated to 12.23.8036 :
868779-B21 (HPE Synergy 6410C 25/50Gb Ethernet Adapter)
Firmware for the following devices are updated to 14.23.8052 :
817749-B21 (HPE Ethernet 25Gb 2-port 640FLR-SFP28 Adapter)
Firmware for the following devices are updated to 14.23.8036 :
817753-B21 (HPE Ethernet 25Gb 2-port 640SFP28 Adapter)
Firmware for the following device is updated to 16.23.8036 :
874253-B21 (HPE Ethernet 100Gb 1-port 842QSFP28 Adapter)
New features and changes in version 12.23.8036 , 14.23.8036 and 16.23.8036 :
o Implemented DCi specification v.0.80. The specification defines the NIC behavior in case of restore
factory default while the NIC does not support AUX power.
o Added support for Abstract Syntax Notation One(ASN1) defaults v3.0 and NIC Discovery Configuration
v.0.81
o Added support for Management Component Transport Protocol (MCTP) over PCI.
o Added support for Event Description Addendum 2.6.4.

Supported Devices and Features

HPE Part Number

Mellanox Ethernet Only Adapters
PSID
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779793-B21

HP Ethernet 10Gb 2-port 546SFP+ Adapter
HP_1200111023

779799-B21

HP Ethernet 10Gb 2-port 546FLR-SFP+ Adapter
HP_2240110004

817749-B21

HPE Ethernet 25Gb 2-port 640FLR-SFP28 Adapter
HP_2690110034

817753-B21

HPE Ethernet 25Gb 2-port 640SFP28 Adapter
HP_2420110034

868779-B21

HPE Synergy 6410C 25/50Gb Ethernet Adapter
HPE0000000006

874253-B21

HPE Ethernet 100Gb 1-port 842QSFP28 Adapter
HPE0000000014

Online Firmware Upgrade Utility (Windows x64) for HPE Mellanox VPI (Ethernet and Infiniband mode)
ConnectX4 and ConnectX5 devices on Windows x86_64 platform

Version: 1.0.0.5 (Recommended)

Important Note!
Known Issues in firmware 12.24.1000 and 16.24.1000:

o vport_tc and para_vport_tc are not supported in this version.

o Executing the update_lid command while the IB port sniffer utility is active can stop the utility.

o Initializing a function while the IB port sniffer utility is active can stop the utility.

o While using e-switch vport sVLAN stripping, the RX steering values on the sVLAN might not be accurate.
o FTE with both forward (FWD) and encapsulation (ENCAP) actions is not supported in the SX NIC Flow
Table.

o Encapsulation / Decapsulation support in steering has the following limitations:

* Encapsulation / Decapsulation can be open on the FDB only if all VFs are non active.

* Encapsulation / Decapsulation supports single mode only: FDB / NIC. Opening tables of both types is not
supported.

* Encapsulation / Decapsulation per device support:

NIC FDB

ConnectX-4 encap NO YES non MH

decap NO NO

ConnectX-4 Lx encap NO YES non MH

decap NO YES
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Fixes

ConnectX-5 encap YES YES

decap YES YES

Known Issues in firmware 16.24.1000:

o In the case of multi-destinations transmission where the last destination is set to encapsulation & wire,
the packet for the last destination will not be send.

o When modifying the TTL in the NIC RX, the CQE checksum is not recalculated automatically. The
limitation is indicated by the ttl_checksum_correction bit. If the ttl_checksum_correction=0, the capability
is not functioning properly.

o When getting an inline scatter CQE on IB striding RQ, the stride index in the CQE will be zero.

o RoCE DCis not supported in LAG mode.

Fixes in version 12.24.1000 and 16.24.1000:

o mlxconfig tool reported all possible expansion ROM images, instead of presenting only the existing
images.

o Modifying VMQoS rate limiter parameters during traffic caused transmission failure.

o Aligned the default tuning type in PHY TEST MODE to the device protocol.

o When a device is operating in Safe Mode state, and the user issues the mixfwreset command, the device
might fail to come-up correctly after the reset.

Note: Do not run mixfwreset when operating in a Safe Mode state.

o Fixed an issue related to PCle "Surprise link down" event reporting capability.

o Fixed an issue that resulted in the link partner experiencing false active linkup when plugging in a base-T

cable to a closed port.

Fixes in version 12.24.1000:

o Fixed an issue that caused the max_qgp_retry_freq_exceeded counter (including a CQE with error
syndrome 0x97, and the QP moving to error state) to be activated only after exceeding the NIC Vport

context max_qp_retry_limit, and not when reaching it.

Fixes in version 16.24.1000:

o PCle bifurcation issue.
o Deadlock in RX related to the “send-invalidate” flow, resulted in RX getting stuck.

o Rare errors in RX that resulted in double completion.

Enhancements

Firmware for the following devices are updated to 12.24.1000:

825110-B21 (HPE InfiniBand EDR/Ethernet 100Gb 1-port 840QSFP28 Adapter)
825111-B21 (HPE InfiniBand EDR/Ethernet 100Gb 2-port 840QSFP28 Adapter)
Firmware for the following devices are updated to 16.24.1000:

879482-B21 (HPE InfiniBand FDR/Ethernet 40/50Gb 2-port 547FLR-QSFP Adapter)
872726-B21 (HPE InfiniBand EDR/Ethernet 100Gb 2-port 841QSFP28 Adapter)
Changes and New features in firmware version 12.24.1000 and 16.24.1000:
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o Added support for the following:

* An additional layer (Layer 3) of packet processing at the hypervisor level that enables adding and
removing protocol headers (e.g., the MAC address is removed during encapsulation, and added during
decapsulation) for the encapsulated traffic.

* Transmission histogram counter set as part of the Ethernet extended group counters.

* TX steering rule on flow_table_metadata in WQE Ethernet segment.

* Added L3 encapsulation/decapsulation support in the reformat context allocation.

* L3 encapsulation removes L2 headers and adds generic L3 tunnel encapsulation.

* L3 decapsulation removes the generic L3 tunnel decapsulation and L2 header.

* Flow steering header modification (header rewrite) for IPv4 TTL header for loopback traffic
(VF-VF/VF-PF).

Note: TTL modification for traffic from the network is currently not supported.

* Requester QP packet based on E2E credits mode. The new flow control supports HCA-to-switch RDMA
traffic packet-based End-2-End.

* |PolB non-default Partition Keys (PKeys). Now the PKey values can be modified in the PKey table without
the need of recreating the IPoIB (underlay) QPs.

* [Beta] SR-IOV in Multi-Host/Socket-Direct.

* QUERY_DRIVER_VERSION command. This command allows the PF driver to query its VFs driver version
which was set by the SET_DRIVER_VERSION command.

* New diagnostic counters to evaluate the number of ICMC hits and misses for particular resources.

o Enabled the hardware to generate an event upon counter incrementation, in order to reduce an
overhead from the software from reading rarely updated counters such as error counters.

o Enabled NOIDNIC connectivity to the network through the e-switch and not directly to the physical port.
o Enabled setting the QP and the Mkey values by the software upon these resources creation.

o Enabled advanced PCle atomic operations. The HCA will perform PCle atomic operations as a requestor
towards the host memory when receiving compatible atomic messages from the network, and according
to the configuration of NV_SW_OFFLOAD_CONFIG pci_atomic_mode field and the PCI AtomicOp
Requester Enable bit in the Device Control 2 register.

o Enabled TTL modification in the Rx NIC steering. When modifying the TTL in the Rx NIC, the CQE
checksum will not recalculated automatically.

Note: TTL modification in the FDB for traffic from the network is currently not supported.

o Enabled a single TIR destination from the FDB.

o Changed the WRED default mode to OFF for Multi-Host adapter cards.

o [Developers only] Moved the fast teardown HCA cap bit to offset Ox1c.4:1.

o Enabled Virtual Functions to read QPDPM/QPDP/QPTS.

o Multi PCI RDMA IB: This capability enables the user to expose two PCI/IB devices per network port.

o Reduced firmware’s memory consumption to increase the supported number of VFs per PF to up to 100.
o Shutting Down RDMA QPs with Excessive Retransmissions is a mechanism used to detect excessive
retransmissions for an RC connection, and to close the connection in response to it. If the number of
retransmissions due to a Local Ack Timeout, NAK-Sequence Error, or Implied NAK, during a specified

period, exceeds the specified threshold, the QP will be handled as if the IB spec defined Retry Count was
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exceeded.

New features in firmware version 12.24.1000:

o Enabled e-switch steering rule in the NIC without matching it with the Directional MACs (DMAC)
protocol. Now the rule is only according to the MC/UC bit.

o The IB Sniffer utility provides the user the ability to capture the e-switch traffic directly to a hypervisor
queue.

o Increased the number of VFs that can work with full VMQoS (8 TC) per PFs as follow:

* in dual port devices to: 0-21, 33-45 VFs (22-32 VFs has single TC)

* in single port devices to: 0-64 VFs

New features in firmware version 16.24.1000:

o Enabled QoS ETS for systems with 64 VFs to better allocate bandwidth in the NIC.

o Enabled TTL modification for received packets.

o Mirrors the traffic from/to one VF to a dedicate admin VF for monitoring and traffic analysis. Note that in
this process packets are duplicated and different packet modifications apply to different duplications.
o Enabled TTL modification in the Rx NIC steering. When modifying the TTL in the Rx NIC, the CQE
checksum will not recalculated automatically.

Note: TTL modification in the FDB for traffic from the network is currently not supported.

o Added support for Dynamically Connected Transport (DC) in RoCE in ConnectX-5 adapter cards.

o Enabled Rx mini-CQE compressed format for striding RQ.

o Enabled TX steering rule on the application meta-data from the WQE. This functionality implements
meta-data Reg A steering and meta-data Reg A and Reg B rewriting.

o Added MPLS over UDP and MPLS over GRE protocols for tunneling offload/steering match criteria.

Supported Devices and Features

HPE Part Number

Device Name

PSID

825110-B21

HPE InfiniBand EDR/Ethernet 100Gb 1-port 840QSFP28 Adapter
HP_2180110032

825111-B21

HPE InfiniBand EDR/Ethernet 100Gb 2-port 840QSFP28 Adapter
HP_2190110032

872726-B21

HPE InfiniBand EDR/Ethernet 100Gb 2-port 841QSFP28 Adapter
HPEO000000009

879482-B21

HPE InfiniBand FDR/Ethernet 40/50Gb 2-port 547FLR-QSFP Adapter
HPEO000000022
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Online ROM Flash Component for VMware ESXi - EGO00600JWEBH and EGO00300JWEBF Drives

Version: HPD4 (Recommended)

Important Note!

Fixes

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager.

o This firmware adds a feature that will periodically assess the health of the writer element of the head by
verifying the data after a write operation to ensure more robust data integrity.

o When performing format on drives with marginal servo flaws, it takes too long to format or format fails
with 03/31 reported across the interface on subsequent commands. This firmware includes a change that

moves the servo flaw characterization retries earlier in the sequence of format.

Enhancements

Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Online ROM Flash Component for VMware ESXi - EGO01800JWJNR and EG002400JWINT Drives

Version: HPD2 (Recommended)

Important Note!

Fixes

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager.

o This firmware includes a fix for an issue where a drive could become format corrupt after a power cycle

if write commands were being executed before the power loss.

Online ROM Flash Component for VMware ESXi - MM1000JEFRB and MM2000JEFRC Drives

Version: HPDS8 (C) (Optional)
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Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements
Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Online ROM Flash Component for VMware ESXi - MM1000JFJTH Drives
Version: HPD3 (C) (Optional)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)
(D) etc..,

Enhancements
Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Online ROM Flash Component for VMware ESXi - EGO300JFCKA, EGO600JEMCV, EGO900JFCKB, and
EG1200JEMDA Drives
Version: HPD6 (D) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.
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o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements

Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Online ROM Flash Component for VMware ESXi - EG1800JEMDB Drives

Version: HPD5 (C) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)
(D) etc..,

Fixes
o This firmware includes a fix for slow performance during sequential write workloads with small queue
depth.

Enhancements

Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Online ROM Flash Component for VMware ESXi - EH000300JWCPK, EH0O00600JWCPL, and EHO00900JWCPN

Drives

Version: HPD3 (D) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running

supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
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update using the Service Pack for Proliant and Smart Update Manager
o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements
Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Online ROM Flash Component for VMware ESXi - MB6000JVYYYV Drives
Version: HPD2 (D) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements
Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Online ROM Flash Component for VMware ESXi - MB8000JFECQ Drives
Version: HPD7 (C) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements
Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.
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Online ROM Flash Component for Windows (x64) - EGO00600JWEBH and EGO00300JWEBF Drives

Version: HPD4 (Recommended)

Important Note!

Fixes

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM) is
NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager.

o This firmware adds a feature that will periodically assess the health of the writer element of the head by
verifying the data after a write operation to ensure more robust data integrity.

o When performing format on drives with marginal servo flaws, it takes too long to format or format fails
with 03/31 reported across the interface on subsequent commands. This firmware includes a change that

moves the servo flaw characterization retries earlier in the sequence of format.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - EGO01800JWINR and EG002400JWINT Drives

Version: HPD2 (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager.

Fixes
o This firmware includes a fix for an issue where a drive could become format corrupt after a power cycle
if write commands were being executed before the power loss.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - EGO300JFCKA, EGO600JEMCV, EG0900JFCKB, and
EG1200JEMDA Drives

Version: HPD6 (C) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)

mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.
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o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - EG1800JEMDB Drives

Version: HPD5 (B) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)
(D) etc..,

Fixes
o This firmware includes a fix for slow performance during sequential write workloads with small queue
depth.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - EH000300JWCPK, EH000600JWCPL, and EHO00900JWCPN

Drives

Version: HPD3 (C) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements

o Added support for Windows Server 2019.
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Online ROM Flash Component for Windows (x64) - MB6000JVYYV Drives

Version: HPD2 (C) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - MB8000JFECQ, Drives

Version: HPD7 (B) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware includes a fix for slow performance during sequential write workloads with small queue
depth.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - MM1000JEFRB and MM2000JEFRC Drives

Version: HPDS8 (B) (Optional)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager
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o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware allows the drive to meet the requirements for Azure Stack certification.
o This firmware contains a change to the reported drive serial number in VPD page 80. It will now report
the same as is displayed on the drive label. Any removed characters are replaced with blank place holders

so the log format will not be changed.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - MM1000JFJTH Drives
Version: HPD3 (B) (Optional)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware allows the drive to meet the requirements for Azure Stack certification.
o This firmware contains a change to the reported drive serial number in VPD page 80. It will now report
the same as is displayed on the drive label. Any removed characters are replaced with blank place holders

so the log format will not be changed.

Enhancements

o Added support for Windows Server 2019.

Supplemental Update / Online ROM Flash Component for Linux (x64) - EGO00600JWEBH and
EGO000300JWEBF Drives

Version: HPD4 (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager.
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Fixes
o This firmware adds a feature that will periodically assess the health of the writer element of the head by
verifying the data after a write operation to ensure more robust data integrity.
o When performing format on drives with marginal servo flaws, it takes too long to format or format fails
with 03/31 reported across the interface on subsequent commands. This firmware includes a change that

moves the servo flaw characterization retries earlier in the sequence of format.

Enhancements
o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - EGO01800JWJNR and
EG002400JWINT Drives

Version: HPD2 (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager.

Fixes
o This firmware includes a fix for an issue where a drive could become format corrupt after a power cycle
if write commands were being executed before the power loss.

Enhancements

o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MM1000JEFRB and MM2000JEFRC
Drives

Version: HPD8 (B) (Optional)

Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,
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Fixes

o This firmware allows the drive to meet the requirements for Azure Stack certification.
o This firmware contains a change to the reported drive serial number in VPD page 80. It will now report
the same as is displayed on the drive label. Any removed characters are replaced with blank place holders

so the log format will not be changed.

Enhancements

o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - EGO300JFCKA, EGO600JEMCV,
EG0900JFCKB, and EG1200JEMDA Drives

Version: HPD6 (D) (Recommended)

Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)
(D) etc..,

Enhancements

o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - EG1800JEMDB Drives

Version: HPD5 (C) (Recommended)

Important Note!

Fixes

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

o This firmware includes a fix for slow performance during sequential write workloads with small queue

depth.

148 / 188



Enhancements

o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - EH000300JWCPK, EHO00600JWCPL,
and EHO00900JWCPN Drives

Version: HPD3 (C) (Recommended)

Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements

o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MB6000JVYYV Drives

Version: HPD2 (C) (Recommended)

Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware contains a change to prevent occasional command completion times in the 4-5 second
window when command is received just as the drive is transitioning from active to Idle A.
Enhancements

o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MB800OJFECQ Drives

Version: HPD7 (B) (Recommended)
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Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware includes a fix for slow performance during sequential write workloads with small queue
depth.

Enhancements

o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MM1000JFJTH Drives

Version: HPD3 (B) (Optional)

Important Note!

0

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware allows the drive to meet the requirements for Azure Stack certification.
o This firmware contains a change to the reported drive serial number in VPD page 80. It will now report
the same as is displayed on the drive label. Any removed characters are replaced with blank place holders
so the log format will not be changed

Enhancements

o Added support for SLES15.

Online ROM Flash Component for VMware ESXi - MB002000GWFGH and MB001000GWFGF Drives

Version: HPG3 (C) (Optional)
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Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware has a change that allows the drive to meet the requirements for Azure Stack certification.
o Online firmware update fails when drives are connected behind AHCI controller.

Enhancements

Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Online ROM Flash Component for VMware ESXi - MB1000GVYZE, MB2000GVYZF, MB3000GVYZH, and
MB4000GVYZK Drives

Version: HPG4 (D) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o Firmware version HPG4 prevents the occurrence of a rare issue which could lead to slow drive
performance. This issue has the potential to impact all drives in configurations where the drives might be
allowed to be idle for greater than 1 second.

Enhancements

Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.
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Online ROM Flash Component for VMware ESXi - MM1000GEFQV and MM2000GEFRA Drives

Version: HPGS8 (C) (Recommended)

Important Note!

Fixes

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

o This firmware updates the drive to indicate NDU compliance.

Online ROM Flash Component for Windows (x64) - MB001000GWCBC and MB002000GWCBD Drives

Version: HPG4 (E) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware corrects a potential issue where the data in the reserved tracks is not properly updated,
eliminating the risk of a drive not finishing the boot process on power up.
o Other maintenance fixes and updates are also included with the new firmware.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - MB001000GWFWK and MB002000GWFWL Drives

Version: HPG4 (E) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)

mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.
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o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware corrects a potential issue where the data in the reserved tracks is not properly updated,
eliminating the risk of a drive not finishing the boot process on power up. This firmware is also designed
to prevent any previous firmware revisions to be loaded onto the drive, once the HPG4 firmware is

downloaded. Other maintenance fixes and updates are also included with the new firmware.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - MB002000GWFGH and MB001000GWFGF Drives
Version: HPG3 (C) (Optional)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware has a change that allows the drive to meet the requirements for Azure Stack certification.
o Online firmware update fails when drives are connected behind AHCI controller.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - MB1000GVYZE, MB2000GVYZF, MB3000GVYZH, and
MB4000GVYZK Drives
Version: HPG4 (E) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.
o Online drive firmware update available for Smart Array Controllers configured in systems running

supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
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update using the Service Pack for Proliant and Smart Update Manager
o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o Firmware version HPG4 prevents the occurrence of a rare issue which could lead to slow drive
performance. This issue has the potential to impact all drives in configurations where the drives might be
allowed to be idle for greater than 1 second.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - MB8000OGFECR Drives

Version: HPG6 (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager.

Fixes
o This firmware includes a fix for slow performance during sequential write workloads with small queue
depth.

Enhancements

o Added support for Windows Server 2019.

Online ROM Flash Component for Windows (x64) - MM1000GEFQV and MM2000GEFRA Drives

Version: HPG8 (C) (Recommended)

Important Note!

Fixes

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

o This firmware updates the drive to indicate NDU compliance.
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Enhancements

o Added support for Windows Server 2019.

Supplemental Update / Online ROM Flash Component for ESXi - MB001000GWCBC and MB002000GWCBD
Drives
Version: HPG4 (D) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,
Fixes
Problems Fixed:
o This firmware corrects a potential issue where the data in the reserved tracks is not properly updated,
eliminating the risk of a drive not finishing the boot process on power up.
o Other maintenance fixes and updates are also included with the new firmware.
o Online firmware update fails when drives are connected behind AHCI controller.
Enhancements

Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Supplemental Update / Online ROM Flash Component for ESXi - MB001000GWFWK and MB002000GWFWL
Drives

Version: HPG4 (D) (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)
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(D) etc..,

Fixes
o This firmware corrects a potential issue where the data in the reserved tracks is not properly updated,
eliminating the risk of a drive not finishing the boot process on power up. This firmware is also designed
to prevent any previous firmware revisions to be loaded onto the drive, once the HPG4 firmware is
downloaded. Other maintenance fixes and updates are also included with the new firmware.
Enhancements

Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Supplemental Update / Online ROM Flash Component for ESXi - MBS8OOOGFECR Drives

Version: HPG6 (Recommended)

Important Note!

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode or Host Bus Adapter (HBA) is NOT supported. Only offline firmware flashing of drives is supported
for these configurations.

o In AHCI configuration only offline flashing is supported.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager.

Fixes
o This firmware includes a fix for slow performance during sequential write workloads with small queue
depth.

Enhancements

Added support for HPE Smart Array P824i-p MR Gen10 Controller.
Added support for VMware 6.7 Updatel.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MB001000GWCBC and
MB002000GWCBD Drives
Version: HPG4 (E) (Recommended)

Important Note!

o)
o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline

update using the Service Pack for Proliant and Smart Update Manager
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o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Enhancements
o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MBO01000GWFWK and
MB002000GWFWL Drives
Version: HPG4 (E) (Recommended)

Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o This firmware corrects a potential issue where the data in the reserved tracks is not properly updated,
eliminating the risk of a drive not finishing the boot process on power up. This firmware is also designed
to prevent any previous firmware revisions to be loaded onto the drive, once the HPG4 firmware is

downloaded. Other maintenance fixes and updates are also included with the new firmware.

Enhancements

o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MB002000GWFGH and
MBO001000GWFGF Drives
Version: HPG3 (C) (Optional)

Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,
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Fixes

o This firmware has a change that allows the drive to meet the requirements for Azure Stack certification.

Enhancements
o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MB1000GVYZE, MB2000GVYZF,
MB3000GVYZH, and MB4000GVYZK Drives
Version: HPG4 (E) (Recommended)

Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes
o Firmware version HPG4 prevents the occurrence of a rare issue which could lead to slow drive
performance. This issue has the potential to impact all drives in configurations where the drives might be
allowed to be idle for greater than 1 second.

Enhancements

o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MBS8OOOGFECR Drives

Version: HPG6 (Recommended)

Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,

Fixes

o This firmware includes a fix for slow performance during sequential write workloads with small queue

158 / 188



depth.

Enhancements
o Added support for SLES15.

Supplemental Update / Online ROM Flash Component for Linux (x64) - MM1000GEFQV and MM2000GEFRA
Drives

Version: HPG8 (C) (Recommended)

Important Note!

o]

o Online firmware flashing of drives attached to a Smart Array controller running in Zero Memory (ZM)
mode is NOT supported. Only offline firmware flashing of drives is supported for these configurations.

o Online drive firmware update available for Smart Array Controllers configured in systems running
supported Linux, Microsoft Windows, and VMware environments. All other OSes would require an offline
update using the Service Pack for Proliant and Smart Update Manager

o Customers who already installed latest firmware version do not need to update to sub version like (B) (C)

(D) etc..,
Fixes

o This firmware updates the drive to indicate NDU compliance.
Enhancements

o Added support for SLES15.

Online ROM Flash Component for Windows (x64) - HPE Smart Array P408i-p, P408e-p, P408i-a, P408i-c,
E208i-p, E208e-p, E208i-c, E208i-a, P408i-sb, P408e-m, P204i-c, P204i-b, P816i-a and P416ie-m SR Gen10

Version: 1.98 (Recommended)
Fixes

Fixes the following issues:

o Controller could stop responding with a 0x1A91 message during active path failure

o Controller could stop responding during /O processing and Smart Cache flush process

o When predictive spare rebuild is triggered on Smart Cache, the rebuilding process could failed to start.
o Data could become corrupted when a SATA drive overruns a data transfer

o controller memory corruption could occur when the response to an Identify Device command (IDD) is
received from a drive

o Communication between the host system and a RAID5/6 volume could potentially failed after an 1/0
timeout on one of the drives in the array.

o System could stop responding with a Ox1E30 message when discovering an ATA locked drive

o Controller could stop responding during a drive sanitize operation
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HPE Firmware Flash for Emulex Fibre Channel Host Bus Adapters for Linux (x64)
Version: 2019.03.01 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric Emulex Adapters Release Notes

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites
Firmware updates may be accomplished using the inbox or Out of Box (OOB) drivers. Please consult

SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/

The HPE supplied enablement kit must be installed prior to this firmware component being identified by
SUM for deployment.

The OOB driver and enablement kit are available on the Service Pack for ProLiant (SPP) which is available
at http://www.hpe.com/servers/spp/download.

The Enablement Kit requires that the target environment have the libHBAAPI package installed from your
OS installation media.

Install the FC Driver Kit, reboot, and then install the Enablement Kit.

Additional requirements:

Environment must be running the syslog daemon for the flash engine to run

Environment must have 32-bit netlink library (libnl.so) installed for component to be able to discover

Emulex Host Bus Adapters(HBAs)

Enhancements
We have separate components to update fibre channel and converged network adapters. This is a fibre
channel update component.
16 Gb Standup, 16 Gb Mezzanine, and 32 Gb Standup
Added support to the following:

o Added duration support for the Link Cable Beacon command.This avoids situations in which the blinking
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of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop
the blinking.

Updated 16/32 Gb HBA/Mezz universal boot

Updated 16Gb HBA/Mezz universal boot

Updated 8Gb HBA/Mezz universal boot

Contains:

16/32 Gb HBA/Mezz universal boot 12.0.346.9

16 Gb HBA/Mezz universal boot 12.0.346.9

8 Gb standup/mezz firmware 2.10X6

8 Gb standup/mezz universal boot image 12.00a10 (12.0.325.0 BIOS, 12.0.348.0 UEFI)

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

HPE Firmware Flash for Emulex Fibre Channel Host Bus Adapters for VMware vSphere 6.5
Version: 2019.03.01 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric Emulex Adapter Release Notes

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/
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Enhancements
We have separate components to update fibre channel and converged network adapters. This is a fibre
channel update component.
16 Gb Standup, 16 Gb Mezzanine, and 32 Gb Standup
Added support to the following:
o Added duration support for the Link Cable Beacon command.This avoids situations in which the blinking
of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop
the blinking.
Updated 16/32 Gb HBA/Mezz universal boot
Updated 16Gb HBA/Mezz universal boot
Updated 8Gb HBA/Mezz universal boot
Contains:
16/32 Gb HBA/Mezz universal boot 12.0.346.9
16 Gb HBA/Mezz universal boot 12.0.346.9
8 Gb standup/mezz firmware 2.10X6
8 Gb standup/mezz universal boot image 12.00a10 (12.0.325.0 BIOS, 12.0.348.0 UEFI)

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

HPE Firmware Flash for Emulex Fibre Channel Host Bus Adapters for VMware vSphere 6.7
Version: 2019.03.01 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric Emulex Adapter Release Notes

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new

11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box
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(OOB) drivers.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Enhancements
We have separate components to update fibre channel and converged network adapters. This is a fibre
channel update component.
16 Gb Standup, 16 Gb Mezzanine, and 32 Gb Standup
Added support to the following:
o Added duration support for the Link Cable Beacon command.This avoids situations in which the blinking
of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop
the blinking.
Updated 16/32 Gb HBA/Mezz universal boot
Updated 16Gb HBA/Mezz universal boot
Updated 8Gb HBA/Mezz universal boot
Contains:
16/32 Gb HBA/Mezz universal boot 12.0.346.9
16 Gb HBA/Mezz universal boot 12.0.346.9
8 Gb standup/mezz firmware 2.10X6
8 Gb standup/mezz universal boot image 12.00a10 (12.0.325.0 BIOS, 12.0.348.0 UEFI)

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

HPE Firmware Flash for Emulex Fibre Channel Host Bus Adapters for VMware vSphere 6.0
Version: 2019.03.01 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric Emulex Adapter Release Notes

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
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box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA

adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Enhancements
We have separate components to update fibre channel and converged network adapters. This is a fibre
channel update component.
16 Gb Standup, 16 Gb Mezzanine, and 32 Gb Standup
Added support to the following:
o Added duration support for the Link Cable Beacon command.This avoids situations in which the blinking
of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop
the blinking.
Updated 16/32 Gb HBA/Mezz universal boot
Updated 16Gb HBA/Mezz universal boot
Updated 8Gb HBA/Mezz universal boot
Contains:
16/32 Gb HBA/Mezz universal boot 12.0.346.9
16 Gb HBA/Mezz universal boot 12.0.346.9
8 Gb standup/mezz firmware 2.10X6
8 Gb standup/mezz universal boot image 12.00a10 (12.0.325.0 BIOS, 12.0.348.0 UEFI)

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

HPE Firmware Flash for Emulex Fibre Channel Host Bus Adapters for Windows 2012/2012 R2/2016/2019 x64
Version: 2019.03.01 (Recommended)

Important Note!

Release Notes:
HPE StoreFabric Emulex Adapters Release Notes
Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network

adapters (OneConnect) have independent software kits.
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It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

The HPE supplied Emulex driver must be installed prior to this firmware component being identified by
SUM for deployment. The OOB driver is available on the Service Pack for ProLiant (SPP) which is available
at http://www.hpe.com/servers/spp/download/

Enhancements
We have separate components to update fibre channel and converged network adapters. This is a fibre
channel update component.
16 Gb Standup, 16 Gb Mezzanine, and 32 Gb Standup
Added support to the following:
o Added duration support for the Link Cable Beacon command.This avoids situations in which the blinking
of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop
the blinking.
Updated 16/32 Gb HBA/Mezz universal boot
Updated 16Gb HBA/Mezz universal boot
Updated 8Gb HBA/Mezz universal boot
Contains:
16/32 Gb HBA/Mezz universal boot 12.0.346.9
16 Gb HBA/Mezz universal boot 12.0.346.9
8 Gb standup/mezz firmware 2.10X6
8 Gb standup/mezz universal boot image 12.00a10 (12.0.325.0 BIOS, 12.0.348.0 UEFI)

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA
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HPE Firmware Flash for QLogic Fibre Channel Host Bus Adapters - Linux (x86_64)
Version: 2019.03.01 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric QLogic Adapter Release Notes

Prerequisites
Firmware updates may be accomplished using the inbox or Out of Box (OOB) drivers. Please consult

SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/

The HPE supplied enablement kit must be installed prior to this firmware component being identified by
SUM for deployment.

The OOB driver and enablement kit are available on the Service Pack for ProLiant (SPP) which is available

at http://www.hpe.com/servers/spp/download.

Fixes
Fixed the following
8Gb Standup & 8Gb Mezzanine
Firmware:
o Fix regression where the firmware returned Time Out error code under heavy load.
UEFI
o Driver progress messages are no longer displayed on SuperDome servers.
o Corrected Driver Health string format on Gen10 servers
16Gb Standup & 16Gb Mezzanine
Firmware:
o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)
UEFI:
o Driver progress messages are no longer displayed on SuperDome servers.
o Corrected Driver Health string format on Gen10 servers.
16Gb/32Gb Standup
Firmware:
o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)
UEFI:
o Corrected Driver Health string format on Gen10 servers.
o Driver progress messages are no longer displayed on SuperDome servers.
o Fixed QUIC (QUIC Protocol)
o Removed 8G Speed and Loop Only Options from 5830C Adapter

Enhancements

Added support for the following:
16Gb/32Gb Standup

Firmware:
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o Add support for FC NVMe (Non-volatile memory express) ready
o Support Link cable Beacon (LCB)
BIOS:

o Added support for 5830C Secure flash
UEFI:

o Added support for 5830C Secure flash
Updated the Firmware/BIOS/UEFI packages for 8 Gb, 16 Gb and 32 Gb products.
o0 8 Gb HBA/Mezz

* Package 3.79.02

* Firmware 8.08.01

* UEFI 6.66

* BIOS 3.56

0 16 Gb HBA/Mezz

* Package 6.01.79

* Firmware 8.08.203

* UEFI 6.65

* BIOS 3.43

016/32 Gb

* Package 1.71.03

* Firmware 8.08.204

* UEFI 6.51

* BIOS 3.64

Supported Devices and Features

This firmware supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

HPE Firmware Flash for QLogic Fibre Channel Host Bus Adapters for VMware vSphere 6.0
Version: 2019.03.01 (Recommended)

Important Note!

HPE StoreFabric QLogic Adapter Release Notes

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

The HPE supplied Qlogic driver must be installed prior to this firmware component being identified by

SUM for deployment. The OOB driver is available on the Service Pack for ProLiant (SPP) which is available

at http://www.hpe.com/servers/spp/download/
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Fixes

Fixed the following
8Gb Standup & 8Gb Mezzanine

Firmware:

o Fix regression where the firmware returned Time Out error code under heavy load.

UEFI

o Driver progress messages are no longer displayed on SuperDome servers.
o Corrected Driver Health string format on Gen10 servers

16Gb Standup & 16Gb Mezzanine

Firmware:

o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)

UEFI:

o Driver progress messages are no longer displayed on SuperDome servers.
o Corrected Driver Health string format on Gen10 servers.

16Gb/32Gb Standup

Firmware:

o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)

UEFI:

o Corrected Driver Health string format on Gen10 servers.

o Driver progress messages are no longer displayed on SuperDome servers.
o Fixed QUIC (QUIC Protocol)

o Removed 8G Speed and Loop Only Options from 5830C Adapter

Enhancements

Added support for the following:

16Gb/32Gb Standup

Firmware:

o Add support for FC NVMe (Non-volatile memory express) ready
o Support Link cable Beacon (LCB)

BIOS:

o Added support for 5830C Secure flash

UEFI:

o Added support for 5830C Secure flash

Updated the Firmware/BIOS/UEFI packages for 8 Gb, 16 Gb and 32 Gb products.

0 8 Gb HBA/Mezz

* Package 3.79.02
* Firmware 8.08.01
* UEFI 6.66

* BIOS 3.56

0 16 Gb HBA/Mezz
* Package 6.01.79
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* Firmware 8.08.203
* UEFI 6.65

* BIOS 3.43

016/32 Gb

* Package 1.71.03

* Firmware 8.08.204
* UEFI 6.51

* BIOS 3.64

Supported Devices and Features

This firmware supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

HPE Firmware Flash for QLogic Fibre Channel Host Bus Adapters for VMware vSphere 6.5

Version: 2019.03.01 (Recommended)

Important Note!

HPE StoreFabric QLogic Adapter Release Notes

Prerequisites

Fixes

Please consult SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/

The HPE supplied Qlogic driver must be installed prior to this firmware component being identified by
SUM for deployment. The OOB driver is available on the Service Pack for ProLiant (SPP) which is available
at http://www.hpe.com/servers/spp/download/

Fixed the following

8Gb Standup & 8Gb Mezzanine

Firmware:

o Fix regression where the firmware returned Time Out error code under heavy load.
UEFI

o Driver progress messages are no longer displayed on SuperDome servers.

o Corrected Driver Health string format on Gen10 servers

16Gb Standup & 16Gb Mezzanine

Firmware:

o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)
UEFI:

o Driver progress messages are no longer displayed on SuperDome servers.

o Corrected Driver Health string format on Gen10 servers.
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16Gb/32Gb Standup

Firmware:

o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)
UEFI:

o Corrected Driver Health string format on Gen10 servers.

o Driver progress messages are no longer displayed on SuperDome servers.

o Fixed QUIC (QUIC Protocol)

o Removed 8G Speed and Loop Only Options from 5830C Adapter

Enhancements
Added support for the following:
16Gb/32Gb Standup
Firmware:
o Add support for FC NVMe (Non-volatile memory express) ready
o Support Link cable Beacon (LCB)
BIOS:
o Added support for 5830C Secure flash
UEFI:
o Added support for 5830C Secure flash
Updated the Firmware/BIOS/UEFI packages for 8 Gb, 16 Gb and 32 Gb products.
o0 8 Gb HBA/Mezz
* Package 3.79.02
* Firmware 8.08.01
* UEFI 6.66
* BIOS 3.56
0 16 Gb HBA/Mezz
* Package 6.01.79
* Firmware 8.08.203
* UEFI 6.65
* BIOS 3.43
016/32 Gb
* Package 1.71.03
* Firmware 8.08.204
* UEFI 6.51
* BIOS 3.64

Supported Devices and Features

This firmware supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter

o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter
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HPE Firmware Flash for QLogic Fibre Channel Host Bus Adapters for VMware vSphere 6.7

Version: 2019.03.01 (Recommended)

Important Note!

HPE StoreFabric QLogic Adapter Release Notes

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/

The HPE supplied Qlogic driver must be installed prior to this firmware component being identified by
SUM for deployment. The OOB driver is available on the Service Pack for ProLiant (SPP) which is available
at http://www.hpe.com/servers/spp/download/

Fixes
Fixed the following
8Gb Standup & 8Gb Mezzanine
Firmware:
o Fix regression where the firmware returned Time Out error code under heavy load.
UEFI
o Driver progress messages are no longer displayed on SuperDome servers.
o Corrected Driver Health string format on Gen10 servers
16Gb Standup & 16Gb Mezzanine
Firmware:
o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)
UEFI:
o Driver progress messages are no longer displayed on SuperDome servers.
o Corrected Driver Health string format on Gen10 servers.
16Gb/32Gb Standup
Firmware:
o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)
UEFI:
o Corrected Driver Health string format on Gen10 servers.
o Driver progress messages are no longer displayed on SuperDome servers.
o Fixed QUIC (QUIC Protocol)
o Removed 8G Speed and Loop Only Options from 5830C Adapter

Enhancements

Added support for the following:

16Gb/32Gb Standup

Firmware:

o Add support for FC NVMe (Non-volatile memory express) ready
o Support Link cable Beacon (LCB)

BIOS:
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o Added support for 5830C Secure flash
UEFI:

o Added support for 5830C Secure flash
Updated the Firmware/BIOS/UEFI packages for 8 Gb, 16 Gb and 32 Gb products.
o0 8 Gb HBA/Mezz

* Package 3.79.02

* Firmware 8.08.01

* UEFI 6.66

* BIOS 3.56

0 16 Gb HBA/Mezz

* Package 6.01.79

* Firmware 8.08.203

* UEFI 6.65

* BIOS 3.43

016/32 Gb

* Package 1.71.03

* Firmware 8.08.204

* UEFI 6.51

* BIOS 3.64

Supported Devices and Features

This firmware supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

HPE Firmware Online Flash for QLogic Fibre Channel Host Bus Adapters - Windows 2012/2012R2/2016/2019
(x86_64)
Version: 2019.03.01 (Recommended)

Important Note!

Release Notes:

HPE StoreFabric QLogic Adapters Release Notes

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/
The OOB driver is available on the Service Pack for ProLiant (SPP) which is available at

http://www.hpe.com/servers/spp/download.

Fixes

Fixed the following
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8Gb Standup & 8Gb Mezzanine

Firmware:

o Fix regression where the firmware returned Time Out error code under heavy load.

UEFI

o Driver progress messages are no longer displayed on SuperDome servers.

o Corrected Driver Health string format on Gen10 servers

16Gb Standup & 16Gb Mezzanine

Firmware:

o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)
UEFI:

o Driver progress messages are no longer displayed on SuperDome servers.

o Corrected Driver Health string format on Gen10 servers.

16Gb/32Gb Standup

Firmware:

o Fix unexpected behavior related to Diagnostic Port and Link Diagnostics operations (loopback, echo etc)
UEFI:

o Corrected Driver Health string format on Gen10 servers.

o Driver progress messages are no longer displayed on SuperDome servers.

o Fixed QUIC (QUIC Protocol)

o0 Removed 8G Speed and Loop Only Options from 5830C Adapter

Enhancements
Added support for the following:
16Gb/32Gb Standup
Firmware:
o Add support for FC NVMe (Non-volatile memory express) ready
o Support Link cable Beacon (LCB)
BIOS:
o Added support for 5830C Secure flash
UEFI:
o Added support for 5830C Secure flash
Updated the Firmware/BIOS/UEFI packages for 8 Gb, 16 Gb and 32 Gb products.
0 8 Gb HBA/Mezz
* Package 3.79.02
* Firmware 8.08.01
* UEFI 6.66
* BIOS 3.56
0 16 Gb HBA/Mezz
* Package 6.01.79
* Firmware 8.08.203
* UEFI 6.65
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* BIOS 3.43

016/32 Gb

* Package 1.71.03

* Firmware 8.08.204
* UEFI 6.51

* BIOS 3.64

Supported Devices and Features

This firmware supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

HP Lights-Out Online Configuration Utility for Windows x64 Editions

Version: 5.3.0.0 (Optional)

Prerequisites

This utility requires the following minimum firmware revisions:
o Integrated Lights-Out 5 firmware v1.30 or later
The management interface driver must be installed on the server.

Microsoft .Net Framework 2.0 or later is required to launch HPONCFG GUI.

Enhancements

Introduced support for CNSA security state from iLO5 v1.40 or later.

HPE Management Bundle Smart Component for ESXi 6.0

Fixes

Version: 2019.03.01 (Recommended)

WBEM Providers

o Fixed false Solid State Disk Wear alert reported by the SmartArray WBEM provider

Agentless Management Service

o Fixed reporting of HPE QLogic NX2 driver components in the cpqHoSwVer MIB to resolve blank Installed

driver versions displayed in SUM

Enhancements

Agentless Management Service

o Added support for cpgiscsi MIB

o Implement configurable CPU and Memory Usage periodic logging to the iLO AHS (Active Health System)
Log
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HPE Management Bundle Smart Component for ESXi 6.5
Version: 2019.03.01 (Recommended)

Fixes
WBEM Providers
o Fixed false Solid State Disk Wear alert reported by the SmartArray WBEM provider
Agentless Management Service

o Fixed reporting of HPE QLogic NX2 driver components in the cpqHoSwVer MIB to resolve blank Installed

driver versions displayed in SUM

Enhancements
Agentless Management Service
o Added support for cpgiscsi MIB

o Implement configurable CPU and Memory Usage periodic logging to the iLO AHS (Active Health System)
Log

HPE Management Bundle Smart Component for ESXi 6.7
Version: 2019.03.01 (Recommended)

Fixes
WBEM Providers
o Fixed false Solid State Disk Wear alert reported by the SmartArray WBEM provider
o Fixed XML parser issues affecting online Firmware Update
Agentless Management Service
o Fixed reporting of HPE QLogic NX2 driver components in the cpgHoSwVer MIB to resolve blank Installed

driver versions displayed in SUM

Enhancements
Agentless Management Service
o Added support for cpgiscsi MIB

o Implement configurable CPU and Memory Usage periodic logging to the iLO AHS (Active Health System)
Log

HPE Smart Array SR Event Notification Service for Windows Server 64-bit Editions

Version: 1.2.1.64 (Recommended)

Enhancements

o Improved integration with Smart Update Manager

Emulex Fibre Channel driver component for VMware vSphere 6.0
Version: 2019.03.01 (Recommended)
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Important Note!

This component is intended to be used by HPE applications. It is a zip that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPXXXX.xml file.

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software Kkits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Enhancements
Updated to Driver version 11.4.329.0

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA

176 / 188



* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

Emulex Fibre Channel driver component for VMware vSphere 6.5
Version: 2019.03.01 (Recommended)

Important Note!

This component is intended to be used by HPE applications. It is a zip that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPXXXX.xml file.

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.
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Enhancements
Updated to Driver version 12.0.257.5
Added support to following:
o Added duration support for the Link Cable Beacon command. This avoids situations in which the blinking
of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop
the blinking.

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

Emulex Fibre Channel driver component for VMware vSphere 6.7
Version: 2019.03.01 (Recommended)

Important Note!

This component is intended to be used by HPE applications. It is a zip that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE
specific CPXXXX.xml file.

Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.

It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more
detailed information regarding this change.

To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA
adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/
Beginning with software release 11.2, Fibre Channel (LightPulse) adapters and Converged Network
adapters (OneConnect) have independent software kits.
It is highly recommended that you review the Broadcom Software Kit Migration User Guide for more

detailed information regarding this change.
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To obtain the guide:

1. Go to http://www.hpe.com/support/manuals

2. Using the HPE model number as your guide, enter the adapter model number in the Search products
box, and then click >>.

This document provides special instructions and considerations for using the driver kits for FC and CNA

adapters.

Special cases include those in which pre-11.2 (original) drivers and applications are replaced by the new
11.2 drivers and applications, and cases in which inbox drivers are replaced by the new 11.2 out-of-box

(OOB) drivers.

Enhancements

Updated to Driver version 12.0.257.5

Added support to following:

o Added support for VMware vSphere 6.7 Update 1.

o Added duration support for the Link Cable Beacon command. This avoids situations in which the blinking
of an Host Bus Adapter(HBA) Light Emitting Diode(LED) might be initiated, but no command is sent to stop
the blinking.

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

Qlogic Fibre Channel driver component for VMware vSphere 6.0

Version: 2019.03.01 (Recommended)

Important Note!

This component is intended to be used by HPE applications. It is a zip that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE

specific CPXXXX.xml file.

Prerequisites

Fixes

Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Fixed the following:

o Sync up information registered to switch for FDMI across all drivers.

o Continue with the logins in the scan loop despite seeing a login failure
o Send the GFO command in a separate thread then the fabric discovery.

o Eliminate the code to block I/O during small read operations of the flash.
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o Ensure the target ID assigned to the WWPN on the physical port is the same on the NPIV port

Enhancements

Driver version 2.1.81.0

Supported Devices and Features

This driver supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

Qlogic Fibre Channel driver component for VMware vSphere 6.5

Version: 2019.03.01 (Recommended)

Important Note!

This component is intended to be used by HPE applications. It is a zip that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE

specific CPXXXX.xml file.

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Fixes
Fixed the following:
o Sync up information registered to switch for FDMI across all drivers.
o Continue with the logins in the scan loop despite seeing a login failure
o Send the GFO command in a separate thread then the fabric discovery.
o Eliminate the code to block I/O during small read operations of the flash.

o Ensure the target ID assigned to the WWPN on the physical port is the same on the NPIV port

Enhancements

Driver version 2.1.81.0

Supported Devices and Features

This driver supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

Qlogic Fibre Channel driver component for VMware vSphere 6.7

Version: 2019.03.01 (Recommended)
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Important Note!

This component is intended to be used by HPE applications. It is a zip that contains the same driver
deliverable available from the vmware.com and the HPE vibsdepot.hpe.com webpages, plus an HPE

specific CPXXXX.xml file.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:

http://www.hpe.com/storage/spock/

Fixes
Fixed the following:
o Sync up information registered to switch for FDMI across all drivers.
o Continue with the logins in the scan loop despite seeing a login failure
o Send the GFO command in a separate thread then the fabric discovery.
o Eliminate the code to block I/O during small read operations of the flash.

o Ensure the target ID assigned to the WWPN on the physical port is the same on the NPIV port

Enhancements

Driver version 3.1.16.0

Supported Devices and Features

This driver supports the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

Fibreutils for HPE Storage Fibre Channel Host Bus Adapters for Linux (x86_64)
Version: 3.3-5 (c) (Optional)

Prerequisites
- Requires the following packages to be installed: glibc libgcc libstdc++ bash perl

Enhancements

Added support for the following:

Supported Devices and Features

Supports the following:

o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600E 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600E 32Gb Dual Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1200E 16Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1200E 16Gb Dual Port Fibre Channel Host Bus Adapter
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o HPE StoreFabric SN1100Q 16Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1100Q 16Gb Dual Port Fibre Channel Host Bus Adapter

HPE Emulex Smart SAN Enablement Kit for Windows 64 bit operating systems
Version: 1.0.0.1 (h) (Optional)

Important Note!

The Smart SAN enablement kit will not execute when an operating system has only the inbox fibre channel
driver installed. An out of box (OOB) fibre channel driver is needed to utilize Smart SAN functionality. If
any OOB driver is installed, the enablement kit will pre-enable/disable Smart SAN functionality for future
use. It can then be activated once a Smart SAN enabled OOB driver is installed (see Prerequisite Notes)
and after a reboot has occured.

To obtain the 3PAR Smart SAN User Guide to go the Storage Information Library at the following link:
Storage Information Library

(http://www.hpe.com/info/storage/docs/)

By default, HP 3PAR Storage is selected under

Products and Solutions.

Prerequisites
Please consult SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/
The HPE supplied fibre channel driver must be installed prior to this enablement kit component if you
want to enable Smart SAN functionality. The driver is available on the HPE.com website at www.hpe.com.
HPE Storage Fibre Channel Adapter Kit for the x64 Emulex Storport Driver v11.1.145.16 cp030886.exe
However, if a Smart SAN enabled driver is not installed at execution time, the component will land the

enablement kit files for future use after the driver has been installed.

Enhancements
Added support for Microsoft Windows 2019 Server
Updated to version 1.0.0.1

Supported Devices and Features

This component is supported on following Emulex Fibre Channel Host Bus adapters:
* HPE StoreFabric SN1200E 16Gb 2P FC HBA
* HPE StoreFabric SN1200E 16Gb 1P FC HBA
* HPE StoreFabric SN1600E 32Gb 2p FC HBA
* HPE StoreFabric SN1600E 32Gb 1p FC HBA

HPE QLogic Smart SAN enablement kit for Linux
Version: 3.3-3 (d) (Optional)

Important Note!

To obtain the 3PAR Smart SAN User Guide to go the Storage Information Library at the following link:
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Storage Information Library
(http://www.hpe.com/info/storage/docs/)
By default, HP 3PAR Storage is selected under

Products and Solutions.

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/

The HPE supplied fibre channel driver must be installed prior to this enablement kit component if you
want to enable Smart SAN functionality. The driver is available on the HPE.com website at www.hpe.com.
* Red Hat Enterprise Linux 6 Server (x86-64) FCoE/FC Driver Kit for HPE Qlogic CNAs, HBAs and mezzanine
HBAs, version 8.07.00.42.06.0-k1

* Red Hat Enterprise Linux 7 Server FCoE/FC Driver Kit for HPE QLogic CNAs, HBAs and mezzanine HBAs
and CNAs, version 8.07.00.42.07.0-k1

* SUSE Linux Enterprise Server 11 (AMD64/EM®64T) FCoE/FC Driver Kit for HPE Qlogic CNAs, HBAs and
mezzanine HBAs, version 8.07.00.42.11.3-k

* SUSE Linux Enterprise Server 12 FCoE/FC Driver Kit for HPE QLogic CNAs, HBAs and mezzanine HBAs and
CNAs version 8.07.00.42.12.0-k1

However, if a Smart SAN enabled driver is not installed at execution time, the component will land the

enablement kit files for future use after the driver has been installed.

Enhancements
Added Support to SUSE Linux Enterprise Server 15
Updated to version 3.3-3

Supported Devices and Features

This enablement kit is supported on the following HPE adapters:

* HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
* HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
* HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
* HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

HPE QLogic Smart SAN Enablement Kit for Windows 64 bit operating systems
Version: 1.0.0.1 (g) (Optional)

Important Note!

The Smart SAN enablement kit will not execute when an operating system has only the inbox fibre channel
driver installed. An out of box (OOB) fibre channel driver is needed to utilize Smart SAN functionality. If
any OOB driver is installed, the enablement kit will pre-enable/disable Smart SAN functionality for future
use. It can then be activated once a Smart SAN enabled OOB driver is installed (see Prerequisite Notes)
and after a reboot has occured.

To obtain the 3PAR Smart SAN User Guide to go the Storage Information Library at the following link:

Storage Information Library
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(http://www.hpe.com/info/storage/docs/)
By default, HP 3PAR Storage is selected under

Products and Solutions.

Prerequisites

Please consult SPOCK for a list of supported configurations available at the following link:
http://www.hpe.com/storage/spock/

The HPE supplied fibre channel driver must be installed prior to this enablement kit component if you
want to enable Smart SAN functionality. The driver is available on the HPE.com website at www.hpe.com.
o HPE Storage Fibre Channel Adapter Kit for the x64 QLogic Storport Driver v9.2.2.20, cp031252.exe

o HPE Storage Fibre Channel Adapter Kit for the QLogic Storport Driver for Windows Server 2012 and 2012
R2v9.2.2.20, cp031253.exe

o HPE Storage Fibre Channel Adapter Kit for the QLogic Storport Driver for Windows Server 2016 version
9.2.2.20, cp031251.exe

o HPE Storage Fibre Channel Adapter Kit for the QLogic Storport Driver for Windows Server 2019 version
9.2.9.22, cp037397.exe

However, if a Smart SAN enabled driver is not installed at execution time, the component will land the

enablement kit files for future use after the driver has been installed.

Enhancements

Updated to version 1.0.0.1

Supported Devices and Features

This enablement kit is supported on the following HPE adapters:

o HP StoreFabric SN1100Q 16GB 2-port PCle Fibre Channel Host Bus Adapter
o HP StoreFabric SN1100Q 16GB 1-port PCle Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Single Port Fibre Channel Host Bus Adapter
o HPE StoreFabric SN1600Q 32Gb Dual Port Fibre Channel Host Bus Adapter

Agentless Management Service (iLO 5) for Red Hat Enterprise Linux 6 Server

Version: 1.4.0 (Optional)

Prerequisites

Fixes

o amsd only supported on HPE ProLiant Gen10 Servers.

o amsd provides information to the iLO 5 service providing SNMP support.

0 SNMP PASS-THRU on the iLO 5 MUST be disabled, and SNMP should be configured on the iLO 5. The iLO
5 may need to be reset after changing these settings.

o Requirements:

* Minimum iLO 5 Firmware Version = 1.1

* Minimum supported OS Versions = Red Hat Enterprise Linux 6.9

Fixed the following items:
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o All disks are opened RDONLY to send ioctl()’s to get drive information.
o Improved SATA channel determination for SATA drives.

o Corrected errors for lost memory allocations.

Agentless Management Service (iLO 5) for Red Hat Enterprise Linux 7 Server

Version: 1.4.0 (Optional)

Prerequisites

o amsd only supported on HPE Gen10 Servers.

o amsd provides information to the iLO 5 service providing SNMP support.

0 SNMP PASS-THRU on the iLO 5 MUST be disabled, and SNMP should be configured on the iLO 5. The iLO
5 may need to be reset after changing these settings.

o Requirements:

* Minimum iLO 5 Firmware Version = 1.1

* Minimum supported OS Versions = Red Hat Enterprise Linux 7.3 Errata 3.10.0.514.6.1

Fixes
Fixed the following items:
o All disks are opened RDONLY to send ioctl()’s to get drive information.
o Improved SATA channel determination for SATA drives.
o Corrected errors for lost memory allocations.
Enhancements

Stability improvements when running Red Hat Enterprise Linux 7

Agentless Management Service for Windows X64

Version: 1.40.0.0 (Optional)

Important Note!

iLO Firmware Version:

o This version of AMS has been tested with iLO 5 firmware version 1.40. It is recommended to install AMS
1.40 on systems with iLO 5 firmware 1.40.

About installation and enablement of SMA service:

o During AMS installation in interactive mode, there is pop up message to selectively install SMA.

* If Yes is selected, SMA service will be installed and set to running state.

*If No is selected, SMA service will be installed but the service is not enabled.

o During AMS installation in silent mode, SMA is installed but the service is not enabled.

o To enable SMA service at a later time, go to the following

folder: %ProgramFiles%¥OEMY¥AMS¥Service¥ (Typically c:¥Program Files¥OEM¥AMS¥Service) and execute
"EnableSma.bat /f"

o IMPORTANT: The SNMP service community name and permission must also be setup. This is not done by

“EnableSma.bat”.
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o To disable SMA after it has been enabled, go to the following

folder: %ProgramFiles%¥OEMY¥AMS¥Service¥ (Typically c:¥Program Files¥OEM¥AMS¥Service) and execute
"DisableSma.bat /f"

o After installing Windows operating system, make sure all the latest Microsoft Updates are downloaded
and installed (wuapp.exe can be launched to start the update process). If this is not done, a critical error
may be reported in Windows Event Log, “The Agentless Management Service terminated unexpectedly.”.
AMS Control Panel Applet:

o The AMS control panel applet Ul is best displayed on the system when screen resolution is 1280 x 1024
pixels or higher and text size 100%.

Prerequisites

Fixes

The Channel Interface Driver for Windows X64 must be installed prior to this component.

Microsoft SNMP Service must be enabled, if SMA (System Management Assistant) is enabled.

o Fixed the issue of AMS terminating unexpectedly on module w2kmgams.dlI.

The Agentless Management Service may stop unexpectedly with the following error event logged in
Windows Application Event Log: Event ID: 1000, Source: Application Error, Faulting Application Name:
ams.exe, Faulting Module Name: w2kmgAMS.dIl.

o Fixed the issue of missing nechesasr.sys in HPE Software inventory.

iLO 5 Automatic Server Recovery Driver for Windows Server 2016 and Server 2019 (cp035140.exe) failed
to install on Windows Server 2019 OS deployment using Smart Update tool in SPP v2018.11.0.

Refer to the following Customer Advisories for details of the critical issues fixed in this release.
a00065356en_us (https://support.hpe.com/hpsc/doc/public/display docld=emr_na-a00065356en_us)
a00065641en_us (https://support.hpe.com/hpsc/doc/public/display docld=emr_na-a00065641en_us)

Enhancements

o Added configurable polling interval option in the registry for Active Health System (AHS) logging of host
CPU and Memory utilization:

* CPU and Memory utilization used to be logged to AHS every minute, thus potentially causing AHS
storage to be full.

* CPU and Memory utilization is now logged to AHS once upon startup, but a registry key can be created
to log more if needed.

Registry key: HKLM¥System¥HPAMSAHS, Registry value: QuietPeriodInMinutes (DWORD), from 1 minute
to 1440 minutes (i.e. 1 day).

o Added configurable logging feature to generate log files on local host. The default log size will be 64MB,
log level will be Informational(1) and file path: %ProgramFiles%¥OEM¥AMS¥Logs.

The optional log file size, path and level can be modified by changing the registry values at :
HKLMY¥SYSTEM¥AMSLOGCFG

o The AMS control panel applet is updated to support SNMP configurations with iLO CNSA encryption

mode as well.
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Smart Storage Administrator (SSA) CLI for Linux 64-bit
Version: 3.40.3.0 (Optional)

Enhancements

o Supports Online Firmware Activation reporting

Smart Storage Administrator (SSA) CLI for Windows 64-bit
Version: 3.40.3.0 (Optional)

Enhancements

o Supports Online Firmware Activation reporting

Smart Storage Administrator (SSA) for Linux 64-bit
Version: 3.40.3.0 (Optional)

Prerequisites

The Smart Storage Administrator for Linux requires the System Management Homepage software to be
installed on the server. If the System Management Homepage software is not already installed on your
server, please download it from HPE.com and install it before installing the Smart Storage Administrator
for Linux.

IMPORTANT UPDATE: SSA (GUI) for Linux can now be run without requiring the System Management
Homepage. SSA now supports a Local Application Mode for Linux. The System Management Homepage is
still supported, but no longer required to run the SSA GUI.

To invoke, enter the following at the command prompt:

ssa -local

The command will start SSA in a new Firefox browser window. When the browser window is closed, SSA
will automatically stop. This is only valid for the loopback interface, and not visible to external network

connections.

Enhancements

o Supports Online Firmware Activation reporting

Smart Storage Administrator (SSA) for Windows 64-bit
Version: 3.40.3.0 (Optional)

Enhancements

o Supports Online Firmware Activation reporting

Smart Storage Administrator Diagnostic Utility (SSADU) CLI for Linux 64-bit
Version: 3.40.3.0 (Optional)

Enhancements

o Supports Online Firmware Activation reporting
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Smart Storage Administrator Diagnostic Utility (SSADU) CLI for Windows 64-bit
Version: 3.40.3.0 (Optional)

Important Note!

This stand alone version of the Smart Storage Administrator's Diagnostic feature is available only in CLI

form. For the GUI version of Diagnostic reports, please use Smart Storage Administrator (SSA).

Enhancements

o Supports Online Firmware Activation reporting
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